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Start of 1st CHANGE
5.12.5.2
Unsolicited application reporting mode

The selection of TDF-U for the unsolicited application reporting is performed by TDF-C during the Sx management procedure as defined in subcluase 6.5.x, using the information configured in TDF-C.


Start of 2nd CHANGE
7.3
Packet Detection Rule

The following table describes the Packet Detection Rule (PDR) containing information required to classify a packet arriving at the UP function. There is at least one PDR per direction, e.g. UL direction or DL direction.

Table 7.3-1: Attributes within Packet Detection Rule

	Attribute
	Description
	Comment
	Applicability

	
	
	
	SGW


	PDN GW
	TDF

	Session ID
	Identifies the session associated to this PDR
	Not sent for TDF unsolicited application reporting mode
	X
	X
	X

	Rule ID
	Unique identifier to identify this information.
	
	X
	X
	X

	Precedence
	Determines the order, in which the detection information of all rules is applied
	
	
	X
	X

	Packet Detection information
	PDN instance
	Identifies the PDN instance associated with the incoming packet. Needed e.g. in case one UP function supports multiple APN with overlapping IP addresses.
	
	
	X
	X

	
	Source interface
	Contains the values "access side", "core side", "CP function" or "SGi-LAN".
	Identifies whether the rule applies to incoming packets from the access side (i.e. up-link), the core side (i.e. down-link), the CP function (the packet from CP function) or the SGi-LAN side (the packet has experienced SGi-LAN Service Functions).
	X
	X
	X

	
	UE IP address 
	One IPv4 address and/or one IPv6 prefix with prefix length
	Combination of UE IP address, F-TEID, SDF filters, application ID for traffic detection:

SGW UL: Local F-TEID

SGW DL: Local F-TEID

PGW UL: Local F-TEID + UE IP address + SDF/applicat.ID

PGW DL: UE IP address + SDF/application ID

TDF UL (solicited mode): UE IP address + SDF/application ID

TDF DL (solicited mode): UE IP address + SDF/application ID

TDF UL/DL (unsolicited mode): application ID
	
	X
	X

	
	Local F-TEID 
	
	
	X
	X
	

	
	SDF Filter
	
	
	
	X
	X

	
	Application ID
	
	
	
	X
	X

	Outer header removal
	Instructs the UP function to remove one or more outer header(s) (e.g. IP+UDP+GTP) from the incoming packet.
	Any extension header shall be stored for this packet.
	X
	X
	

	List of Forwarding Action Rule ID(s)
	Every Forwarding action Rule ID identifies a forwarding action that has to be applied to a packet matching this rule.
	
	X
	X
	X

	List of Reporting Rule ID(s)
	Every Reporting Rule ID identifies a measurement action that has to be applied to a packet matching this rule.
	
	X
	X
	X

	List of QoS Enforcement Rule ID(s)
	Every QoS Enforcement Rule ID identifies a QoS enforcement action that has to be applied to a packet matching this rule. 
	
	
	X
	X


Editor's note:
If the above attributes cover everything or more attributes are needed is FFS.

Start of 3rd CHANGE
7.7
Usage Report generated by UP function

The UP function sends the usage report to inform the CP function about the measurement of an active URR or about the detection of application traffic of an active Packet Detection Rule. For each URR, the usage report may be generated repeatedly, i.e. as long as any one of the valid event triggers applies. A final usage report is sent for a URR when it is no longer active, i.e. either the URR is removed or all the references to this URR in any of the Packet Detection Rules belonging to the Sx session.

Following attributes can be included in the usage report:

Table 7.7-1: Attributes within Usage Report

	Attribute
	Description
	Comment
	Applicability

	
	
	
	SGW


	PDN GW
	TDF

	Session ID
	Uniquely identifies a session.
	This corresponds to a PDN connection for SGW and PGW or a TDF session for TDF.
Not sent for TDF unsolicted application reporting mode
	X
	X
	X

	Rule ID
	Uniquely identifies the Packet Detection Rule within a session which triggered the report
	Only required when Reporting trigger is Start/stop of traffic detection
	X
	X
	X

	Measurement Key


	Uniquely identifies the Measurement Key related to the report
	Not sent when Reporting trigger is Start/stop of traffic detection
	X
	X
	X

	Reporting trigger
	Identifies the trigger for the usage report. 
	Applicable values are:

Start/stop of traffic detection; Deletion of last rule for measurement key; Periodic measurement threshold reached; Volume/Time/Event measurement threshold reached; Immediate report requested; Measurement of incoming UL traffic; Measurement of discarded DL traffic.
	X
	X
	X

	UE IP address
	One IPv4 address or one IPv6 address
	Identifies the UE address of the traffic corresponding to the detected the application information.

Only required when Reporting trigger is Start/stop of traffic detection for unsolicted application reporting mode.
	
	
	X

	SDF Filter
	
	Identifies the detected service data flow filter.

Only required when Reporting trigger is Start/stop of traffic detection.
	
	X
	X

	Application Instance Id
	
	Identifies the instance of the detected service date flow filter.
Only required when Reporting trigger is Start/stop of traffic detection
	
	X
	X

	Start time
	Provides the timestamp, in terms of absolute time, when the collection of the information provided within Usage-Information is started.
	Not sent when Reporting trigger is Start/stop of traffic detection
	X
	X
	X

	End time
	Provides the timestamp, in terms of absolute time, when the information provided within Usage-Information is generated.
	Not sent when Reporting trigger is Start/stop of traffic detection
	X
	X
	X

	Measurement information
	Defines the measured volume/time/events for this measurement key 
	Not sent when Reporting trigger is Start/stop of traffic detection 
	X
	X
	X

	Time of last packet
	Provides the timestamp, in terms of absolute time, when the last packet was received for this measurement key.
	Enables the realization of Quota-Idle-Timeout, i.e. enable the CP function to adjust the Periodic measurement threshold.

Not sent when Reporting trigger is Start/stop of traffic detection
	
	X
	X


Editor's note:
If the above attributes cover everything or more attributes are needed is FFS.

Start of 4th CHANGE
6.4.1
General

The Sx reporting procedure is used by the UP function of SGW, PGW or TDF to report events related to the individual PDN sessions or TDF sessions. This procedure is also used by the TDF-U to report the detected application information to the TDF-C for the unsolicited application reporting mode .
6.4.2
Sx Reporting Procedure
This procedure is used by the UP function to report events related to an individual PDN session / IP-CAN session / TDF session or related to TDF unsolicited application reporting modes. The triggers for event reporting were configured on the UP function during Sx session management procedures by the CP function (excluding the Sx session termination procedure) or during the Sx unsolicited application reporting management procedure by the TDF-C.
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Figure 6.4.2-1: Sx Reporting procedure
1.
The UP function detects that an event has to be reported. The reporting triggers involve the following cases:

(1)
Usage report (by SGW-U, PGW-U and TDF-U).


Usage information shall be collected in the UP function and reported to the CP function as defined in clause 5.3 and clause 7.4.

(2)
Start of traffic detection (by PGW-U and TDF-U).


When traffic detection is requested by PGW-C/TDF-C, and the start of traffic is detected for a PDR, the PGW-U/TDF-U shall report the start of traffic detection to the PGW-C/TDF-C and indicate the PDR rule ID.

(3)
Stop of traffic detection (by PGW-U and TDF-U).


When traffic detection is requested by PGW-C/TDF-C, and the end of traffic is detected for a PDR, the PGW-U/TDF-U shall report the stop of traffic detection to the PGW-C/TDF-C and indicate the PDR rule ID.

 (4)
Detection of 1st Downlink Data for Idle-Mode UE (by SGW-U)


When SGW-U receives the downlink packet but no S1-bearer for transmission and the buffering is performed by SGW-U, it shall report the detection of 1st downlink data to SGW-C, for the purpose of paging the UE. SGW-U shall also report the DSCP of the packet when instructed by SGW-C (e.g. in case the Paging Policy Differentiation function as described in TS 23.401 [2] is enabled at the SGW-C).
2.
The UP function sends an Sx report message (list of [Reporting trigger, Measurement information]) to the CP function.


The Reporting trigger parameter contains the name of the event which triggered the report and the Measurement information parameter contains the actual information the CP function requested to be informed about.
3.
The CP function responds with an Sx report ACK message.

Start of 5th CHANGE
6.5.x
Sx unsolicited application reporting management Procedure

The Sx unsolicited application reporting management procedure is used by the TDF-C to provide the instructions for unsolicited application detection and reporting to the TDF-U independent of any Sx session.

The Sx unsolicited application reporting management procedure is a node level procedure.
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Figure 6.5. X-1: Sx unsolicited application reporting management Procedure

1.
The TDF-C sends unsolicited application reporting management request to the TDF-U to enable the unsolicited application detection and reporting by including the corresponding Application ID(s).

2.
The TDF-U acknowledges by responding with unsolicited application reporting management response message.

End of 1st CHANGE
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2. Unsolicited application reporting management response
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