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1. Introduction
As part of TR 23.799, overall architecture was agreed to section 8. This paper proposes to port the agreed architecture from TR 23.799 to TS 23.501. 
2. Proposal

It is proposed capture the following procedure in TS 23.501. 
>>>Start Changes<<<
4
Architecture model and concepts
4.2
Architecture reference model
4.2.1
Non-roaming reference architecture

In this clause, we show two different representations of the overall architecture providing same functionality.

The following figure depicts the non-roaming reference architecture with service based interfaces within control plane.

Network functions within the 5G Core Control plane unless determined otherwise, shall exhibit service based interfaces for services that can be used by authorized network functions. The following figure depicts the non-roaming reference architecture in service based interface representation and shows how service based architecture can be supported. Each function exhibits a service interface for reusable procedures.

Editor’s note:
The list of procedures that will be exhibited as service will be determined. How a network function is authorized on a per UE basis needs to be determined.
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Figure 4.2.1-1: 5G Core Control Plane Service based architecture

Service based interfaces:

Namf:
Service based interface exhibited by AMF.

Nsmf:
Service based interface exhibited by SMF.

Nnef:
Service based interface exhibited by NEF.

Npcf:
Service based interface exhibited by PCF.

Nudm:
Service based interface exhibited by UDM.

Naf:
Service based interface exhibited by AF.

Nnrf:
Service based interface exhibited by NRF.

Nausf:
Service based interface exhibited by AUSF.

Editor’s note:
Whether Network repository function (NRF) is an enhancement of DNS server will be determined by CT WGs.

Leveraging the service based architecture in the control plane, the following figure shows how various network functions will interact in the non-roaming case. Effectively this provides a reference point representation of the architecture that can then be used to develop detailed call flows.

The following figure shows non-roaming 5G Core architecture in direct point to point reference point representation:
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Figure 4.2.1-2: Non-Roaming 5G Core Architecture in point to point reference point representation

NOTE 2:
N9, N14 are not shown in other figures however they may also be applicable for other scenarios.

Figure 4.2.2-3 depicts the non-roaming architecture for UEs concurrently accessing a two (e.g. local and central) data networks using multiple PDU Sessions.
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Figure 4.2.2-3: Applying non-roaming 5G Core architecture for concurrent access to local and central data networks (multiple PDU session option) in point to point reference point representation

Figure 4.2.2-4 depicts the non-roaming architecture in case concurrent access to two (e.g local and central) data networks is provided within a single PDU session in point to point reference point representation:
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Figure 4.2.2-4: Applying non-roaming 5G Core architecture for concurrent access to two (e.g. local and central) data networks (single PDU session option) in point to point reference point representation

4.2.2
Roaming reference architectures

The following figure shows roaming architecture with local breakout when service based interfaces within control plane is supported.
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Figure 4.2.2-1 Roaming 5G Core architecture - local breakout scenario in service based interface representation

Following figure 4.2.2-2 depicts the reference point view of the roaming architecture in case of home routed scenario when service based interfaces within control plane is supported:
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Figure 4.2.3-2 Roaming 5G Core architecture - home routed scenario in service based interface representation

Following figure 4.2.3-3 depicts the traditional view of the roaming architecture in case of local break out scenario:
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Figure 4.2.3-3: Roaming 5G Core architecture - local breakout scenario in point to point reference point representation

Following figure 4.2.3-4 depicts the reference point view of the roaming architecture in case of home routed scenario:
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Figure 4.2.2-4: Roaming 5G Core architecture - Home routed scenario in point to point reference point representation

4.2.3
Reference points and Functionality description

The 5G Core architecture consist of the following functions:

-
Unified Data Management (UDM).

-
Authentication Server Function (AUSF).

-
Policy Control function (PCF).

-
Core Access and Mobility Management Function (AMF).

-
Session Management Function (SMF).

-
User plane Function (UPF).

-
Network Exposure Function (NEF).

-
NF Repository Function (NRF).

-
(Radio) Access Network ((R)AN).

-
UE User Equipment.

-
Data network (DN), e.g. operator services, Internet access or 3rd party services.

-
Data Storage network function (DSF).

The 5G Core Architecture contain the following reference points:

N1:
Reference point between the UE and the Access and Mobility Management function.

N2:
Reference point between the (R)AN and the Access and Mobility Management function.

N3:
Reference point between the (R)AN and the User plane function (UPF).

N4:
Reference point between the Session Management function (SMF) and the User plane function (UPF).

N5:
Reference point between the Policy Function (PCF) and an Application Function (AF).

N6:
Reference point between the UP function (UPF) and a Data Network (DN).

NOTE:
The traffic forwarding details of N6 between a UPF acting as an uplink classifier and a local data network will not be specified in this release.

N7:
Reference point between the Session Management function (SMF) and the Policy Control function (PCF).

N7r:
Reference point between the vPCF and the hPCF.

N8:
Reference point between Unified Data Management and AMF.
N9:
Reference point between two Core User plane functions (UPFs).

N10:
Reference point between UDM and SMF.

N11:
Reference point between Access and Mobility Management function (AMF) and Session Management function (SMF).

N12:
Reference point between Access and Mobility Management function (AMF) and Authentication Server function (AUSF).

N13:
Reference point between UDM and Authentication Server function (AUSF).

N14:
Reference point between two Access and Mobility Management functions (AMFs).

N15:
Reference point between the PCF and the AMF in case of non-roaming scenario, V-PCF and AMF in case of roaming scenario.
N16:
Reference point between two SMFs, (in roaming case between V-SMF and the H-SMF).
>>>Next Change<<<
6
Network Functions

Editor’s notes: This should include Network functions, functionalities and NF selection functionality etc.

6.1
NF Functional description

6.1.1
AMF Functional description

Editor’s notes: This should include various network functions in the architecture, features and functionalities supported.

The Access and Mobility Management function (AMF) includes the following functionality:

-
Termination of RAN CP interface (N2).

-
Termination of NAS (N1), NAS ciphering and integrity protection.
- 
Registration management

-
Connection management
-
Reachability management

-
Mobility Management.

-
Lawful intercept (for AMF events and interface to LI System).

-
Transparent proxy for routing SM messages.

-
Access Authentication.

-
Access Authorization.

-
Security Anchor Function (SEA). It interacts with the AUSF and the UE, receives the intermediate key that was established as a result of the UE authentication process. In case of USIM based authentication, the AMF retrieves the security material from the AUSF.

-
Security Context Management (SCM). The SCM receives a key from the SEA that it uses to derive access-network specific keys.

NOTE:
Regardless of the number of Network functions, there is only one NAS interface instance per access network between the UE and the CN, terminated at one of the Network functions that implements at least NAS security and mobility management.
6.1.2
SMF Functional description

The Session Management function (SMF) includes the following functionality:

-
Session Management.

-
UE IP address allocation & management (incl optional Authorization).

-
Selection and control of UP function.

-
Termination of interfaces towards Policy control and Charging functions.

-
Control part of policy enforcement and QoS.

-
Lawful intercept (for SM events and interface to LI System).

-
Termination of SM parts of NAS messages.

-
Downlink Data Notification.

-
Initiator of AN specific SM information, sent via AMF over N2 to AN.

-
Roaming functionality:

-
Handle local enforcement to apply QoS SLAs (VPLMN).

-
Charging data collection and charging interface (VPLMN).

-
Lawful intercept (in VPLMN for SM events and interface to LI System).

NOTE:
Not all of the functions are required to be supported in a CN instance of a network slice.
Editor’s note: when there is an update to security architecture defined by SA WG3, security functionality mapping to the overall architecture will be updated.
6.1.3
UPF Functional description

The N Core User plane function (UPF) includes the following functionality:

-
Anchor point for Intra-/Inter-RAT mobility (when applicable).

-
External PDU session point of interconnect (e.g. IP).

-
Packet routing & forwarding.

-
QoS handling for User plane.

-
Packet inspection and Policy rule enforcement.

-
Lawful intercept (UP collection).

-
Traffic accounting and reporting.

-
Support for interaction with external DN for transport of signalling for PDU session authorization/authentication by external DN.

NOTE:
Not all of the UPF functions are required to be supported in an instance of user plane function of a network slice.
6.1.4
PCF Functional description

The Policy function (PCF) includes the following functionality:

-
Supports unified policy framework to govern network behaviour.

-
Provides policy rules to control plane function(s) to enforce them.

NOTE:
The Policy control function (PCF) is assumed to retrieve subscription information from a subscription repository (UDM).

6.1.5
NEF Functional description

The Network Exposure Function (NEF) supports the following functionality:

-
It provides a means to securely expose the services and capabilities provided by 3GPP network functions e.g 3rd party, internal exposure/re-exposure.

-
The Network Exposure Function receives information from other network functions (based on exposed capabilities of other network functions). It may store the received information as structured data using a standardized interface to a data storage network function (interface to be defined by 3GPP). The stored information can be "re-exposed" by the NEF to other network functions and used for other purposes such as analytics.

Editor’s note:
Bullet above needs to be reflected in the figure.

6.1.6
NRF Functional description

The NF Repository Function (NRF) supports the following functionality:

-
Maintain the deployed NF Instance information when deploying/updating/removing NF instances.

-
Supports service discovery function. Receive NF Discovery Request from NF instance, and provides the information of the discovered NF instances (be discovered) to the NF instance.

NOTE:
Whether NRF is an enhancement of DNS server is to be determined during Stage 3.
6.1.7
UDM Functional description

The Unified Data Management (UDM) supports the following functionality:

-
Supports Authentication Credential Repository and Processing Function (ARPF). This function stores the long-term security credentials used in authentication for AKA.

-
Stores Subscription information.

NOTE:
UDR (User data repository) could be present within the UDM.

6.1.8
AUSF Functional description

The AUSF supports the following functionality:

-
Supports Authentication Server Function (AUSF) as specified by SA WG3.

Editor’s note: when there is an update to security architecture defined by SA WG3, security functionality mapping to the overall architecture will be updated.

>>>End of Changes<<<
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