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1. Introduction
Following are the TR agreements related to service based interfaces:
2.	In order to facilitate utilization of the capability (s) of one NF the capability (s) of NFs are exposed as a service to other NF, wherever applicable, (e.g. by following the guidelines defined in Annex E). As such the NF provides a service based interface to other NFs.
NOTE 2:	It is expected that SA WG2 will specify the end to end signalling flow and then deduce the services and functionalities that one NF supports, and CT WGs define the data model of service interface, i.e. information elements included in service interface. For more detail refer to Annex K.
NOTE 3:	To support different variants of a service and to enable the invoking NF to discover the expected service, the service need be uniquely identified.
3.	Network functions within the NG Control plane unless determined otherwise during the normative phase, shall exhibit service based interfaces for services that can be re-used by multiple network functions. This will be evaluated on a case by case basis when specifying the procedure. The NG1, NG2, NG4 interface are not considered to support the service based interface.
4.	The NF selection and discovery shall be supported to enable NF selection and discovery, including:
-	The NF selection and discovery function maintains the function profile of the deployed NF instances, e.g. the type of the NF, network slice related information which the NF belongs to.
-	When deploying/removing one NF instance, the information of the NF instance is updated.
-	One NF shall be able to utilize the type of the NF (e.g. SMF, PCF, etc) and other service parameters (including network slice related parameters) to discover the expected NF instance (s), and the NF selection and discovery function provides the IP address or the FQDN of NF instance(s) to the NF.
2. Considerations
Following are some considerations for a service based architecture and potential services that will be defined:
Service discovery: Service discovery should provide a mechanism and interface for network function instances to register their presence and provide network function instance information to the NRF. At least one service is offered, which could be equal to the NF itself i.e. it is a complete set of mandatory functionalities that the NF supports.
For the call flows and procedures, it makes no difference if the message is sent over PtP or service based interface. Source and destination, semantics of the message, pre-conditions, post-conditions must be known. So for the procedure itself, it does not matter.
Service based interface would require service ID to be defined, then services to be advertised, stored in service repository {Service ID, NF}. In order for it to work in a roaming environment and to introduce the ability for services to be discovered across operator network boundaries, service ID would have to be managed by a central repository (= independent entity).
Thus, if this is done for every message defined in the system, then this would increase overhead significantly rather reduce the flexibility of the system compared to traditional way of documenting procedures and services. It makes it difficult (even unrealistic) for specification, implementation and also operators to manage deployment (i.e. service discovery, NF selection based on service etc) if every message is defined as a service. 
On the same token, when a new procedure needs to be introduced, it shouldn’t require too much standardization effort more than the effort needed for actually introducing new procedures.
In order to determine whether a procedure can be offered as a standalone service, it needs to be determined whether a procedure can be offered as a standalone service or is it technically coupled with other procedures making it unrealistic to offer as an independent service.
Procedures can be services when reuse is possible, however we should be careful in defining “what exactly a service is?” It should be coarse granular, make sense to be reused, easily manageable and not result in additional operational and maintenance overhead for regular operation of the network. 
In this paper we attempt to define the potential services that can be supported by AMF. It is beneficial for AMF to exhibit services that other NFs might need to use. 
2.2	Services supported
AMF supports the following functionalities. Some functionalities are mandatory while some functionalities are optional. Some optional functionalities that would be essential for other NFs to use for both network internal operation (e.g. SMF, PCF) and to manage network external requests (e.g. NEF). Following are some functionalities that are supported by AMF:
Note: mandatory/optional functionality addition is just for the clarification
-     Termination of interface (N2). (mandatory)
-     Termination of NAS (N1) (mandatory)
-     NAS ciphering and integrity protection. (mandatory or optional?)
-     Registration management (mandatory)
-     Connection management (mandatory)
-     Mobility Management. (optional) 
-     Lawful intercept (for AMF events and interface to LI System). (optional?)
-     Transparent proxy for routing SM messages. (optional)
-     Access Authentication. (mandatory)
-     Access Authorization. (mandatory)
-     Security Anchor Function (SEA). It interacts with the AUSF and the UE, receives the intermediate key that was established as a result of the UE authentication process. In case of USIM based authentication, the AMF retrieves the security material from the AUSF. (mandatory)
-     Security Context Management (SCM). The SCM receives a key from the SEA that it uses to derive access-network specific keys. (mandatory)
-  Support for UE location reporting (optional)
- Transparent Proxy for SMS delivery (optional)
- Support for PWS / cell broadcasting (optional).
- NAS message delivery (mandatory).
The services exhibited by AMF should mainly include features that are essential for other Network functions would need. In order to determine whether a procedure can be offered as a standalone service, it needs to be determined whether a procedure can be offered as a standalone service or is it technically coupled with other procedures making it unrealistic to offer as an independent service. Considering these aspects, AMF should include the following as the potential services:
1) UE location reporting service – This includes support for UE location reporting at the requested granularity (TAI, Cell ID etc).
2) Device triggering/Message delivery service – Message (e.g. SMS message/NAS message) delivery for a certain UE. 
3) Support for PWS/Cell broadcasting – Broadcast a message to all UEs in a message.
2.2	DSF services 
In the TR, following was agreed:
-	To support "stateless" NFs (where the "compute" resource is decoupled from the "storage" resource that stores state as opaque data), 3GPP will specify (possibly by referencing) interfaces from NFs to a data storage function. NFs may use data storage function to store opaque data.
-	The Network Exposure Function receives information from other network functions (based on exposed capabilities of other network functions). It may store the received information as structured data using a standardized interface to a data storage network function (DSF) (interface to be defined by 3GPP). The stored information can be "re-exposed" by the NEF to other network functions and used for other purposes such as analytics.
As per the agreement, DSF provide storage of structured data for exposure and opaque data for session storage.
We propose to define two independent services for these:
1) Storage of structured data
2) Storage of opaque data
2.3 	Service Discovery
How can the NF/services be discovered?
1) [bookmark: _Toc471506774]Load / Capacity based selection - NF selected based on load balancing, capacity and using requested criteria (e.g. APN, request type, usage criteria), location (location of the UE and NF) (e.g. MME, S/P-GW selection in EPC). 
2) Capability based selection – In addition to the criteria defined in #1, optional functionalities supported by a NF declared via repository (NRF), enabling capability-based NF selection. Implies that basic features defined by standard are supported by the NF. With this option, it could work as follows:
AMF declares optional functionalities and meta data towards NRF
Requester asks NRF - {need AMF, with capabilities #1, #2, …}
NRF returns to the Requester - {AMF-x address, capability #1, capability #2…} 
3) Services based selection - NF supported services are declared via repository; enabling services based selection; This implies that services are uniquely defined, identified by a unique service ID and managed by a central repository to enable NF selection across roaming partners. With this option, it could work as follows:
AMF declares optional capabilities as services and meta data towards NRF
Requester asks {need NF, for service #1 …}
NRF returns to the requester {AMF-x address, service #1…}
When NF is selected based on criteria defined in #1, capability exchange happens after NF selection. When NF is selected based on capability, capability negotiation after NF selection can be avoided. 
For mandatory features, Options 1 or 2 must be used. For optional capabilities and features, either options 2 or 3 can be considered.
1. Proposal
It is proposed capture the following text as part of services framework in TS 23.501. 
>>>Start Changes<<<
7	Services and descriptions
[bookmark: _Toc471506775]7.1 	Service Framework
Editor’s note: general procedures that apply to all services provided network functions
[bookmark: _Toc471506776]7.1.1	Service discovery
Editor’s notes: This should include description on how services are discovered. This might entail NF selection as well. Thus relation with 6.2 should be clarified.
[bookmark: _Toc471506777]7.1.2	Service authorization
Editor’s notes: This should include description on how consumer (NF) is authorized for using a certain service.
[bookmark: _Toc471506778]7.1.3	Service registration
Editor’s notes: This should include description on service registration and other aspects.
[bookmark: _Toc471506779]7.2	Services provided by Network functions
Editor’s notes: This should include common services (i.e. reusable procedures) that can be supported by control plane network functions with service based interface
Editor’s note: Template for Service description.
Example Service-1
Provider: NF-a
Input:
Output:
Description:
7.2.x	Services provided by AMF
7.2.x.1 Service-1: UE location reporting as a service
· Service Provider: AMF
· Input: Request for UE location notification either with a TAI/Cell ID based granularity
· Output: UE location either with a TAI/Cell ID based granularity
-   Description: 
UE location is reported by the AMF.
7.2.x.2 Service-2: Device triggering/Message delivery as a service
· Service Provider: AMF
· Input: Request for delivering a message to the UE.
· Output: Delivery acknowledgement (if requested)
-   Description: 
Request for delivering a message (e.g. SMS delivery/NAS delivery) to the UE. This could also entail paging the UE. In some cases, paging may not be necessary.
7.2.x.3 Service-3: PWS/cell broadcasting as a service
· Service Provider: AMF
· Input: Request for cell broadcasting
· Output:  Acknowledgement (if requested).
-   Description: 
Support public warning system / cell broadcasting functionality.
[bookmark: _GoBack]
7.2.y	Services provided by DSF
7.2.y.1 Service-1: Structured Data storage as a service
· Service Provider: DSF
· Input: data storage
· Output: Storage and Retrieval of data
-   Description: 
Used as a storage for structured data used for exposure.
7.2.y.1 Service-2: Opaque Data storage as a service
· Service Provider: DSF
· Input: data storage
· Output: Storage and Retrieval of data
-   Description: 
Used as a session storage for opaque UE context.
>>>End Changes<<<
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