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Abstract of the contribution: This contribution proposes description for 5G security procedures for 23.502.
1. Introduction
In order to allow the network to update the security related parameters (e.g., security algorithm, NAS downlink COUNT, etc.) to UE, a corresponding procedure is introduced as EPS did.
Other security related procedures are expected to be developed by SA3.

2. Proposal
It is proposed to add following text into TS 23.502.
* * * First change * * * *

4.5
Security procedures

The AMF uses the NAS Security Update procedure to update the parameter (e.g., security algorithm, NAS downlink COUNT, etc.) in NAS security context between UE and AMF.
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Figure 4.5-X: NAS Security Update procedure

1. The AMF sends Security Update Notification message (e.g., selected security algorithm, NAS COUNT starting value, etc.) to the UE.
2. The UE responds with Security Update Complete message.
NOTE: This procedure may be combined with ME identity check procedure, if so, the ME identity request is included in step 1 message.
Note: Other security procedures shall be developed by SA3.
* * * End of change * * * *
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