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Abstract of the contribution: This contribution describes service based procedures supported by Policy Control Function.
1. Discussion

As excerpted in 8.10 Agreements on Key Issue #10: Policy Framework in TR23.799:
1.
The PCC framework defined in TS 23.203 [3] is generic and the relevant parts are applicable to NextGen, including:

a.
The PCC Framework in NextGen includes the following Functional elements: The NG Policy Function that interfaces to the Session Management, Access and Mobility Management Function, the Application Function, and the Online Charging System.

b.
The NG Policy Function evaluates operator policies that are triggered by events received from the Application Function, the Session Management, Mobility Management and the Online Charging System.

c.
The NG Policy Function provides Rules for application and service data flow detection, gating, QoS and flow based charging to the Session Management.
d.
The NG Policy Control Function implements a Front End to access subscription information relevant for policy decisions in a User Data Repository.
e.
The NG Policy Function provides Mobility Management, Network selection related policies to the Access and Mobility Management. The policies provided from Policy Function to MMF includes, but not limited to:

-
Mobility policy e.g. RFSP index.
2.
The NextGen policy framework shall be able to provide policy information to UE, such as network discovery & selection policy, SSC Mode Selection Policy (see clause 8.6), etc. How this policy information is provided to UE (e.g. via NG1 or a new interface) will be decided during the normative phase of the work.
3.
The extensions to the PCC frame defined in TS 23.203 include:

a.
The NG Policy Function can obtain UE related information, e.g. UE mobility pattern, from 3rd application server via NEF or Rx interface.

b.
The NG Policy Function can adjust UE mobility restriction, and request the AMF (Access and Mobility management Function) to enforce the optimized UE mobility restriction.

It can be seen that the procedures related to the Policy Control Function are as follows:
1) The AMF requests the AM policy from the PCF. 
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Figure 1 AM Policy provisioning procedure

(1) The AMF requests “Get AM Policy” service from the PCF to get the UE’s mobility and network selection       policy.

(2) The PCF requests “Query AM Policy” service from the UDR.

(3) The UDR responses AM Policy to the PCF.

(4) The PCF requests “Notify AM Policy Update” service from the UDR in order to be notified due to subscription change.
(5) The UDR responses to the PCF.
(6) If the PCF needs to subscribe to some event triggers from the AMF, then the PCF requests “Event Notification” service from the AMF.

(7) The AMF responses to the PCF.

(8) The PCF determines the AM policy for the UE and responses to the AMF.
In this procedure, the PCF provides “Get AM Policy” service. It is to be decided if the above step 4&5 can be merged with step 2&3.
2) The SMF requests the PDU session related policy from the PCF.
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Figure 2 SMF related policies provisioning when PDU session is established
(1) The SMF requests “Get SM Policy” service from the PCF to get the PDU Session related policies, which includes session-level policy, such as AMBR for a PDU session, OCS/OFCS address, default charging method, default QoS parameters and pre-authorised polices.
(2) The PCF requests “Query SM Policy” service from the UDR.

(3) The UDR responses SM Policy to the PCF.

(4) The PCF requests “Notify SM Policy Update” service from the UDR in order to be notified due to subscription change.

(5) The UDR responses to the PCF.

(6) If the PCF needs to subscribe to some event triggers from the AMF, then the PCF requests “Event Notification” service from the AMF.
(7) The AMF responses to the PCF.

(8) If the PCF needs to subscribe to some event triggers from the SMF, then the PCF requests “Event Notification” service from the SMF.

(9) The SMF responses to the PCF.

(10) The PCF determines the policy for the PDU session and responses to the SMF.

In this procedure, the PCF provides “Get SM Policy” service. It is to be decided if the above step 4&5 can be merged with step 2&3.
There are 3 cases which can trigger update of policy: 1) UE requests resource modification; 2) The related events occur; 3) Subscription data changes. Case 3) can be combined to case 2). The policy modification induces that the policy is re-installed. 
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Figure 3 SMF related policies provisioning when UE requests resource modification
(1) When a UE requests resource modification, the request is related to some SDFs. The SMF requests “Get SM Policy” service from the PCF to get the SDFs related policies, which includes SDF-level policy, such as Qos parameters.
(2) The PCF requests “Query SM Policy” service from the UDR.

(3) The UDR responses SM Policy to the PCF.

(4) The PCF requests “Notify SM Policy Update” service from the UDR in order to be notified due to subscription change.

(5) The UDR responses to the PCF.
(6) If the PCF needs to subscribe to some event triggers from the AMF, then the PCF requests “Event Notification” service from the AMF.

(7) The AMF responses to the PCF.

(8) If the PCF needs to subscribe some event triggers from the SMF, then the PCF requests “Event Notification” service from the SMF.

(9) The SMF responses to the PCF.

(10) The PCF determines the policy for the SDFs and responses to the SMF.
In the above procedure, step 4&5 may not be needed if notification of update of policy subscription data is implicitly subscribed once after step 2.

In this procedure, the PCF provides “Get SM Policy” service.
3) The PCF subscribes to the related events from the AMF (e.g. UE location), SMF (e.g. network resource) and possibly UDR (e.g. user subscription). When the events occur, the PCF may provide new policies to the AMF or SMF, as shown in Figure 4.
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Figure 4 SMF related policies provisioning when the related events occur
(1) When the PCF receives an event reporting, it detects the impacted policies. 
(2) If the AM policy is impacted, the PCF determines the AM policy to be updated according to the event reporting and requests “AM Policy Install” service from the AMF to install the updated policy.
(3) The AMF responses the “AM Policy Install” service.

(4) If the SM policy is impacted, the PCF determines the SM policy to be updated according to the event reporting and requests “SM Policy Install” service from the SMF to install the updated policy.
(5) The SMF responses the “SM Policy Install” service.

In this procedure, the PCF just requests service from AMF and SMF, and provides no new service.
4) The AF subscribes to the related events from the PCF and is notified by the PCF when the event occurs.
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Figure 5 Subscription to event notification by AF

(1) The AF requests “Event Notification” service from the PCF to subscribe to the events provided by the PCF.

(2) The PCF responses to the AF.
(3) When the PCF detects the subscribed event occurs, it sends Event Notification to the AF.

(4) The AF acknowledges the PCF.
In this procedure, the PCF provides “Event Notification” service.
5) The AF requests network resources for the specific SDFs.
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Figure 6 AF requests the related network resource for SDFs

(1) The AF requests “SM Policy Generate” service from the PCF to request the network resources for the specific SDFs.

(2) The PCF determines the policy and requests “SM Policy Install” service from the SMF to install the policy.

(3) The SMF responses to the PCF.
(4) The PCF responses to the AF.

In this procedure, the PCF provides “SM Policy Generate” service.
6) The AF provides UE mobility policy to the PCF.
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Figure 7 AF provides UE mobility policy to the PCF
(1) The AF requests “AM Policy Generate” service from the PCF to transfer requirement on the UE mobility to the network.

(2) The PCF determines the UE AM policy and requests “AM Policy Install” service from the AMF.

(3) The AMF responses to the PCF.
(4) The PCF responses to the AF.

In this procedure, the PCF provides “AM Policy Generate” service.

2. Proposal

It is proposed to add the above service based procedures supported by the PCF to the TS 23.502.
* * * First Change* * * *
5.2
Service based procedures supported by NFs

Editor’s Note: re-usable procedures that can be supported as a service by NF.
5.2.x
Service based procedures supported by PCF

5.2.x.1
The procedure of “Get AM Policy” service
Service description: Provides the UE AM policy to the requester. An AM policy includes mobility policy and network selection policy for a UE.
Pre-condition: PCF maintains the UE AM Policy.

Post-condition: Null.
The service interface message:

-
Get AM Policy Request (UE ID, UE Assisted Information)
-
Get AM Policy Response (AM Policy)
Service procedure:
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Figure 5.2.x.1-1: Get AM Policy Service

1. The requester sends Get AM Policy Request (UE ID, UE Assisted Information) message to the PCF that serves the UE. The UE ID is used to identify the UE. The UE Assisted Information (e.g. UE location) is used to assist the PCF to make the corresponding AM policy decision.
Editor’s note: What information that the UE Assisted Information includes is FFS.
2. The PCF determines the AM policy for the UE, taking into account the UE Assisted Information and responses to the AMF. The AM policy includes: mobility policy and network selection policy for a UE.
5.2.x.2
The procedure of “Get SM Policy” service
Service description: Provides PDU session related policy or SDF related policy to the requester. The PDU session related policy includes AMBR for a PDU session, OCS/OFCS address, default charging method, default QoS parameters and pre-authorised policy. The SDF related policy includes gating, QoS, flow based charging, etc.
Pre-condition: PCF maintains the PDU session related Policy or the SDF related policy.

Post-condition: Null.
The service interface message:

-
Get SM Policy Request (Policy Level, UE IP Address, DNN, Service Data Flow template, UE Assisted Information)
-
Get SM Policy Response (Session Level Policy, SDF Level Policy)
Service procedure:
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Figure 5.2.x.2-1: Get SM Policy Service

1. The requester sends Get SM Policy Request (Policy Level, UE IP Address, DNN, Service Data Flow template, UE Assisted Information) message to the PCF. The Policy Level parameter is used to indicate that this request is for a PDU session (e.g. during PDU session establishment procedure) or for a SDF (e.g. during UE requests resource modification procedure). The UE IP Address and DNN are used to identify the PDU session. The Service Data Flow template is used to detect a service data flow or an application. The UE Assisted Information (e.g. UE location, IP-CAN type) is used to assist the PCF to make the PDU session policy or the SDF policy decision.
Editor’s note: What information that the UE Assisted Information includes is FFS.
2. If the Policy Level indicates PDU session level, the PCF determines the PDU session policy according to the UE IP Address and DNN, taking into account the UE Assisted Information. If the Policy Level indicates SDF level, the PCF determines the SDF policy according to the Service Data Flow template, taking into account the UE Assisted Information. After policy decision, the PCF responses to the SMF.
5.2.x.3
The procedure of “Event Notification” service
Service description: Provides event notification to the requester.
Pre-condition: The Requester has subscribed to the events and the PCF detects the events occurs.
Post-condition: Null.
The service interface message:

-
Event Notification (UE IP Address, DNN, Service Data Flow template, Event Type, Event info)
-
Event Notification ACK
Service procedure:
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Figure 5.2.x.3-1: Event Notification Service
1.
The PCF sends Event Notification (UE IP Address, DNN, Service Data Flow template, Event Type, Event Info) message to the PCF. The UE IP Address and DNN are used to indicate the PDU session related to the subscribed events. The Service Data Flow template is used to indicate the traffic flows related to the subscribed events. Event Type is used to indicate the subscribed event. Event Info includes the latest information related to the Event Type.
2.
The Requester acknowledges the Event Notification.
5.2.x.4
The procedure of “SM Policy Generate” service
Service description: Generates the PDU session related or SDF related policy according to the Requester’s request.
Pre-condition: PCF maintains the SM policy generation rule.

Post-condition: Null.
The service interface message:

-
SM Policy Generate Request (UE IP Address, DNN, Service Data Flow template, Service Requirement)
-
SM Policy Generate Response (Result)
Service procedure:
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Figure 5.2.x.4-1: SM Policy Generate Service
1. The requester sends SM Policy Generate Request (UE IP Address, DNN, Service Data Flow template, Service Requirements) message to the PCF. The UE IP Address and DNN are used to identify the PDU session. The Service Data Flow template is used to identify the traffic flow. The Service Requirement is used to indicate the requirements (e.g. QoS requirements) from the Requester for the PDU session or the traffic flows.
2. The PCF determines the SM policy for the PDU session or the traffic flows and installs the policy to the SMF, and sends SM Policy Generate Response to the Requester.
NOTE 1:
The PCF requests the service provided by SMF to install the policies.

5.2.x.5
The procedure of “AM Policy Generate” service
Service description: generates the UE AM policy according to the Requester’s request.
Pre-condition: PCF maintains the AM policy generation rule.

Post-condition: Null.
The service interface message:

-
AM Policy Generate Request (UE ID, Service Requirement)
-
AM Policy Generate Response (Result)
Service procedure:
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Figure 5.2.x.5-1: AM Policy Generate Service

1. The requester sends AM Policy Generate Request (UE ID, Service Requirements) message to the PCF. The UE ID is used to identify the UE. The Service Requirement is used to indicate the requirements (e.g. Mobility patterns) from the Requester for the UE.
2. The PCF determines the AM policy for the UE and installs the policy to the AMF, and sends AM Policy Generate Response to the Requester.

NOTE 1:
The PCF requests the service provided by AMF to install the policies.
* * * End of Changes* * * *
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