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Abstract of the contribution: This contribution propose call flow description of addition of PDU session for untrusted non-3GPP.
1. Introduction
During SA2#118 the following interim agreement is achieved:

If there is need for a 3GPP-specific control-plane protocol over IPsec (for SM / QoS purposes) between the UE and N3IWF will be considered during the normative phase of work.
This contribution proposes call flow description of addition of PDU session without 3GPP-specific control-plane protocol over IPsec.

It is also proposed that a Child SA is established during PDU session establishment by the N3IWF upon receiving AN Resource Setup Request message from the AMF.
It is also proposed that the N3IWF maps the child SA tunnel to the NG3 tunnel for the PDU session based on a PDU Session Identity. The detail of PDU Session identity e.g. whether it could be tunnel ID, PDU session ID, or IP address allocated to this PDU session is FFS.
2
Proposal

It is proposed to add the following description in the TS 23.502.
BEGIN CHANGES

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TR 41.001: "GSM Release specifications".

[3]
3GPP TR 21 912 (V3.1.0): "Example 2, using fixed text".

…

[y]
IETF RFC 5996: "Internet Key Exchange Protocol Version 2 (IKEv2)".
[x]
<doctype> <#>[ ([up to and including]{yyyy[-mm]|V<a[.b[.c]]>}[onwards])]: "<Title>".

It is preferred that the reference to 21.905 be the first in the list.
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4.11.X
UE requested PDU Session establishment via Untrusted non-3GPP access
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1.
The UE already performs the attach procedure over non-3GPP access as shown in clause 4.11.1. A dedicated IPsec child SA (the first Child SA established during Attach procedure) is already established between the UE and the N3IWF to transfer NAS signalling.
2.
The UE sends a PDU Session Creation Request (SM-NSSAI, UE Temp ID, and UE-generated Session ID, Service type, DNN) message to the AMF via the N3IWF.
3.
PDU session establishment is performed as per Figure 4.4.1-1, Step X to X. 
4.
Upon receiving AN Resource Setup Request message from the AMF, the N3IWF triggers the establishment of the corresponding Child SA by sending CREATE_CHILD_SA Request (PDU Session Identity) to the UE. PDU Session Identity indicates to the UE to bind this Child SA to the corresponding PDU session. 
Editor's note:
It is assumed that the AMF notifies the AN about the PDU session establishment in case of 3GPP access. This step will be reused in case of untrusted non-3GPP access and triggers step 4 as described above. The name of this N2 AN Resource Setup Request message is FFS and should be align with PDU Session Establishment procedure via 3GPP access.
Editor's note:
The detail of PDU Session identity e.g. whether it could be tunnel ID, PDU session ID, or IP address allocated to this PDU session is FFS.
5.
The UE sends CREATE_CHILD_SA Response message to the N3IWF (PDU Session Identity). A Child SA is established to transport user plane data corresponding to this PDU session between the UE and the N3IWF. The N3IWF binds the Child SA to the corresponding NG3 tunnel based on the PDU Session Identity.
6.
PDU session establishment continues as per Figure 4.4.1-1, Step Y to Y. 
7.
The AMF sends a PDU Session Creation Response message to the UE via the N3IWF. 
Editor's note:
The details of the NAS messages (i.e. PDU Session Creation Request and PDU Session Creation Response) including message name and parameters, are FFS and should be align with PDU session establishment procedure via 3GPP access.
END of CHANGES
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