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Discussion

The following is a part of agreements about session management in TR 23.799. 

16.	Subscription data required by AMF and SMF:
a	AMF needs to get:
i	Access and Mobility control subscription data (to be defined as part of the KI 3).
ii	Subscription data related with routing of SM related NAS signalling. These data are needed by the AMF e.g. to select a SMF in the appropriate network slice. They e.g. indicate which DNN are allowed for the UE, the default DNN of the UE and for each DNN:
1. Information related with the slice(s) over which the DN is reachable.
2. Whether LBO may apply to a PDU session towards this DNN.
b	SMF (In case of HR, the SMF in HPLMN is meant) needs to get Subscription data to check UE requests sent NAS SM signalling. Such data may e.g. indicate per DNN:
1. The PDU session Type.
	2. Whether an UL CL or a Branching Point may be inserted for a PDU session towards this DNN. This information applies only in case of Home Routed and used by the SMF in VPLMN.
	3.	The allowed SSC modes.
NOTE 25:	The exact list of subscription data mentioned in bullets a. and b. above will be defined during the normative phase. This will take into account the output of other key issues (slicing, QoS, etc.).
17.	SMF (In case of HR, the SMF in HPLMN is meant) obtains subscription data directly from the UDM

While the SMF in HPLMN (in HR mode) and the SMF in VPLMN (in LBO) obtains the subscription data directly from the UDM, it is not still clear how the SMF in VPLMN (in HR mode) obtains it.
Especially, how to get “Whether an UL CL or a Branching Point may be inserted for a PDU session towards this DNN”, which is used by the SMF in VPLMN (in HR mode), should be clarified.

We can consider some options.
Option 1. The SMF in VPLMN (in HR mode) directly gets from the UDM.
Option 2. The SMF in VPLMN (in HR mode) gets from the AMF. 
Option 3. The SMF in VPLMN (in HR mode) gets from the SMF in HPLMN.

The SMF in VPLMN (in HR mode) needs only the following subscription data
· “Whether an UL CL or a Branching Point may be inserted for a PDU session towards this DNN”
Then this information is needed when handling a PDU session creation, and it can be provided from SMF in HPLMN at the PDU session creation time. We prefer to agree option 3.

Proposal: It is proposed to clarify how the SMF in VPLMN (in HR mode) obtains the subscription data. In addition, we propose to agree option 3: The SMF in VPLMN (in HR mode) gets from the SMF in HPLMN during the PDU session establishment.

Proposal
It is proposed to add the following changes to TS 23.501 and TS 23.502. 
If the following changes are agreed, it can be merged with SM related other papers.

* * * * Start of 1st Change * * * * 
TS 23.501 (on top of Nokia’s paper)

[bookmark: _Toc470196731]5.3	Session Management
5.3.5	Roaming
………….
In case of PDU sessions per Home Routed deployment,
· NAS SM terminates in the SMF in VPLMN: the SMF in VPLMN has the responsibility to accept or reject the NAS SM requests from the UE (possibly based on input received from HPLMN) and to enforce VPLMN restrictions (e.g. overload control). The SMF in VPLMN forwards to the SMF in the HPLMN SM related information to enable the following steps.
· The SMF in HPLMN is responsible to check the UE request with regards to the user subscription and to possibly reject the UE request in case of mismatch. The SMF in HPLMN obtains subscription data directly from the UDM
· The SMF in HPLMN is able to control whether the VPLMN is allowed to route traffic locally. The SMF in VPLMN may activate mechanisms described in sub-clause 5.3.7 only if it has explicitly received the corresponding authorization over N16.
· The SMF in VPLMN may, when local traffic offloading is allowed by the SMF in HPLMN for the PDU session, generate related SM signalling towards the UE.
· The SMF in the HPLMN receives the permanent user identity of the UE from the SMF in the VPLMN during the PDU session establishment procedure.
· The SMF in VPLMN may not understand some of the information exchanged between the UE and the network in NAS signalling, and it is expected to relay such information transparently to the SMF in HPLMN. Following are some examples when SMF in VPLMN simply relays information transparently between UE and SMF in HPLMN:
-	only the SMF in HPLMN is responsible of enforcing (service delivery), controlling (e.g. subscription check) NAS SM parameters related with the service on N6. 
-	only the SMF in HPLMN is involved in procedures related with authorization/authentication by an external DN for the PDU session
· The SMF in HPLMN is able to send QoS requirements associated with a PDU session over N16 to the SMF in VPLMN. This may happen at PDU session activation and later on while the PDU session is already established. The interface between SMF in HPLMN and SMF in VPLMN is also able to carry (N9) User Plane forwarding information exchanged between SMF in HPLMN and SMF in VPLMN.
	-	the SMF in the VPLMN needs to handle and to check with respect to roaming agreements QoS requests from the SMF in HPLMN.
· The SMF in VPLMN obtains subscription data (i.e. whether an UL CL or a Branching Point may be inserted for a PDU session towards this DNN) from the SMF in HPLMN during the PDU session establishment.

* * * * Start of 2nd Change * * * * 
TS 23.502 (on top of Ericsson’s paper)
4.2.1 	PDU Session Establishment
4.2.1.X 	Home-routed Roaming


7a.	The SMF selects UDM
7b. SMF to UDM: Subscription Data Request (Permanent User ID, DNN)
	If the SMF has not yet retrieved the subscription data for the UE related with the DNN, the SMF requests this subscription data. 
7c.	UDM to SMF: Subscription Data Response.
Subscription data includes the authorized PDU type(s), authorized SSC mode(s), Default QoS profile.
Editor’s note: Further detailing of SM-related subscription data is FFS
The SMF checks whether the UE request is compliant with the user subscription and with local policies. If that is not the case the SMF rejects the UE request via NAS SM signalling (including a relevant SM rejection cause) relayed by the AMF, the SMF indicates to the AMF that the PDU session ID is to be considered as released and the rest of the procedure is skipped.
The SMF in HPLMN should send a part of subscription data (i.e. whether an UL CL or a Branching Point may be inserted for a PDU session towards this DNN) to the SMF in VPLMN after get the subscription data from UDM.
Editor’s note: Whether a part of subscription data sent from the SMF in HPLMN to the SMF in VPLMN is included in the message of step 12 is FFS.


* * * * End of Changes * * * *
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