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Abstract of the contribution: This contribution proposes to add the network initiated PDN session activation procedure.
1. DISC
Per the conclusion of TR23.799, it is proposed to add the Network triggered on-demand SM setup procedure. .
* * * Start of changes * * * *
4.2
Session Management procedures

4.2.1
PDU Session establishment


4.2.1.1  General

For the PDU session establishment procedure, two type of session establishment exists: 

· UE initiated PDU session establishment procedure. 

· Network initiated PDU session establishment procedure. 

4.2.1.2 UE initiated PDU session establishment procedure
4.2.1.3 Network Initiated PDU session establishment procedure
When UE has attached to the Network, it is not required to activate a PDU session simultaneously. The PDU session can be activated when the UE want to transfer the data. It should also be possible that a PDU session can be activated when the MT traffic is to be transferred. 
The network can trigger the UE to establish the PDN connectivity when it is need. This mechanism applies to all PDU type. The principle of this mechanism is that: 

-
The network sends a PDU session activation trigger message to the UE.

-
When the UE receives the PDU session activation trigger message, it activates the PDU session as requested.
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Figure 4.2.1.3-1: Network Triggered PDU Session Setup

1-6. The Application Server need send the data to UE and the PDU session has not been established between the UE and Application Server. The Application Server invokes the "Device Trigger" service ( refer to section 5.2.x.1) provided by the NEF. 

The trigger payload included in Device Trigger Request message contains the information on which application on the UE is expected to trigger the PDU Session establishment request.
7. The UE triggers the PDU session setup procedure as described in clause 4.2.1.2. 
* * * 2nd changes * * * *
5
NF Service

5.1
Service framework procedures

5.2
Service based procedures supported by NFs

5.2.x
Service Provided by NEF
5.2.x.1 The procedure of "Device Trigger" Service 
Service description: The AS request the network to send a Device trigger to the UE.
Input:  External Identifier or MSISDN, Requester Identifier, validity period, Application Port ID and Trigger Payload. 

Output:  the result of the trigger response.
Service procedure:
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Figure 5.2.x-1: Device Trigger service
1. The NEF (Network Exposure Function) receives a Device Trigger Request (External Identifier or MSISDN, requester Identifier, validity period, Application Port ID and trigger payload ) message. The Application Port ID is to address a triggering function within the UE. The validity period indicates for how long the trigger message is valid. If the trigger message does not reach the UE first time, the trigger message may still be send again if it is still valid. The trigger payload contains the information destined for the application on the UE, along with the information to route it to which application on the UE.
The NEF checks whether the Application is authorised to send the Device Trigger based on the requester Identifier. The NEF also check whether the requester has exceeded its quota or rate of trigger submission. 
2. The NEF invokes the "Get Subscriber Serving NF(External Identifier or MSISDN, NF type)" service provided by the UDM to determine the NF which serves the UE and the IMSI of this UE.
3. The NEF sends the Device Trigger Request (UE permanent ID, NAS Container) to the AMF. The NAS container includes the Application Port ID and trigger payload received in step 1. 
4. The AMF send the Device Trigger Request (NAS container) to the UE. If the UE is not connected, the AMF pages the UE. When the UE receives the NAS container, the trigger payload identifies which application is to be notified and the information to be notified to the application, e.g. PDU session establishment is requested. 
The corresponding response message is send back to the AMF to confirm the receiving the request message.
5.
The NEF receive the Device Trigger Response from the AMF.
Editor’s Note: It is FFS whether the interaction of the step 3, 5 can be service based. 
6.  The NEF sends the Device Trigger Response to the Application Server.





























5.2.z
Service Provided by UDM
Editor’s Note: the procedure described in this section exposed as a service is to be evaluated.
5.2.x.1 The procedure of "Get UE Serving NF" Service 
Service description: The requester query the UDM to get the serving NF of the UE.
Input: External Identifier or MSISDN, NF type. 

Output: the serving NF of the requested NF type, the IMSI of the UE
Service procedure:

[image: image6]
Figure 5.2.Z.1-1: Get Subscriber Serving NF service

1.
The requester sends the Get UE Serving NF Request (External Identifier or MSISDN, NF type) message to the UDM to get the UE serving NF. The NF type indicates which type of  NF is to be queried, e.g. AMF, SMF.
2.
The UDM authorizes whether the requester is allowed to access the required subscriber serving NF data and provides the required subscriber serving NF i.e. FQDN or address of the serving NF to the requester if allowed. The UE IMSI is also returned to the requester.
* * * End of Changes * * * 
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