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Abstract of the contribution: this paper updates PDU session establishment for access to the 3rd party service in 5.3 Session Management. 
1
Introduction
The operators can have an additional revenue to support the 3rd parties (e.g. enterprises, service providers, contents providers, etc.) which provide their customers with various services such as zero rating service, enhanced QoE service, VPN service and so on. Therefore, it is important for the operators to efficiently support the 3rd parties in terms of making the new business model. 

In order for the 3rd parties to manage and control their service subscribers, authorization of PDU session to access the 3rd party services is necessary. This is also captured in the following conclusions in TR 23.799. 


Considering the above conclusion and statement we propose to update the PDU Session establishment to access the 3rd Party Service in 5.3 Session Management.
2
Proposal

This paper proposes to update TS 23.501.
***** Start of Change # 1 *****
5.3
Session Management
5.3.x
PDU session establishment for access to the 3rd Party Service
The mobile operator may have a business relationship with the third party service providers (e.g. enterprises, service providers, contents providers, etc.) which provide their customers with various services such as zero rating service, enhanced QoE service, VPN service and so on. For the UE to use the third party services, the authorization of access to the third party services in addition to the NG system access authentication may be performed during the PDU session establishment procedure. 
 When the UE requests a PDU session establishment for access to the third party services, the UE may provide in a PDU session establishment procedure the verification information generated between the UE and the third party service provider for the UE to be authorized by the SMF to use the session. If the verification information is not provided by the UE to the network, the PDU session, which is only used to generate the verification information between the UE and the third party provider, can be established. 

NOTE: The generation of the verification information between the UE and the third party service provider is out of scope for 3GPP.

***** End of Change # 1 *****
16.	If the mobile operator has a business relationship with a third party service provider, in order to enable the authorization of access to the third party services in addition to the NG system access authentication, the UE may provide in a PDU session establishment procedure some information for verification generated between the UE and the third party service provider.
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