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Abstract of the contribution:
This contribution proposes UE triggered service request procedure.
Discussion

The following issues should be discussed and concluded.
	Number
	Issue
	Proposals

	1
	Use RAN or AN
	Use (R)AN


	2
	Should new SM NAS be defined to activate the PDU session?
	No, MM NAS Service Request carry the PDU session ID.

	3
	Can the same procedure be used for UE in XCM-IDLE and UE in XCM-CONNECT? 
	Adding FFS


	4
	How to indicate the trigger of SR?
	Service Type indicates the SR is triggered for user data, signalling, paging response.

In case of user data, the SR may include the PDU session ID(s) identifying the PDU sessions that the UE want to activate.

	5
	Whether there is need of PDU session status in Service Request and Service Response
	The UE and AMF can synchronize the PDU session status in this procedure.
NAS Service Accept is added

	6
	In case of more than one SMF involvement, shall AMF waits for all related SMFs response or each SMF can handle its part separately?
	Option 1: The AMF can collect all SMF responses before it sends N2 request to RAN. This option may cause latency.

Option 2: The AMF sends N2 request to RAN when receiving each SMF response. The prior option may cause latency. This option may cause more signalling. 
Defer to next meeting? Adding FFS to clarify it.

	7
	How a UE realizes that a SR has been successfully received by network in CONNECTED mode?
	For user data: Radio resource setup.

For signalling only: Security Mode Command

	8
	What is the procedure between AMF and SMF when the AMF receives service request message? 
	Option 1: AMF sends SM request to SMF and SMF sends SM Response.
Option 2: AMF sends SM Notification to SMF. The SMF then sends SM request to AMF
Option 3: SMF subscribe the “Message Routing” service to AMF. The AMF sends Session-ACTIVE request(s) to the corresponding SMFs. The SMF sends the Session-ACTIVE Transition Request message to the AMF 
Propose to add editor note: The name of SM messages between AMF and SMF is FFS.

	9
	UE timezone change reporting


	If the UE Time Zone has changed compared to the last reported UE Time Zone then the AMF shall include the UE Time Zone IE in this message.

	10
	Procedures for handling "default" QoS Flow similar to default EPS bearer

	If a default QoS Flow is not accepted by the RAN all the QoS Flows in the same PDU session shall be treated as non-accepted


Proposal

Add the following to the TS 23.502.

NOTE: The following changes are merged from from 0095/0127/0273/0293/0307/0360/0233
*************** Start of changes *********************
4.1.2
Service Request procedures

4.1.2.1
UE triggered Service Request

Editor’s Note:
Procedure includes aspects required to support network slicing.
The Service Request procedure is used by a 5G UE in XCM‑IDLE state to request the establishment of a secure connection to an AMF. The UE in XCM‑IDLE state initiates the Service Request procedure in order to send uplink signalling messages, user data, or response to a network paging request. After receiving the Service Request message, the AMF may perform authentication, and the AMF shall perform the security procedure. After the establishment of a secure signalling connection to an AMF, the UE or network may send signalling messages, e.g. PDU session establishment from UE to the network, or the SMF, via the AMF, may start the user plane resource establishment for the PDU sessions requested by network and/or indicated in the Service Request message. 
Editor’s note: It is FFS whether this procedure is also used by a UE in XCM‑CONNECTED state to request user plane resource establishment for inactive PDU sessions.

Editor’s note: The state names (e.g. XCM-IDLE, XCM-CONNECTED) of the UE need to be aligned when decided
For any Service Request, the AMF may respond with a Service Response message to synchronize PDU session status between UE and network. The AMF may also respond with Service Reject message to UE, if the Service Request can not be accepted by network.
For Service Request due to user data, network may take further actions if user plane resource establishment is not successful.

NOTE:
The procedure in this clause 4.1.2 is not applicable for an access network (once the UE is registered in the network) in which the UE is always considered as in XCM-CONNECTED state and in which the user plane resource is always considered established for an active PDU session.
Editor’s Note: The name of SM message between AMF and SMF is FFS.
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Figure 4.1.2.1-1: UE triggered Service Request procedure
1.
UE to (R)AN: MM NAS Service Request (Service Type, PDU session ID(s), security parameters, PDU session status).


The UE sends NAS message Service Request towards the AMF encapsulated in an RRC message to the RAN. The RRC message(s) that can be used to carry the 5G Temporary ID and this NAS message are described in RAN specifications

The Service Type indicates whether this Service Request procedure is triggered for user data, signalling or paging response. 
If the UE is triggered for user data, the UE includes the PDU session ID(s) in NAS Service Request message to indicate the PDU session that the UE selects to activate. If the UE is triggered for signalling only,  the UE doesn’t send any PDU session ID.
The PDU session status indicates the PDU sessions available in the UE.
Editor’s node: It is FFS whether the UE uses additional SM NAS message containing the selected PDU session ID(s).
2.
(R)AN to AMF: N2 Message(MM NAS Service Request , 5G Temporary ID, TAI+cell Identity, RAT type, RRC establishment cause). Details of this step are described in RAN specifications. If the AMF can't handle the Service Request it will reject it.

5G Temporary ID is obtained in RRC procedure. RAN selects the AMF according to Temporary ID. The cell Identity and RAT type relates to the cell in which the UE is camping.


Based on the PDU session status, the AMF may initiate PDU session release procedure if the PDU session is not available in the UE.

Editor's Note: The name for the global cell-id e.g. whether ECGI is used or some other term is FFS and will need to be determined also in collaboration with RAN WG.

Editor's Note: Procedures for the monitoring events for "Availability after DDN failure" are FFS.

Editor's Note: Procedures and parameters for CSG paging are FFS depending on whether CSG will be supported.
3. 
If the Service Request was not sent integrity protected or integrity protection is indicated as failed, the AMF shall initiate NAS authentication/security procedure as defined in clause 4.5.

If the UE is triggered to establish signalling connection, after the security exchange the UE can send uplink signalling and the rest of this procedure are skipped.
4a.
[Conditional] AMF to SMF: SM Message(PDU session ID(s)).


The AMF determines the relevant SMFs and sends SM message to SMF(s) associated with the PDU session ID(s).

4b. [Conditional]SMF to AMF: SM Message (N2 SM information (QoS profile, CN N3 Tunnel Info)) to the AMF. 

Each SMF sends SM Message to the AMF to establish the user plane(s) for the PDU sessions. The N2 SM information contains information that the AMF shall provide to the RAN. 
5. 
AMF to (R)AN: N2 Request (N2 SM information received from SMF, security context, AMF Signalling Connection ID, Handover Restriction List, MM NAS Service Accept).
RAN stores the Security Context, AMF Signalling Connection Id, QoS Information for the QoS Flows of the PDU Sessions that are activated and N3 Tunnel IDs in the UE RAN context. The step is described in detail in RAN specifications. Handover Restriction List is described in clause X.Y "Mobility Restrictions".
MM NAS Service Accept includes PDU session status in AMF. If this procedure is triggered for signalling only, the MM NAS Service Accept can be send to UE after step 3.
Editor Note: When multiple SMFs are involved, it is FFS how the AMF sends N2 message towards RAN.
6. 
(R)AN to UE: The RAN performs RRC Connection Reconfiguration with the UE depending on the QoS Information for all the active QoS Flows of the PDU Sessions activated. The user plane security is established at this step, which is described in detail in RAN specifications. When the user plane radio resources are setup. The UE shall locally remove any context for QoS Flows for which no radio bearers are setup. 

The RAN forwards the MM NAS Service Accept to the UE. The UE removes context of PDU sessions that are not available in 5G CN.

7.
After the user plane radio resources are setup, the uplink data from the UE can now be forwarded to RAN. The 5G RAN sends the uplink data to the UPF address and Tunnel ID provided in the step 4.
8. 
(R)AN to AMF: N2 Request Ack (N2 SM information (RAN Tunnel info, List of accepted QoS Flows for the PDU Sessions activated, List of rejected QoS Flows for the PDU Sessions activated). This step is described in detail in RAN specifications.
The message may include N2 SM information(s), e.g. RAN tunnel information. RAN may respond N2 SM information with separate N2 message (e.g. N2 tunnel setup response) if AMF sends separate N2 message in step 5.
Editor’s note: Further detailing of the messages in N2 is FFS and is to be coordinated with RAN3. 

9. 
[Conditional] AMF to SMF: SM Message (N2 SM information (RAN Tunnel info), RAT Type) per accepted PDU Session to the SMF. If the UE Time Zone has changed compared to the last reported UE Time Zone then the AMF shall include the UE Time Zone IE in this message. 
If a default QoS Flow is not accepted by the RAN all the QoS Flows in the same PDU session shall be treated as non-accepted. The SMF releases the non-accepted QoS Flows by triggering the QoS Flow release procedure as specified in clause X.Y. If the UPF receives a DL packet for a non-accepted QoS Flow, the UPF drops the DL packet and does not send a Downlink Data Notification to the SMF.
Editor's Note: Procedures for Pause of charging by SMF are FFS. 
10. [Optional]SMF to PCF: If dynamic PCC is deployed, SMF may initiate IP-CAN Session Modification and provides new location information to the PCF. 


See clause x.y.z for details.
11a. [Conditional]SMF to UPF: N4 Session Update Request(RAN tunnel info).


If a user plane is to be setup or modified the SMF initiates a N4 Session Modification procedure and provides RAN Tunnel Info. See clause x.y.z for more details.
11b. [Conditional]UPF to SMF: N4 Session Update Response., See clause x.y.z for more details.
12. [Conditional]SMF to AMF: SM Response Message.
*************** End of changes *********************
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