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Abstract of the contribution: This paper includes discussion about UE based application based traffic identification and how UE can request QoS rule modification for downlink trafifc without using NG1 signal.
1. Motivation 
Mobile Operator wants to differentiate 3rd party OTT application’s traffic to apply traffic differentiation such as QoS differentiation, zero rating or sponsored charging. There are core network based solutions such as DPI and setting packet filters, but it is pointed out that there are difficulties. First, as OTT service providers use multiple CDNs and cloud servers, the IP addresses of the servers changes. Therefore, the OTT service provider can’t inform the mobile operator of the exact list of the IP address. Second, DPI’s performance degrades when the OTT service provider uses E2E encrypted protocol like HTTPS, which is increasingly common.
2. Discussion
As the end peer of OTT application traffic, UE can detect which application the IP flow belongs to. In clause 6.2.8 in TR 23.799, application based uplink traffic identification solution has been proposed. In the solution, the network may provide the UE the QoS policy together with application information (i.e. OSID and OS APPID). For uplink traffic the UE identifies the application which generates the UL traffic and enforces the QoS Policy associated with the application information. 
UE based application traffic identification for DL traffic is next step, which is more important as the majority of mobile traffic is downlink. To update QoS rule for the corresponding downlink IP flow of the application, UE can request downlink QoS packet filter update using NG1, but the signalling should be minimized as stated in clause 8.3 in TR 23.799
	6.
NG1 signalling related to QoS, outside of PDU Session establishment, corresponding to a pre-authorised QoS rule should be minimised for initiation, modification or termination of SDFs with no GBR requirements.


To satisfy the above constraint, we propose to expand Reflective QoS (RQ) concept to uplink. The Reflective QoS objective is to minimize the control signalling over NG1 by not sending packet filters but deriving packet filters from the user plane packet header. Applying Reflective QoS to uplink can be a solution to update DL QoS rule in UPF by UE and to minimise the signalling between CN_CP and UE. 
The example procedure of UE initiated Uplink Reflective QoS procedure is shown below. 
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1. During the PDU session establishment, the network provides the authorized QoS rule for contracted OTT application to UE. The QoS rule does not include packet filter but includes Application ID instead. 
2. The OTT application generates the uplink traffic. The UE matches the uplink packet to the QoS rule based on the Application identification and bind the uplink packet to the QoS profile of this QoS rule.
3. The UE marks the uplink traffic with the QoS marking in STEP1 and a Reflective QoS Indication (RQI). And the marked UL packet is transferred to AN using the DRB which is corresponding to the QoS marking.  
4. When AN receives the packet, AN marks the same indication in NG3 encapsulation header and forwards the packet to UPF. 
5. For uplink traffic RQI marked by the UE, the UPF reports the detection of RQI to the SMF. 
6. The SMF authorises UPF to update QoS rule with the packet filter derived from the uplink packet received in STEP 4. The update downlink packet filter is used to differentiate DL traffic for QoS and charging. 
7. The UPF receives the corresponding downlink IP packet from DN.

8. The UPF applies the downlink packet with updated DL packet filter for QoS or charging. 

9. The UPF marks the downlink packet with corresponding QoS marking and forwards the packet to the AN.

10. When AN receives the NG3 data packet, AN uses the QoS marking to determine the packet handling on the radio interface.
3. Conclusion   
Proposal:  UE based application based traffic identification for both uplink and downlink. 
1. The network provides a QoS policy with application identification to UE.
2. UE identifies the application’s uplink traffic. 

3. UE requests the same QoS for the corresponding downlink by marking RQI to uplink packet of the application.
4. When CN-UP receives the uplink packet with RQI, CN-UP updates QoS rule in UPF with the packet filter derived from the received uplink packet.
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