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Abstract of the contribution: This paper summarizes the policy information to be configured to the UE based on the TR23.799 conclusion and proposes the policy interface between the PCF and the UE.

1
TR23.799 Conclusions related with UE policy
In TR 23.799, the following agreements are captured on Key Issue #10: Policy Framework. 
	2. The NextGen policy framework shall be able to provide policy information to UE, such as network discovery & selection policy, SSC Mode Selection Policy (see clause 8.6), etc. How this policy information is provided to UE (e.g. via NG1 or a new interface) will be decided during the normative phase of the work.


This paper focuses on the interface between the PCF and the UE. It discusses which policy information is provided to UE and whether the policy information can be delivered via NG1 or a direct interface between the PCF and the UE.
First, we listed up the TR23.799 conclusions which might impact on the policy interface between the PCF and the UE on the key issues. 
In TR 23.799, the following agreements are captured on Key Issue #1: Network slicing

	12. The network operator may provision the UE with network slice selection policy (NSSP). The NSSP includes one or more NSSP rules each one associating an application with a certain SM-NSSAI. A default rule may also be included which matches all applications and contains a default SM-NSSAI. The UE uses the NSSP to associate UE applications with SM-NSSAIs. When a UE application associated with a specific SM-NSSAI requests data transmission, then:

a) If the UE has one or more PDU sessions established with this specific SM-NSSAI, the UE routes the data of this application in one of these PDU sessions, unless other conditions in the UE prohibit the use of these PDU sessions. If the application provides a DNN, then the UE considers also this DNN to determine which PDU session to use.
b) If the UE does not have a PDU session established with this specific SM-NSSAI, the UE requests a new PDU session with this SM-NSSAI and with the DNN that may be provided by the application.


In TR 23.799, the following agreements are captured on Key Issue #3: Mobility Management

	1. The subscription data may include information which can be used to determine the UE mobility restrictions.
2. UE mobility restrictions are determined by core network based on information such as UE subscription, UE capabilities, UE location, and/or network policies.
Editor's note: What UE capabilities, if any, that are used to determine UE mobility restrictions is FFS.
3. UE mobility restrictions can be changed due to, e.g., subscription, location, and/or policy change. In addition, UE mobility restrictions can be updated during a mobility management procedure.


In TR 23.799, the following agreements are captured on Key Issue #6: Support for session and service continuity and efficient user plane path

	1. It shall be possible for the operator to provision the UE with SSC Mode Selection Policy (SSCMSP). This policy includes one or more SSCMSP rules which can be used by the UE to determine the type of SSC mode associated with an application or group of applications. The SSCMP may include a default SSCMSP rule that matches all applications. When an application requests data transmission (e.g. opens a network socket) and the application itself does not specify the required SSC mode, the UE determines the SSC mode associated with this application by using the SSCMSP and:

a) If the UE has already an active PDU session that matches the SSC mode associated with the application, then the UE routes the data of the application within this PDU session unless other conditions in the UE do not permit the use of this PDU session. Otherwise, the UE requests the establishment of a new PDU session with an SSC mode that matches the SSC mode associated with the application.

b) The SSC mode associated with the application is either the SSC mode included in a non-default SSCMSP rule that matches the application or the SSC mode included in the default SSCMP rule, if present. If the SSCMSP does not include a default SSCMP rule and no other rule matches the application, then the UE requests the PDU session without providing the SSC mode. In this case, the network determines the SSC mode of the PDU session.

The SSCMSP rules provided to the UE can be updated by the operator.


2
Considerations on designing PCF-UE interface

The table shows the considerations on designing PCF-UE interface. The table summarizes the potential policy information which might be configured to the UE and when the policy information is used as well as when the information is configured.
It is summarized in order to solve how this policy information is provided to UE (e.g. via NG1 or a new interface) will be decided during the normative phase of the work. 
	Category
	Policy Information
	When to be used
	When to be configured to the UE
	New interface or NG1

	ND&S
	PLMN/RAT selection

(based on Rel-14)
	Network discovery and selection
	Pre-configured (in SIM)


	N/A (SIM)

	QoS
	QoS Rule
	Sending uplink packet

Applying Reflective QoS
	PDU session establishment

PDU session modification
	NG1

	Network Slice
	Configured NSSAI
	Initial network slice selection
	Pre-configured (to where?)
	N/A

	
	Accepted NSSAI
	SM procedure,

TAU, Service Request
	Attach procedure (configured)

MM procedure (updated)
	NG1

	
	Network Slice Selection Policy (NSSP)
	PDU session establishment (with slice selection)
	Network policy update (?)
	TBD

	Mobility Management
	UE mobility restriction
	UE to apply allowed type of communication
[TR23.799 Table 8.3-1]
	Service Request, SM signaling
MM signaling
[TR23.799 Table 8.3-1]
	NG1

	
	Mobility pattern
	N/A. 

the mobility pattern itself is not a configuration or policy information to the UE
	N/A
	N/A

	Session Management
	Available Data Network
(DN allowed area)
	PDU session establishment
	Attach procedure and Tracking area update (informs the UE of the available DN)
	NG1

	
	SSC Mode Selection Policy (SSCMSP)
	When the application request data transmission
PDU session establishment
	Network policy update (?)


	TBD


<Table 1. Summary of the potential UE policy information>
As the table shows, the ND&S feature is based on the rel-14 features where the PLMN and RAT selection policy is configured in the SIM. 

The QoS Rule should be delivered to the UE with the PDU session establishment or modification (QoS creation or modification) procedures. It uses NG1 but those procedure will described in the QoS and/or Session Management procedures.

For the network slice, TR23.799 described with an assumption that the Configured NSSAI is pre-configured and the Accepted NSSAI is delivered to the UE during the attach procedure. And it can be update during the MM procedures.
Per TR23.799, it is explicitly described that the network operator may provision the UE with the network slice selection policy (NSSP) which includes one or more NSSP rules each one association an application with a certain SM-NSSAI. The NSSP policy rule is required to be configure or updated independently of the attach or MM procedures. It can be considered as a new interface between the PCF and the UE.
The UE mobility restriction information to the UE can be configured or updated during the MM procedures if it is need.

The mobility pattern is not a policy information which needs to be configured to the UE.

For the support of the Local Area Data Network, the agreements that the core network configure the available Data Network to the UE when the UE attaches or updates the tracking area. It can be done with attach and MM procedures.

Per TR23.799, it is explicitly described that the operator provisions the UE with SSC Mode Selection Policy (SSCMSP) which includes one or more SSCMSP rules which can be used by the UE to determine the type of SSC mode associated with an application or group of applications. Since the SSCMSP rule is required to be configure or updated independently of the attach or MM procedures. It can be considered as a new interface between the PCF and the UE.
After analyzing all the potential information which need to the configure the UE, the following two policy information (i.e. NSSP and SSCMSP) which associate applications with NextGen features are better to be a separate interface other than NG1 since the information is not specifically related with the attach, SM or MM procedures.

In addition, the policy information should be configured at initial attach and updated at change of the operator policy. Since the triggering events of the policy configuration and update are not related with the attach, MM or SM procedures, it is proposed to have a separate interface (direct interface) between the PCF and the UE for the NSSP and SSCMSP.
3
Proposal
The following solution is proposed to be updated to TS 23.501. It is proposed to have a direct interface between the PCF and the UE to configure and update the Network Slice Selection Policy (NSSP) and SSC Mode Selection Policy (SSCMSP). The proposed texts for the description of NSSP and the SSCMPS are borrowed from the TR23.799 conclusions with minor modifications.
***** Start of Change # 1 *****
5.12
Policy Control

Editor’s notes: policy description. Delta over EPS PCC framework can be specified here.

5.12.X
Policy interface between the PCF and the UE

NextGen System supports the direct interface between the PCF and the UE to provide UE policy information such as Network Slice Selection Policy (NSSP) and SSC Mode Selection Policy (SSCMSP) to the UE.

Editor’s notes: the use of the direct interface to deliver UE policy information such as ND&S selection policy, UE restriction area and available Data Network is FFS

The UE policy information may be configured at initial attach based on the operator policy and may be updated at change of the operator policy via NG_x reference point. It enables dynamic provision of the UE policy information to the UE for NSSP and SSCMSP. The dynamic provision may be supported with UE initiated configuration as well as the PCF initiated configuration. This provisioning interface between the UE and the PCF is realized above IP level.
5.12.X.1 Network Slice Selection Policy (NSSP)
The Network Slice Selection Policy (NSSP) includes one or more NSSP rules each one associating an application with a certain SM-NSSAI. A default rule may also be included which matches all applications and contains a default SM-NSSAI. The UE uses the NSSP to associate UE applications with SM-NSSAIs. When a UE application associated with a specific SM-NSSAI requests data transmission, then:

a) If the UE has one or more PDU sessions established with this specific SM-NSSAI, the UE routes the data of this application in one of these PDU sessions, unless other conditions in the UE prohibit the use of these PDU sessions. If the application provides a DNN, then the UE considers also this DNN to determine which PDU session to use.
b) If the UE does not have a PDU session established with this specific SM-NSSAI, the UE requests a new PDU session with this SM-NSSAI and with the DNN that may be provided by the application.
5.12.X.2 SSC Mode Selection Policy (SSCMSP)
The SSC Mode Selection Policy (SSCMSP) includes one or more SSCMSP rules which can be used by the UE to determine the type of SSC mode associated with an application or group of applications. A default rule may also be included which matches all applications and contains a default SSC mode. When an application requests data transmission (e.g. opens a network socket) and the application itself does not specify the required SSC mode, the UE determines the SSC mode associated with this application by using the SSCMSP and:

a) If the UE has already an active PDU session that matches the SSC mode associated with the application, then the UE routes the data of the application within this PDU session unless other conditions in the UE do not permit the use of this PDU session. Otherwise, the UE requests the establishment of a new PDU session with an SSC mode that matches the SSC mode associated with the application.

b) SSC mode associated with the application is either the SSC mode included in a non-default SSCMSP rule that matches the application or the SSC mode included in the default SSCMP rule, if present. If the SSCMSP does not include a default SSCMSP rule and no other rule matches the application, then the UE requests the PDU session without providing the SSC mode. In this case, the network determines the SSC mode of the PDU session.
***** End of Change # 1 *****
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