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Abstract of the contribution: This contribution proposes the principle to describe the services in 5G service based architecture.

1. Background

The TR23.799 has concluded that 5G System will introduce Service Based Architecture, which is composed of service based interfaces and NFs, only focus on NFs and the inner reference points in control plane while any interactive references to AN, User Plane, and the 3rd party are out of scope.
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Figure-1: Service Based Architecture in non-roaming scenario
2. Discussion
2.1  Considerations for Service Based Architecture
The introduction of service based architecture is to regulate the common services in a unified and simplified way, so as to have a good performance when realizing the modularized NFs in virtual environment. The unified and simplified service description in 3GPP helps to have a common NFV infrastructure layer for a great life cycle management performance, because e.g.

1) Unified functionality helps to have less in-affinity limitation when doing migration;

2) Simplified functionality helps to have a fast instantiation and on-line/off-line operation. And due to the light weight, it is easier for MANO to allocate proper resource to do scale in/out, migration, etc.

It is considered to make each NF light weight. 5G System will be realized in virtual environment, the light weight application is important for 5G NF to perform scale in/out, migration, load balancing, health check, etc. Therefore, the registration management, service discovery/authorisation should be separated from the service provider itself. 
The NF providing service does not need to check the requester’s status. 
Any identified service should be realized in term of message pair. The authorized NF can send request for certain services to other NFs. For the request message, the important parameters should be included to composing the correct and accurate URL referring to the specific resources in the NF providing service(s). For the response message, the data and/or operation result will be returned to the requesting NF.
We should avoid just duplicating the service description only from P2P description. Taking the P2P as a baseline, extract the characteristics of services from P2P procedure and describe the characteristics of service for each the NF. 
The introduction of service based architecture is to regulate the common services in a unified and simplified way, so as to have a good performance when realizing the modularized NFs in virtual environment. The unified and simplified service description in 3GPP helps to have a common NFV infrastructure layer for a great life cycle management performance, because e.g.
1) Unified functionality helps to have less in-affinity limitation when doing migration;
2) Simplified functionality helps to have a fast instantiation and on-line/off-line operation. And due to the light weight, it is easier for MANO to allocate proper resource to do scale in/out, migration, etc.

2.2  Principles to describe the service in service based architecture
Generally it is considered that the description for NF should be done in technique concept rather than just duplicate the traditional P2P procedure. 
The 5G modularized NF is critical to provide services. Rather than EPC NF, the 5G modularized NF should be defined as light-weight element in 3GPP perspective, which is extremely significant to have an expected performance on life cycle management (regarding flexibility, throughput) when using virtual environment.
Principle 1: Trying to simplify NF’s functionality 

The provided service is split from registration, discovery and authorisation. And each NF’s service should be defined as light weight.

Principle 2: Concentrate on NF’s own functionality
For a light-weight modular NF in 5G System, all the description for one service should only focus on the NF’s own functionality (e.g., the service processing, status in the NF) while ignoring the requester’s status. 
Principle 3: Define information category. 
As the structured information will be introduced in 5G System, it is considered to mention the category of information which needs to be involved to perform the service.
NOTE 1: information category is the resource in the NF which needs to be involved to perform the service (e.g. needed to acquire, modify, or delete the PDU Session Policy in PDU Session Policy Inquiry service)

Principle 4: Using security impact and integrity impact to describe the characteristics of the service. 

The functionality for each service needs to describe, moreover, it needs to describe the change of resource state e.g. security impact and integrity impact for each service, which helps to choose get/put/delete… HTTP messages in stage-3 work. But it does not need to mention put/get/delete… http type for each service, which will be defined in Stage-3.

NOTE 2: Security impact is that the request of service and the visiting of relevant resource does not change the state in the NF.  

NOTE 3: Integrity impact is that the operation on the same resource in the NF at multiple times corresponds to the same response and the resource state in NF is only changed one time. 
Principle 5: Each service is realized via a message pair including enough parameters
Each pair of message should include specific parameters to compose the accurate pointer to the resource related to service. The parameters in input/output message should align with P2P procedure.
Principle 6: Duplication of the service description from P2P description should be avoided 
2.3  Example for NF service description in service based architecture
The difference between the description for 5G Service Based Architecture and the description for traditional P2P way is as the following example:
Considering the procedure below:
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Figure-2: PDU Session policy inquiry message flow

The description in P2P way will be as follow:
Service Name: PDU session policy inquiry
Service Requester: SMF

Service Provider: PCF

Pre-condition: The SMF is authorised for the policy inquiry service and there is policy information for the UE maintained in PCF
Post-condition: The UE’s policy is retrieved
Input message: PDU Session Policy Request

Output message: PDU Session Policy Response
Description: The PCF will distribute the PDU Session Policy for UE’s corresponding PDU response. 
For the request message, the SMF sends PDU Session Policy Inquiry message (UE ID, Session ID, Reason) to the PCF which serves the UE before to get the Policy. The UE ID and Session ID is used to identify the accurate Policy in the PCF, and the reason indicates why the SMF requests the Policy, e.g. registration.   
For the response message, the PCF verify the UE first to determine whether this request message can be accepted or not. If accept, it provides UE PDU Session Policy to the SMF. The response message will include the parameters of Result, UE ID, Session context.
However, when you look at the description above, there are several drawbacks:
1)  PCF should be able to provide service to any requester not only SMF

2)  It has defined the pre-condition to trigger PDU session policy. However, for light-weight NF, the NF in service based architecture should only focus on its own functionality of service, while other things like authorisation, UE verification, should be split to other NF (e.g. NRF). 
3)  The post-condition is not needed because it has been included in response message.
4)  The description part is too long and mostly duplicated from P2P procedure. Meanwhile it mixed both PCF and SMF together. 

5)  It is unclear with the description if anything changed in the PCF after performing this service, which should be very important characteristics of the service.

Regarding the above reason, it is proposed the example below which only describe the PDU session inquiry service provided by PCF
     Service Name: PDU Session Policy Inquiry
-   Service Provider: PCF 

-   Information Catergory: Policy for PDU Session (Policy – PDU session)


-   Input Message: PDU Session Policy Request (UE ID, Session type)


-   Output Message: PDU Session Policy Response (UE ID, Session policy)
-   Service Description: the PCF provides the policy for the specific PDU session.
· Security impact: Yes, the request will not change the state of PDU session policy for the UE
· Integrity impact: Yes, multiple requests to the context will have the same answer.
2.4  Description for candidate services 

For the micro-service concept, the service description should be separated from registration, discovery and authorisation. In the clause 7.1, it only describes the functionality and characteristics of the services the NF may provide, as the following template.

Service Name: 

-   Service Provider:  

-   Information Catergory: 


-   Input Message: 


-   Output Message: 
-   Service Description: 
· Security impact: 

· Integrity impact: 

NOTE 1: information category is the resource in the NF which needs to be involved to perform the service (e.g. needed to acquire, modify, or delete the PDU Session Policy in PDU Session Policy Inquiry service)
NOTE 2: Security impact is that the request of service and the visiting of relevant resource does not change the resource state in the NF.  

NOTE 3: Integrity impact is that the operation on the same resource in the NF at multiple times corresponds to the same response and the resource state in NF is only changed one time. 
The P2P based architecture is still the critical architecture which needs to be seriously defined in 5G WID as the 5G architecture baseline while the service based architecture is supplementary to P2P architecture in current stage.

1)  Services provided by PCF

        Service-1: PDU Session Policy Inquiry
-   Service Provider: PCF 

-   Information Catergory: Policy for PDU Session 


-   Input Message: PDU Session Policy Request (UE ID, Session type)


-   Output Message: PDU Session Policy Response (UE ID, Session policy)

-   Service Description: the PCF provides the policy for the specific PDU session.
· Security impact: Yes, the request will not change the state of PDU session policy for the UE

· Integrity impact: Yes, multiple requests to the context will have the same answer.

 Editor’s Note: Others like UE mobility policy, Network slice selection policy, Network selection policy may be added
2)  Services provided by UDM

    Service-1 : Subscriber profile inquiry
-   Service Provider : UDM

-   Information Catergory: UE subscription profile


-   Input Message : Subscriber profile request (UE ID, Profile type)


-   Output Message : Subscriber profile response (UE ID, Subscriber profile)

-   Service Description: the UDM will provide the subscriber profile to the requester. The profile type indicates which kind of profile needed, e.g. for PDU session establishment
-
Security impact: Yes, the request will not change the subscription profile for the UE
-   Integrity impact: Yes, multiple requests will have the same answer

     Editor’s note: more services from CP NFs can be added
3.  Proposal

It is proposed to describe the service based on the principle mentioned in this clause 2.2 in the paper and add principles mentioned in this clause 2.2 and the example template into the annex of TS 23.501. 
It is proposed to describe services depending on the normative work on P2P procedure. Add the services description in this clause 2.4 into TS 23.501for service based architecture. 
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