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Abstract of the contribution: This contribution describes two alternative solutions for supporting location services for NGC, one based on the existing solution in EPC and a second solution that appears more efficient and flexible. It is proposed that common elements of both solutions be initially included in the 5G System Architecture TS.
1.
Introduction

The existing control plane (CP) location solution for EPC that is defined in TS 23.271 [Ref 1] appears capable of being supported in a very similar manner in the NextGen Core (NGC) using entities the same as or analogous to those in EPC and with correspondingly similar procedures. This solution is referred to here as the “traditional CP location solution” and is described at a high level in section 2. 
A different control plane location solution is also possible that overcomes some limitations of the traditional solution. This solution is referred to here as the “revised CP location solution” and is described at a high level in section 3.

A comparison of the two solutions is provided in section 4, leading to some recommendations in section 5.

Note that it is assumed here that for a UE with 5G (or NR) radio access, similar position methods will be supported by NGC as for EPC. For example, position methods such as A-GNSS and WLAN might be supported in an identical or almost identical manner (e.g. if WLAN access to NGC is supported). Other position methods such as OTDOA and ECID might be supported in an analogous manner but using difference reference signals and associated measurements. The exact position methods can be decided later by RAN.
2.
Traditional Control Plane Location Solution

2.1
Architecture

For the traditional CP location solution, a Location Management Function (LMF) is proposed that connects to the Core Access and Mobility Management Function (AMF). The LMF would be analogous to the E-SMLC for EPC and would support positioning of UEs using both uplink and downlink position methods similar to or the same as those used for EPC. An operator with both an EPC and NGC could potentially combine the LMF with an E-SMLC (e.g. support an LMF as a software upgrade to an E-SMLC). Similarly to support by an MME for EPC, location sessions would be managed by the AMF which would direct any location request to the LMF. LMF interaction with a UE and with the RAN would also be similar to that for EPC and might use a NextGen (or New Radio) Positioning Protocol (NPP) and an NPP Annex (NPPa) protocol, respectively, which might be based on (e.g. might be extensions of) LPP [Ref 2] and LPPa [Ref 3], respectively. Note that it is also possible that LPP and/or LPPa would be used without any renaming. Hence, use of the terms NPP and NPPa here is just for convenience and, while allowing for new NG positioning protocols, does not rule out continuing use of LPP and/or LPPa (with suitable extensions). 
To clarify the architecture, Figures 1 and 2 show the most relevant entities for non-roaming and roaming scenarios, respectively, using a point to point (P2P) reference point representation. Note that the figures omit entities that are not relevant or less relevant including, for example, a Requesting PLMN and an associated Requesting GMLC. To assist references to different interfaces and show correspondence to the EPC CP location solution, interfaces are labelled as NGLx corresponding to SLx for EPC (e.g. with NGLg corresponding to SLg for EPC).
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Figure 1 – Non-roaming reference architecture for the Traditional CP Location Solution
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Figure 2 – Roaming reference architecture for the Traditional CP Location Solution
2.2
MT-LR Procedure
For the purpose of comparison with the Revised CP location solution, Figure 3 summarizes a Mobile Terminated Location Request (MT-LR) procedure for a roaming UE. A step description is included that shows only the most important aspects (e.g. some acknowledgment messages and details of NPP and NPPa interactions are omitted). An MT-LR procedure for a non-roaming UE would comprise a subset of the procedure shown in Figure 3 and is not included.
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Figure 3 – Traditional Mobile Terminated Location Request (MT-LR) for a roaming UE
Step 1. An external client sends a location request to an HGMLC in the HPLMN for the UE. The HGMLC may verify UE privacy requirements.
Step 2. The HGMLC queries the HSS for the VGMLC address and serving AMF address.

Step 3. The HGMLC forwards the request to the VGMLC (e.g. using the OMA RLP protocol [Ref 4]) and includes the AMF address and the UE identity (e.g. IMSI or MSISDN).
Step 4. The VGMLC forwards the request to the AMF.
Step 5. As an alternative to steps 3-4, the HGMLC may forward the request directly to the AMF if the VPLMN and HPLMN have an agreement to support this.

Step 6. If the UE is currently idle but reachable, the AMF pages the UE in order to place the UE in connected state. The AMF may verify UE privacy requirements, based on UE subscription information, via a supplementary services interaction with the UE (not shown in Figure 3).
Step 7. The AMF sends the location request to the LMF and may include a serving cell ID for the UE and a session ID (or correlation ID) which the AMF can use to identify the UE in messages from the LMF in steps 8 and 9. The AMF may also include a UE identity (e.g. IMSI or IMEI) though this is not essential.
Step 8. The LMF may query the NG RAN for location information using the NPPa protocol. Two types of query are possible: Case A, a query for uplink positioning information for the UE for positioning methods such as network based Enhanced Cell ID (ECID); and Case B, a query for non-UE associated network assistance data (e.g. information regarding particular cells or NG RAN base stations) that can be used to assist uplink and/or downlink positioning (e.g. may be sent to the UE as assistance data in step 9 and/or used to help determine the UE location in step 10). 
Case A (query for uplink positioning information): The LMF sends an NPPa message to the AMF and includes the session ID received in step 7, in a lower level transport protocol carrying the NPPa message, in order to identify the UE and location session. The AMF forwards the NPPa message to the NG RAN (e.g. to the serving NG RAN base station) and includes the session ID or a routing ID identifying the LMF. The NG RAN (e.g. serving base station) obtains the requested location information (e.g. measurements of uplink UE signals for ECID) and returns the information in an NPPa message with the received session ID or routing ID. The AMF forwards the NPPa message to the LMF and may include the session ID if received from the NG RAN. The AMF may page the UE to establish a signaling connection to the UE prior to forwarding any NPPa message to the NG RAN if the UE was then in idle state.
Case B (query for non-UE associated network assistance data): The LMF sends an NPPa message to the AMF without the session ID but with an identification of a destination node in the NG RAN in a lower level transport protocol carrying the NPPa message. The AMF forwards the NPPa message to the destination node in the NG RAN and includes a routing ID identifying the LMF. The NG RAN (e.g. the destination node) obtains the requested location information (e.g. information regarding timing and signaling from one or more NG RAN base stations or cells) and returns the information in an NPPa message with the received routing ID. The AMF forwards the NPPa message to the LMF indicated by the routing ID.
Step 9. When downlink positioning is used, the LMF may send information to the UE (e.g. assistance data) and/or query the UE for location information (e.g. location measurements for downlink position methods such as A-GNSS or OTDOA) using the NPP protocol. NPP messages may be routed between the LMF and UE via the AMF and NG RAN. The LMF can include the session ID received in step 7, in a lower level transport protocol carrying an NPP message sent to the AMF, in order to identify the UE. The AMF forwards the NPP message to the UE via the NG RAN (e.g. via the serving NG RAN base station) and includes the session ID or a routing ID identifying the LMF. The UE obtains any requested location information and returns the information in an NPP message to the AMF via the NG RAN with the received session ID or routing ID. The AMF forwards the NPP message to the LMF and may include the session ID if received from the UE. The AMF may page the UE to establish a signaling connection to the UE prior to forwarding any NPP message to the UE if the UE was then in idle state. Similarly, the UE may request a signaling connection if in idle state prior to sending any NPP message to the LMF via the AMF.
Step 10. The LMF determines (e.g. calculates) a location estimate for the UE based on information obtained in steps 7-9.
Step 11. The LMF returns the location estimate to the AMF and includes the session ID received in step 7 to identify the UE and the location session.
Steps 12-15: The AMF returns the location estimate to the external client via the VGMLC and/or HGMLC.

2.3
MO-LR Procedure
Figure 4 summarizes a Mobile Originated Location Request (MO-LR) procedure for a roaming UE. An MO-LR procedure for a non-roaming UE would comprise a subset of the procedure shown in Figure 4 and is not included.
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Figure 4 – Traditional Mobile Originated Location Request (MO-LR) for a roaming UE

Step 1. The UE performs a service request if in idle state.

Step 2. The UE sends an MO-LR request to the serving AMF indicating a request for a location estimate, location assistance data or sending of a location estimate to an external client via transfer to third party (TTTP). For TTTP, the UE identifies the external client and possibly the HGMLC. The AMF verifies UE subscription for the MO-LR request.
Step 3. The AMF sends a location request to the LMF indicating whether assistance data or a UE location is needed and includes a session ID (or correlation ID) and possibly a serving cell ID for the UE and a UE identity as in step 7 of Figure 3.
Step 4. The LMF may obtain location information from the NG RAN as in step 8 of Figure 3.
Step 5. The LMF may transfer assistance data to the UE (e.g. if requested in step 3) and/or obtain location information from the UE as in step 9 of Figure 3.
Step 6. If a location was requested in step 3, the LMF determines (e.g. calculates) a location estimate for the UE based on information obtained in steps 3-5.

Step 7. The LMF returns any location estimate for the UE to the AMF or confirms that assistance data was transferred to the UE if requested in step 3 and includes the session ID received in step 3.
Step 8. If TTTP was not requested in step 2, steps 8-11 are skipped. Otherwise (TTTP requested in step 2), the AMF sends the UE location to a VGMLC (e.g. using OMA RLP [Ref 4]) and includes the identity of the UE (e.g. IMSI or MSISDN) and the eternal client and any HGMLC address provided in step 2.
Step 9. The VGMLC forwards the location estimate, the UE identity and external client identity to the HGMLC. The VGMLC may determine the HGMLC if not provided in step 8 from the HPLMN inferred from the UE identity.

Step 10. As an alternative to steps 8 and 9, the AMF may send the UE location, UE identity and external client identity directly to the HGMLC

Step 11. The HGMLC provides the UE location and a UE identity to the external client.

Step 12. The AMF returns an MO-LR response to the UE confirming completion of the MO-LR request in step 2 and including any location estimate provided in step 7.
2.4
NI-LR Procedure
Figure 5 summarizes a Network Induced Location Request (NI-LR) procedure for a roaming or non-roaming UE in the case where the UE initiates an emergency call. The procedure assumes that the serving AMF is aware of the emergency call initiation – e.g. due to supporting an emergency attach procedure or assisting in establishing an emergency bearer. As emergency call procedures are not yet defined for NGC, this assumption and the associated NI-LR procedure would need to be verified later.
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Figure 5 – Traditional Network Induced Location Request (NI-LR) for a roaming or non-roaming UE

Step 1. The UE attaches to the NGC for emergency services or requests the establishment of an emergency bearer.

Step 2. The AMF sends a location request to the LMF and includes a session ID (or correlation ID) and possibly a serving cell ID for the UE and a UE identity as in step 7 of Figure 3.

Step 3. The LMF may obtain location information from the NG RAN as in step 8 of Figure 3.

Step 4. The LMF may transfer assistance data to the UE and/or obtain location information from the UE as in step 9 of Figure 3.

Step 5. The LMF determines (e.g. calculates) a location estimate for the UE based on information obtained in steps 2-4.

Step 6. The LMF returns the determined location estimate for the UE to the AMF and includes the session ID received in step 2.

Step 7. The AMF determines the VGMLC (e.g. using the serving cell identity or the location received in step 6 or according to some fixed association for the AMF). The AMF sends the UE location to the VGMLC and includes the identity of the UE (e.g. IMSI, MSISDN or IMEI) and an indication of an emergency call.

Step 8. The VGMLC forwards the location to an external emergency services client or may wait for a request for the location from the external emergency services client (not shown in Figure 5) before forwarding the location.

Step 9. The emergency services call and emergency bearer are released.

Step 10. The AMF sends an indication to the VGMLC that the emergency bearer was released to enable the VGMLC to release any resources associated with the emergency call.
2.5
Observations
Some observations for the Traditional CP location solution can be made based on the previously described architecture and procedures.

Observation 1:
The AMF is an anchor point for location support and maintains state information for location sessions. This means a location session may need to be aborted following any inter-AMF handover. It also means significant impact to an AMF.
Observation 2:
None of the interfaces can be removed by combining entities that perform similar functions (e.g. such as the LMF and VGMLC) which, if possible, would enable reduction of complexity.
Observation 3:
Location access from the HPLMN depends on VPLMN support for an LMF. This also means that customized HPLMN support for location (e.g. based on special requirements for a UE or external client) will be limited.
3.
Revised Control Plane Location Solution

The revised CP location solution is motivated by a preference to mitigate or overcome restrictions associated with the observations in section 2.5.
3.1
Architecture

The revised CP location architecture is shown in Figure 6 for non-roaming scenarios and in Figures 7 and 8 for roaming scenarios. One difference to the Traditional CP location solution is that the LMF is the main anchor point for location rather than the AMF. A second difference is that the LMF may be in the HPLMN (e.g. depending on operator preference and agreements) in the case of a roaming UE if an external client accesses the HPLMN rather than VPLMN. Note that when an external client accesses the VPLMN (e.g. for location of an emergency call), the LMF could remain in the VPLMN. 

Interfaces that correspond to those for the Traditional CP location solution have the same labels although the interactions for some of them may be different (e.g. as in the case of the NGLs interface). The use of NPP and NPPa positioning protocols is retained as there seems no need for any differences to these protocols compared to the Traditional CP location solution.
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Figure 6 – Non-roaming reference architecture for the Revised CP Location Solution
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Figure 7 – Roaming reference architecture for the Revised CP Location Solution with LMF in VPLMN
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Figure 8 – Roaming reference architecture for the Revised CP Location Solution with LMF in HPLMN
3.2
MT-LR Procedure
Figure 9 summarizes a Mobile Terminated Location Request (MT-LR) procedure for a roaming UE. The procedure allows for location of the LMF in either the VPLMN or HPLMN and describes the differences between these alternatives. An MT-LR procedure for a non-roaming UE would comprise a subset of the procedure shown in Figure 9 and is not included.
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Figure 9 – Revised Terminated Location Request (MT-LR) for a roaming UE

Step 1. An external client sends a location request to an HGMLC in the HPLMN for the UE. The HGMLC may verify UE privacy requirements.

Step 2. The HGMLC queries the HSS for the VGMLC address, serving AMF address and possibly an LMF address in the VPLMN.

Step 3. Based on HPLMN and VPLMN policies and roaming agreements, the HGMLC determines whether the LMF will be in the HPLMN or VPLMN. If the LMF will be in the VPLMN, the HGMLC forwards the location request to the VGMLC (e.g. using the OMA RLP protocol [Ref 4]) and includes the AMF address, the UE identity (e.g. IMSI or MSISDN) and any privacy requirements for the UE.

Step 4. The VGMLC determines an LMF in the VPLMN (e.g. based on the AMF address) and forwards the location request to the LMF. If the VGMLC and LMF functions are combined, this step may be omitted 
Step 5. If the LMF will be in the HPLMN, steps 3 and 4 are omitted and the HGMLC instead determines an LMF in the HPLMN (e.g. based on the VPLMN or UE identity). The HGMLC then forwards the location request to the LMF (e.g. using the OMA RLP protocol [Ref 4]) and includes the AMF address and the UE identity (e.g. IMSI or MSISDN). If the HGMLC and LMF functions are combined, this step may be omitted.
Step 5 may also be performed instead of steps 3 and 4 as an optimization for an LMF in the VPLMN if the HGMLC can determine the LMF address (e.g. based on the AMF address or if an LMF address in the VPLMN is received from the HSS in step 2).

Step 6. Optionally, the LMF requests UE status information from the AMF and may request that the UE be placed in connected state if currently idle. 
Step 7. If the UE is currently idle but reachable, and if requested by the LMF in step 6, the AMF pages the UE in order to place the UE in connected state.

Step 8. The AMF returns the UE status to the LMF including whether reachable or not reachable, an expected time when an unreachable UE will again become reachable, and whether a reachable UE is currently idle or connected. The AMF may also return the current serving cell for the UE (or last known serving cell if the UE is in idle state), a local UE identifier (ID) assigned by the AMF and may include certain UE subscription information (e.g. defining UE privacy requirements). If steps 6-8 are not performed, the LMF can still perform steps 9 and 10 to obtain location information from the NG RAN and UE but would need to include a global identity of the UE (e.g. the IMSI, MSISDN or IMEI) rather than a local AMF assigned ID when sending an NPPa message (for uplink positioning information) or NPP message to the AMF.
The LMF may verify UE privacy requirements, based either on UE subscription information received from the AMF in step 8 or on privacy requirements sent by the HGMLC in steps 3-5, via a supplementary services interaction with the UE (not shown in Figure 9).
Step 9. The LMF may query the NG RAN for location information using the NPPa protocol. The query may be supported exactly the same as in step 8 of Figure 3 except that the LMF uses the local UE ID received from the AMF in step 8 to identify the UE rather than a session ID for any query for uplink positioning information (Case A in step 8 in Figure 3). In addition, the AMF includes a routing ID when sending an NPPa message to the NG RAN where the routing ID identifies the LMF (e.g. may be the global address of the LMF). The NG RAN can include the routing ID with any NPPa message returned to the AMF which will allow the AMF to forward the NPPa message to the LMF without retaining any state information for the NPPa query.
Step 10. When downlink positioning is used, the LMF may send information to the UE (e.g. assistance data) and/or query the UE for location information (e.g. location measurements) using the NPP protocol. The query may be supported exactly the same as in step 9 of Figure 3 except that the LMF uses the local UE ID received from the AMF in step 8 to identify the UE rather than a session ID (or correlation ID). In addition, the AMF includes a routing ID when sending an NPP message to the UE where the routing ID identifies the LMF (e.g. may be the global address of the LMF). The UE can include the routing ID with any NPP message returned to the AMF which will allow the AMF to forward the NPP message to the LMF without retaining any state information for the NPP query. 
In the event of an inter-AMF handover for the UE while positioning is in progress, the previous AMF can return an error indication to the LMF when the LMF attempts to send an NPP message to the UE or an NPPa message to the NG RAN for any query for uplink positioning information (Case A in step 8 in Figure 3). The LMF may then query the HSS for the address of the new AMF and can then perform steps 6-8 in Figure 9 to obtain new UE status information (e.g. the current serving cell and a new local UE ID assigned by the new AMF). This could be a small impact to the LMF if the LMF is combined with a GMLC function that supports an HSS query. For NPP and NPPa messages returned by the UE and NG RAN, respectively, to the LMF, the new AMF can be used to route the messages to the LMF as long as routing IDs are treated in a consistent manner by all AMFs in the VPLMN.
Step 11. The LMF determines (e.g. calculates) a location estimate for the UE based on information obtained in steps 8-10.

Steps 12-15: The LMF returns the location estimate to the external client via the VGMLC and/or HGMLC.

3.3
MO-LR Procedure
Figure 10 summarizes a Mobile Originated Location Request (MO-LR) procedure for a roaming UE. The procedure allows for location of the LMF in either the VPLMN or HPLMN and describes the differences between these alternatives. An MO-LR procedure for a non-roaming UE would comprise a subset of the procedure shown in Figure 10 and is not included.
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Figure 10 – Revised Mobile Originated Location Request (MO-LR) for a roaming UE

Step 1. The UE performs a service request if in idle state.

Step 2. The UE sends an MO-LR request to the serving AMF indicating a request for a location estimate, location assistance data or sending of a location estimate to an external client via transfer to third party (TTTP). For TTTP, the UE identifies the external client and possibly the HGMLC. The UE may also include a routing ID indicating a particular LMF in the HPLMN (e.g. configured in the UE) or indicating that an LMF in the VPLMN can be used. 

Step 3. If an LMF in the HPLMN was indicated in step 2, the AMF forwards the MO-LR request to this LMF if the VPLMN and HPLMN have an agreement to support this. Otherwise, if any LMF in the VPLMN is indicated in step 2, or if no routing ID is included in step 2, or if there is no agreement to support an LMF in the HPLMN, the AMF determines an LMF in the VPLMN and forwards the MO-LR to this LMF. For both cases, the AMF includes an identity for the UE (e.g. IMSI or MSISDN) and may include the serving cell ID, a local ID for the UE assigned by the AMF and certain subscription information for the UE (e.g. concerning subscription to MO-LR support).
Step 4. The LMF optionally queries the AMF for UE status information as in step 6 in Figure 9 if status related information was not included by the AMF in step 3.

Step 5. The AMF returns UE status information (e.g. serving cell ID, a local UE ID assigned by the AMF and UE subscription to an MO-LR) as in step 8 of Figure 9.

The LMF verifies UE subscription to an MO-LR. For an LMF in the VPLMN, subscription information obtained from the AMF in step 3 or step 4 can be used for this. For an LMF in the HPLMN, the subscription information may instead be configured in the LMF.

Step 6. The LMF may obtain location information from the NG RAN as in step 9 of Figure 9.

Step 7. The LMF may transfer assistance data to the UE (e.g. if requested in step 2) and/or obtain location information from the UE as in step 10 of Figure 9.

Step 8. If a location was requested in step 2, the LMF determines (e.g. calculates) a location estimate for the UE based on information obtained in steps 3, 5, 6 and/or 7.

Step 9. If TTTP was not requested in step 2, steps 9-12 are skipped. Otherwise (TTTP requested in step 2), if the LMF is in the VPLMN, the LMF determines a VGMLC in the VPLMN and sends the UE location to the VGMLC (e.g. using OMA RLP [Ref 4]) and includes the identity of the UE (e.g. IMSI or MSISDN) and the eternal client ID and any HGMLC address provided in step 2.

Step 10. The VGMLC forwards the location, the UE identity and external client identity to the HGMLC. The VGMLC may determine the HGMLC address if not provided in step 9 from the HPLMN identity inferred from the UE identity.

Step 11. If TTTP is requested in step 2 and if the LMF is in the HPLMN, steps 9 and 10 are omitted, and the LMF instead determines an HGMLC address (e.g. using an HGMLC address provided in step 2). The LMF then sends the UE location to the HGMLC and includes the identity of the UE (e.g. IMSI or MSISDN) and the eternal client ID. This step can be omitted if the LMF and HGMLC functions are combined in the same entity.

Step 11 may also be performed instead of steps 9 and 10 as an optimization for an LMF in the VPLMN if the HGMLC address is provided by the UE in step 2 or can be determined by the LMF (e.g. based on the HPLMN identity as inferred from the UE identity).
Step 12. The HGMLC provides the UE location and a UE identity to the external client.

Step 13. The LMF returns an MO-LR response to the UE via the AMF confirming completion of the MO-LR request in step 2 and including any location determined in step 8.

3.4
NI-LR Procedure
Figure 11 summarizes a Network Induced Location Request (NI-LR) procedure for a roaming or non-roaming UE in the case where the UE initiates an emergency call. The procedure assumes that the serving AMF is aware of the emergency call initiation – e.g. due to supporting an emergency attach procedure or assisting in establishing an emergency bearer. As emergency call procedures are not yet defined for NGC, this assumption and the associated NI-LR procedure would need to be verified later.
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Figure 11 – Revised Network Induced Location Request (NI-LR) for a roaming or non-roaming UE

Step 1. The UE attaches to the NGC for emergency services or requests the establishment of an emergency bearer.

Step 2. The AMF selects an LMF in the VPLMN (e.g. based on LMF support for emergency services or based on the serving cell ID for the UE) and sends an emergency status message to the LMF indicating an emergency call initiation. The AMF also includes an identity for the UE (e.g. IMSI, MSISDN or IMEI) and may include the serving cell ID, and a local ID for the UE assigned by the AMF.

Step 3. The LMF optionally queries the AMF for UE status information as in step 6 in Figure 9 if status related information was not included by the AMF in step 2.

Step 4. The AMF returns UE status information (e.g. serving cell ID, a local UE ID assigned by the AMF) as in step 8 of Figure 9.

Step 5. The LMF may obtain location information from the NG RAN as in step 9 of Figure 9.

Step 6. The LMF may transfer assistance data to the UE and/or obtain location information from the UE as in step 10 of Figure 9.

Step 7. The LMF determines (e.g. calculates) a location estimate for the UE based on information obtained in steps 2, 4, 5 and/or 6.

Step 8. The LMF determines the VGMLC (e.g. using the serving cell identity or the location determined in step 7 or according to some fixed association for the LMF). The LMF sends the UE location to the VGMLC and includes the identity of the UE (e.g. IMSI, MSISDN or IMEI) and an indication of an emergency call. This step can be omitted if the LMF and VGMLC functions are combined in the same entity.

Step 9. The VGMLC forwards the location to an external emergency services client or may wait for a request for the location from the external emergency services client (not shown in Figure 11) before forwarding the location.
Step 10. The emergency services call and emergency bearer are released.
Step 11. The AMF sends an emergency status message to the LMF indicating an emergency call release and includes the identity of the UE.

Step 12. The LMF sends an indication to the VGMLC that the emergency call was released to enable the VGMLC to release any resources associated with the emergency call. This step can be omitted if the LMF and VGMLC functions are combined in the same entity.
3.5
Observations 
Some observations for the Revised CP location solution can be made based on the previously described architecture and procedures.

Observation 1:
AMF impacts should be reduced compared to the Traditional CP location solution. For example, the AMF does not maintain state information for a location session or interact with a GMLC or UE at a location service or location supplementary service level. 
Observation 2:
It appears possible to continue a location session following inter-AMF handover. 
Observation 3:
The LMF and GMLC functions can be combined in the same entity to reduce impacts and eliminate the NGLg interface (except for the case where a PLMN chooses to support the optimization of direct interaction between an LMF in a VPLMN and an HGMLC).
Observation 4:
Direct location support in the HPLMN is allowed by the option of locating the LMF in the HPLMN. 
Observation 5:
The solution may be used in a hybrid manner to improve support of the OMA SUPL user plane solution [Ref 5] by enabling an SLP to have access to NG RAN measurement data (e.g. for uplink positioning or to support downlink positioning) via steps  6-9 of Figure 9. 

Observation 6:
LMF impacts are increased compared to the Traditional CP location solution. 
Observation 7:
Impacts to the UE and NG RAN appear to be the same for the Revised CP location solution and impacts to the GMLC appear to be almost the same.

4.
Comparison of Solutions

Table 1 compares the Traditional and Revised CP location solutions based on the observations in sections 2.5 and 3.5. Better characteristics are shown in yellow.
	Criteria
	Traditional CP Location 
	Revised CP Location 

	AMF Impact
	Higher
	Lower

	LMF Impact
	Lower
	Higher

	Efficient combining of LMF with GMLC
	No
	Yes

	Location session continuation after inter-AMF handover
	No
	Yes

	Support of OMA SUPL with NG RAN location information
	No
	Yes

	Location support allowed in HPLMN with roaming
	No
	Yes

	NG RAN Impact
	Identical
	Identical

	UE Impact
	Identical
	Identical

	GMLC Impact
	Nearly identical
	Nearly identical


Table 1 – Comparison of Traditional and Revised CP Location Solutions
4.
 Proposal

It is proposed to add a high level architectural description of location support for NGC in the 5G System Architecture TS based on common aspects of the Traditional and Revised Location solutions and to highlight the different aspects as FFS items to be decided at a later SA2 meeting.
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