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Abstract of the contribution: This contribution gives a description of TAU-based registration procedure. 
1. Introduction

In NG, it is proposed that the Registration procedure is used e.g. when the NG UE attach into the mobile network, upon mobility procedure when the NG UE changes to a new Tracking area (TA) in idle mode, when the NG UE performs a periodic update (due to a predefined time period of inactivity), and UE Status Update procedure, etc.

This paper aims to give a TAU-based registration procedure after UE’s initial attach procedure, which is due to NG UE changes to a new Tracking area (TA) in idle mode or when the NG UE performs a periodic update, which is after initial attach.
2. Proposal
It is proposed to add the following descriptions into section 4.1.1.1 “Registration procedures” of 5G TS 23.502 “System Procedures for 5G System”.

* * * * Start Change * * * *

4
System procedures

4.1
Connection and Mobility Management procedures

Editor’s Note:
Should include mobility management related procedures.

4.1.1
Registration procedures

4.1.1.1
Registration

Editor’s Note:
Procedure equivalent to Attach procedure and TAU (for all type of triggers) procedure. Procedure includes aspects required to support network slicing, and policy control. Procedure may include e.g. authentication/authorisation, RRM, Capability handling, DRX aspects.
A UE needs to register with the network firstly so as to receive services, including establishing necessary mobility management parameters in AMF and also necessary session management parameters in SMF if PDU session needs to be established. This registration is described as Attach-based registration. 

After the initial attach-based  registration procedure,  following registration procedure may be triggerd by UE due to NG UE changes to a new Tracking area (TA) in idle mode or when the NG UE performs a periodic update. This registration is described as TAU-based registration
In the TAU-based registration procedure, the location management procedure is performed by AMF function. But for session management, the AMF triggers the session update and notifies the registration update event to SMF. Based on its session management policy, the SMF can update the related PDU sessions if needed.
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Figure 4.1.1.1-1: TAU-based registration Procedure without SMF relocation
1. UE has registered with the NW and setup PDU sessions of some slices. The UE mobility management context is established and maintained in AMF, including UE ID, TAI-list, UE Network Capability, NAS security context, RAT type, associated SMF IDs and their PDU session IDs, etc. The SMF IDs and their PDU session IDs are used by AMF to route the SM related NAS messages to the corresponding SMFs. The UE session management context is established and maintained in SMF, including IP addresses, QoS parameters, tunnel information for user data routing, charging chracteristics, etc. These parameters are still kept in AMF and SMF separately while UE goes into idle state.
2. Due to NG UE changes to a new Tracking area (TA) in idle mode or when the NG UE performs a periodic update, which is after initial attach, UE triggers the TAU-based Registration procedure. NG UE sends the TAU-based Registration Request message (TAU type, Permanent ID or Temporary ID, Security parameters, NSSAI) to the network.
The TAU type indicates the UE wants to perform a 'TAU registration' (i.e. the NG UE is in registered state). If included, the Temporary ID indicates the last serving AMF. The Security parameters are used for Authentication and integrity protection. NSSAI indicates the Network Slice Selection Assistance Information.
3. If a Permanent UE ID (i.e. IMSI) is included or the Temporary ID does not indicate a valid AMF the RAN, based on RAT and NSSAI, if available, selects an AMF.

4. RAN to AMF: Registration Request (Registration type, Permanent ID or Temporary ID, Security parameters, NSSAI) and Location Information, Cell Identity, RAT type. The Location Information, Cell Identity and RAT type relate to the cell in which the UE is camping.
5a. The new AMF2 requests “Get UE Context” service from old AMF1 to get the UE’s Permanent ID and AM Context. AMF2 requests the UE MM context from source AMF1 through the context request message, including e.g. complete Registration Request, UE location information, and AMF2 ID. The UE location information is further informed to SMF for UPF relocation if needed based on SM policy. The AMF2 address is further informed to SMF for its service subscription to AMF2.
5b. AMF1 responds with context Response to AMF2 including e.g. a permanent ID (e.g. IMSI), MM Context. 
6. If the Registration Request was not sent integrity protected or integrity protection is indicated as failed (step 5b Information Response), the AMF initiates authentication between UE and network. The AMF requests authentication credential from AUSF via the “Subscriber Authentication” service. The AMF sends the UE Authentication Request (UE Permanent ID, Authentication mechanism) message to AUSF, and the AUSF authenticates the UE and provides the authentication credential to AMF.

Editor’s note: the “Subscriber Authentication” service is provided by AUSF, which is defined in Section 5.x.x.x.
7a. The old AMF notices the corresponding SMF via its “UE Mobility Notification” service in case that the UE context maintains the information of SMF that served the UE. The UE Mobility Notification message includes the UE ID, TAU event, UE location information, and AMF2 ID. The TAU event indicates the type of mobility event is TAU.

Editor’s note: the “UE Mobility Notification” service is provided by AMF, which is defined in Section 5.x.x.x, and SMFs have subscribed to this service for UE when UE has established PDU session(s) in the SMFs.
7b. The SMF responses the UE Mobility Notification Ack message to AMF1.

8a-8b. If the AMF has changed since the last registration, or if there is no valid subscription context for the UE in the AMF, or if the UE provides a permanent ID which doesn't refer to a valid context in the AMF, the AMF requests “UE Location Update” service (Section 5.2.3.2) from UDM to initiate the Update Location procedure. 
Editor’s note: the “UE Location Update” service is provided by UDM, which is defined in Section 5.x.x.x.
9a-9b. In case that UDM maintains the old AMF, the UDM notices the old AMF via “UE Location Notification” service.
Editor’s note: the “UE Location Notification” service is provided by UDM, which is defined in Section 5.x.x.x.
10. Based on the UE location information and some other parameters, e.g. SSC mode, UPF load, UE mobility pattern, etc, SMF may update UE’s PDU sessions, e.g. relocate anchor UPF for the PDU sessions. It means the IP address needs to be changed and shall be updated to UE. The SMF update the related PDU session context into UE through the PDU Session Update Request, which uses the “UE Message Routing” service provided by AMF2.

Editor’s note: when anchor UPF relocation occurs, whether other PDU session parametes shall be changed is FFS. The “UE Message Routing” service is provided by AMF, which is defined in Section 5.x.x.x.

11. UE returns the PDU Session Update Response to SMF, which is routed by AMF2.

Editor’s Note: the PDU Session Update Request in step 10 can be carried together with the Registration Accept in step12 and the PDU Session Update Response in step 11 can be carried together with Registration Complete in step 13.

12. AMF2 responds with Registration Accept (Temporary ID, Registration area) to the NG UE.

The AMF2 sends a Registration Accept message to the UE indicating that the ‘TAU registration’ has been accepted. Temporary ID is included if the AMF2 allocates a new Temporary ID.

13. NG UE may respond with Registration Complete to AMF2. The UE sends a Registration Complete message to the AMF to acknowledge if a new Temporary ID was assigned.
* * * * End of Change * * * *
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