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Abstract of the contribution: This paper addresses non-IP considerations for KI#1 and KI#2.
Discussion
Many of the low cost MTC devices or wearable type of devices may not support IP communication and may support only non-3GPP access mechanism. All these devices would need the network connectivity and authentication procedure from network to do direct D2D communication.

Since one of the purpose of this new study item is to enhance the reach of eProSe Relay node and use it for commercial use, supporting the network connectivity for the non-3GPP devices should help to enhance the commercial reach of the Evolved ProSe UE-to-Network Relay node.

For this, at least the following aspects need to be studied:
· How to support non-IP based devices to communicate and authenticate with the network via the Evolved ProSe UE-to-Network Relay.

· Which parameters should be configured in the eRemote-UE and eRelay-UE in order to support eRelay-UE Discovery and Selection, e.g., indication of the supported access network details.
Proposal
Change to TR 23.733
****** BEGINNING OF 1st CHANGE ******
5.1
Key issue #1: Authentication and Authorisation for Indirect 3GPP Communication
5.1.1
General description
Based on the authentication and authorisation requirements on indirect 3GPP communication as specified in TS 22.278 [2], when an eRemote-UE accesses the network indirectly via an eRelay-UE, the following issues shall be considered:

1.
How does the network authorise whether a UE can act as an eRelay-UE?

2.
How does the network authorise whether the eRemote-UE can access the network through an eRelay-UE?

3.
How does the network authenticate the eRemote-UE through an eRelay-UE (including the cases eRemote-UE attaches to network via eRelay-UE, as well as UE is already authenticated by the network via Uu using existing mechanism and then switches to eRelay-UE path)?

NOTE 1:
The eRelay-UE is a Layer-2 relay, thus the network shall establish and maintain the contexts of eRemote-UE, including NAS context, AS context, and other contexts in network entities. 

NOTE 2:
Bullet 3 is related to authentication and may require SA3 input depending on the solution.
NOTE 3: 
eRemote-UE includes devices supporting 3GPP, non-3GPP and non-IP access.
Editor Note; It is FFS if the authentication and authorization mechanism is same for devices supporting 3GPP, non-3GPP and non-IP access.
****** END OF 1st CHANGE ******
****** BEGINNING OF 2nd CHANGE ******
5.2
Key issue #2: eRelay-UE Discovery and Selection 
5.2.1
General description

To satisfy the requirements for the eRelay-UE Discovery and Selection the following aspects need to be studied:

- 
Whether and how open discovery (e.g. without trust relationship) and restricted discovery (e.g. with trust relationship) can be supported;

-
Whether and how Model A and Model B discovery can be supported;

-
Which parameters should be used for eRelay-UE Discovery;
-
Which parameters should be configured in the eRemote-UE and eRelay-UE in order to support eRelay-UE Discovery and Selection.
-
Which parameters should be configured in the eRemote-UE and eRelay-UE in order to support eRelay-UE Discovery and Selection.
****** END OF 2nd CHANGE ******
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