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The content of § 5.3 is split up into multiple contributions

1) Overview + User  plane Function and N4 + AMF involvement for PDU session related signalling.
2) Single PDU session with one N6 interface to the Data Network + Single PDU session with multiple N6 interfaces to the Data Network + Multiple PDU sessions.
3) Non-3GPP access specific functionalities + Roaming.
4) 3rd party control of the activation of a PDU session.
5) Application control of traffic routing.
2
Proposal

It is proposed to modify TS 23.501 as follows… 

* * * * Next Change * * * *(all text is new)
5.3
Session Management

Editor’s note: It is FFS whether ATSSS will be handled in this clause.

5.3.1
Overview
The 5GC supports a PDU Connectivity Service i.e. a service that provides exchange of PDUs between a UE and a data network identified by a DNN. The PDU Connectivity Service is supported via PDU sessions that are activated upon request from the UE. 

Editor’s note: It is FFS whether “DNN” or “APN” is to be used.

Each PDU session supports a single PDU session type i.e. supports the exchange of a single type of PDU requested by the UE at the activation of the PDU session. The following PDU session types are defined: IPv4, IPv6, Ethernet, Unstructured (where the type of PDU exchanged between the UE and DN is totally transparent to the 5G system).

NOTE: 
The 5GC does not support dual stack PDU Session (PDU Session type IPv4v6): The 5GC supports dual Stack UEs by using separate PDU sessions for IPv4 and IPv6.

PDU sessions are activated (upon UE request), modified (upon UE and 5GC request) and released (upon UE and 5GC request) using NAS SM signalling exchanged over N1 between the UE and the SMF. Upon request from an Application Server, the 5GC is able to trigger the UE to activate a PDU session to a specific DNN.

The SMF is responsible of checking whether the UE requests are compliant with the user subscription. For this purpose it retrieves SMF level subscription data from the UDM. Such data may indicate per DNN:

-
The allowed PDU session Type.

-
Whether in case of Home Routed the VPLMN may insert an UL CL or a Branching Point for a PDU session towards this DNN. This information is provided by the SMF in HPLMN to the SMF in VPLMN.

-
The allowed SSC modes.

Editor’s note: The exact list of subscription data mentioned above will be refined. This will take into account the output of other key issues (slicing, QoS, etc.).

An UE that is registered over multiple accesses chooses over which access to set-up a PDU session. An UE may request to move a PDU session between accesses.

Editor’s note: The choice of the access to use for a PDU session is based at least on network policy, service requirements and user subscription. The definition of policy for selecting the access to route the PDU Sessions (e.g. service requirements, user subscription, etc.) and how it is used are FFS.
NOTE: 
In this release, at a given time, a PDU session is routed over only a single access network.
In a PDU session activation request sent to the network, the UE may provide at least:

· A PDU session Type 

· Slicing information 

Editor’s note: slicing related information  is to be further clarified. An S-NSSAI information is meant.

· The DNN (Data Network Name)

· The SSC mode (Service and Session Continuity mode defined in sub-clause 5.6)

· The PDU Session ID

· A Hand-Over indication: An UE may request to move (“Hand-Over”) an already activated PDU session between 3GPP access and Non 3GPP access. 
-
The decision to move PDU sessions between 3GPP access and Non 3GPP access is made on a per PDU session basis, i.e. the UE may, at a given time, have some PDU sessions using 3GPP access while other PDU sessions are using Non 3GPP access.

	PDU session attribute
	May be modified later during the lifetime of the PDU session
	Notes

	Slicing information
	No
	(Note 1)(Note 2)



	DNN (Data Network Name)
	No
	(Note 1)(Note 2)

	PDU session Type
	No
	(Note 1)

	SSC mode
	No
	(Note 1)

The semantics of Service and Session Continuity mode is defined in sub-clause 5.6

	Hand-Over indication
	Yes (Note 3)
	

	NOTE 1:
If it is not provided by the UE, the network determines the parameter based on default information received in user subscription. Subscription to different DNN(s) may correspond to different default SSC modes and different default PDU session Types

NOTE 2:
Slicing information and DNN are used by AMF to select a SMF to handle a new session. Refer to sub-clause 5.2.
NOTE 3:
If Hand-Over indication is not provided by the UE, the network assumes that the UE requests a new PDU session. The Hand-Over indication is associated with the activation request, not with the PDU session itself


Table 5.3.1-1: Attributes of a PDU session

5.3.2
User  Plane Function(s) and N4
The user plane path for a PDU session in the 5GC consists of user plane Functions (UPF). An UPF that provides the interface to a Data Network supports the functionality of a PDU session anchor.

The number of UPFs for a PDU Session is not restricted by the specification but specifications support deployments with a single UPF or multiple UPFs for a given PDU session.
Deployments with one single UPF used to serve a PDU session do not apply to the Home Routed case and do not apply to the cases described in sub-clause 5.3.5.

The same UPF traffic detection capabilities may be used by the SMF in order to control at least following features of the UPF:

· Traffic reporting (e.g. for charging) 

· QoS enforcement

· UL CL traffic routing (as defined in sub-clause 5.3.5.1)
NOTE: UPF detection capabilities are not used in case of PDU session type = Unstructured.

The UPF traffic detection capabilities may detect traffic based on traffic pattern for mapping any combination of:

· 802.1q header (in case of PDU session Type Ethernet)

· Source/destination IP address or IPv6 network prefix

· Source / destination port

· Application Identifier

· protocol ID of the protocol above IP

· Type of Service (TOS) (IPv4) / Traffic class (IPv6) and Mask

In the pattern:

· a value left unspecified in a filter matches any value of the corresponding information in a packet;

· an IP address or Prefix may be combined with a prefix mask;

· port numbers may be specified as port ranges.

UPF selection by SMF is discussed in clause 5.6
The interfaces for Policy control and for Charging are terminated on SMF.

5.3.3
AMF involvement for PDU session related signalling

A single N1 NAS connection is used per access for Registration/Connection Management and Session Management (SM) related messages and procedures for a UE. The single N1 termination point is located in AMF. The AMF forwards SM related NAS information to the SM function.

NAS MM messages and NAS SM messages and the corresponding procedures are decoupled, so that the NAS routing capabilities inside AMF can easily know if one NAS message should be routed to a SMF, or locally processed in the AMF. It is possible to transmit an SM NAS message together with an MM NAS message. The AMF is not required to be aware of the content of SM NAS messages.
NOTE 23:
Whether this implies encapsulating the SM NAS message in an MM NAS message or not is FFS and should be defined at stage 3.

AMF can decide whether to accept the MM part of a NAS request without being aware of the possibly concatenated SM part of the same NAS signalling contents
NOTE:
Whether the AMF will forward to SMF the SM part of a NAS request that contains also an MM part when the MM part is rejected should be defined at stage 3. 
When SMF needs to send NAS SM signalling to an UE, it provides information to the AMF in order to allow the AMF to retrieve the corresponding UE NAS signalling context.
The AMF selects the SMF functions for the PDU sessions. The AMF may select different SMF functions for different PDU sessions.
a)
The UE provides SM service identification information together with a request for a new PDU session. Even though AMF does not understand SM related NAS signalling, AMF has to understand and handle SM service identification information to use it to determine a SMF for a new PDU session. 
b)
SM service identification information may contain:

-
slicing related information.
Editor’s note: slicing related information  is to be further clarified. An S-NSSAI information is meant.

-
The Data Network Name (DNN).
NOTE :
If the UE does not provide the DNN or slicing related information, the AMF uses default values received as part of subscription data.
c)
The AMF uses SM service identification together with subscription information received from UDM when selecting a SMF instance for a new PDU session.
NOTE :
Multiple SMFs can serve one UE in a slice instance e.g. to support different DNN.

As part of the subscription data it retrieves from UDM, the AMF gets Subscription data related with routing of SM related NAS signalling. These data are needed by the AMF e.g. to select a SMF in the appropriate network slice. They e.g. indicate which DNN are allowed for the UE, the default DNN of the UE and for each DNN:

1.
Information related with the slice(s) over which the DN is reachable.

2.
Whether LBO may apply to a PDU session towards this DNN.

Editor’s note: How the AMF determines the SMF that supports a given DNN and slice is FFS..
d)
When the UE establishes a new PDU session, a PDU session Identity is allocated by the UE. When a SMF has been selected to serve a specific PDU session, the AMF has to ensure that all NAS signalling related with this PDU session is handled by the same SMF instance. The UE provides the PDU Session Identity with any further NAS signalling related with this PDU session. AMF uses the PDU session identity and/or other information to find the right SMF to handle the PDU session.
NOTE: 
The couple (Permanent User ID, PDU Session Identity) uniquely identifies a PDU session in the AMF: the UE ensures the uniqueness of the PDU session Identity over all accesses it may use to reach the 5GC..

f)
The SMF indicates to AMF when a PDU session has been released.
g)
The SMF receives from the AMF the permanent user identity of the UE at PDU session set-up.
Upon successful PDU session establishment, AMF stores the identification of serving SM function(s) of UE and SMF stores the identification of serving AMF of UE. 
The SMF(s) supports the end-to-end control functions on PDU sessions (including any N4 interface to control the UPF(s)).
N2 signalling related with UE is terminated in the AMF i.e. for a given access there is an unique N2 termination for a given UE regardless of the number of PDU sessions (possibly zero) of a UE.

Some N2 signalling (such as Hand-Over related) may require the action of both AMF and SMF. In such case, the AMF is responsible to ensure the coordination between AMF and SMF. 
In case of UE having multiple established PDU sessions using multiple UPFs, the 5G system supports the independent activation of UE-CN user plane connection per PDU session.:

* * * * end of Change * * * *
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