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Abstract of the contribution: This contribution analysis how to transfer NSSAI between the UE and the N3IWF for Untrusted WLAN scenario. The document proposes to transfer this information in IKEv2 signalling during the Registration phase.
1. Introduction
The contribution S2-170205 provides the procedure for slice selection in general scenario. The procedure assumed that NSSAI is convey in AS , for 3GPP the specification is left to RAN, while for Untrusted WLAN there is a need to carried such information from the UE to the N3IWK transparently to the Access network, since it can not be modified. This contribution aims to provide a solution for untrusted Non-3GPP access. 

1.1 How does UE provide NSSAI to N3IWF?

The slice selection foreseen that the UE provides a Configured or Accepted NSSAI to the RAN via RCC (step 2 c) , in case of Untrusted WLAN this solution is not applicable and so the NSSAI shall be provided to the N3IWG by other means. The untrusted WLAN is characterized by establishing the connection from UE to N3GW via IPsec tunnel, so this information can be provided only via the IPsec in the first IPsec message in order to allow the N3IWK to select the appropriate AMF, i.e. in first IKE_AUTH_request message, together with the other information requested for accessing 3GPP.

Proposal #1: the UE provides a Configured or Accepted NSSAI to N3IWK in with IPsec exchange in 3GPP specific container, specifically in first IKE_AUTH_Request message. 

1.2 How does N3IWF provide NSSAI to UE?

The AMF provides to the N3IWF the Accepted NSSAI which needs to be forwarded to the UE. The UE/N3IWF interaction during registration is performed in IKEv2 signalling, so the Accepted NSSAI shall be provided in last IKEv2 IKE_AUTH_respose message which is providing the result of authentication. 
Proposal #2: the N3IWK provides the Accepted NSSAI to UE in with IPsec exchange in 3GPP specific container, specifically in last IKE_AUTH_Response message. 

1.3 Does UE provide NSSAI in Access Stratum?

After registration the IPsec tunnel is maintained always-on sending keep alive messages, since if tear down the registration procedure needs to be repeated (in the optimal case using EAP-Reauthentication if supported in 5G). So the Accepted NSSAI, if available from previous registration procedure, will be sent to N3IWF. The N3IWK so will perform the AMF selection step as part of the registration procedure.
In case of mobility, MOBIKE allow to manage the mobility of UE, but the N3IWF gateway shall be maintained as anchor and during the procedure the IPsec is kept active, so in this scenario the N3IWF has no need to perform a reselection of AMF based on Accepted NSSAI, since the N3IWF is not changing. 

Furthermore the N3GPP Access network is totally unaware of the information exchange in IPsec tunnel and it is not aware of the connectivity in N2 and N3 interface, so there is not needed for any network elements within the N3GPP access of performing any selection based on NSSAI. 
Proposal #3: the support of transmission of NSSAI by UE in Access stratum is not required for Untrusted N3GPP.
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Proposal

It is proposed to add the following clause in the system architecture TS 
BEGIN CHANGES

4.11.x Transport of NSSAI in Untrusted N3GPP access
The NSSAI is defined in TS 23.501 clause X.Y.X.

For the Untrusted N3GPP access the UE provides the Configured or Accepted NSSAI to N3IWF in first IKE_AUTH_request message in registration procedure. The N3IWF forwards the Accepted NSSAI received from AMF to UE in last IKE_AUTH_Response message in registration procedure.

The signalling of NSSAI by UE in Access Stratum after initial registration is not applicable.

END of CHANGES
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