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* * * First Change * * * 

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [8] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [8].

ADC
Application Detection and Control

AF
Application Function

AMBR
Aggregated Maximum Bitrate
ARP
Allocation and Retention Priority
ASP
Application Service Provider

BBERF
Bearer Binding and Event Reporting Function

BBF
Bearer Binding Function

BBF AAA
Broadband Forum AAA

BNG
Broadband Network Gateway

BPCF
Broadband Policy Control Function

BRAS
Broadband Remote Access Server

CSG
Closed Subscriber Group

CSG ID
Closed Subscriber Group Identity

DRA
Diameter Routing Agent

H-PCEF
A PCEF in the HPLMN

H-PCRF
A PCRF in the HPLMN

HRPD
High Rate Packet Data

HSGW
HRPD Serving Gateway

IP‑CAN
IP Connectivity Access Network

MPS
Multimedia Priority Service

NBIFOM
Network-based IP flow mobility

NSWO
Non-Seamless WLAN Offload

OAM
Operation Administration and Maintenance

OFCS
Offline Charging System

OCS
Online Charging System

PCC
Policy and Charging Control

PCEF
Policy and Charging Enforcement Function

PCRF
Policy and Charging Rules Function

QCI
QoS Class Identifier

RAN
Radio Access Network

RCAF
RAN Congestion Awareness Function

RUCI
RAN User Plane Congestion Information

RG
Residential Gateway

SCEF
Service Capability Exposure Function

vSRVCC
video Single Radio Voice Call Continuity

SPR
Subscription Profile Repository

TDF
Traffic Detection Function

TSSF
Traffic Steering Support Function

UDC
User Data Convergence

UDR
User Data Repository

V-PCEF
A PCEF in the VPLMN

V-PCRF
A PCRF in the VPLMN
* * * Next Change * * * 

A.4.1.2
QoS control

For 3GPP Access (GTP based) it shall be possible to apply QoS control at APN-level.

QoS control per APN allows the PCC architecture to control the authorized APN-AMBR to be enforced for the total bandwidth usage of non-GBR QCIs at the PCEF within the same APN.

NOTE 1:
For the enforcement of the APN-AMBR for all IP‑CAN sessions to the same APN, the IP‑CAN is required to select the same PCEF for all of them.

If there is a QCI assigned to a PCC/QoS rule which is not supported by all RATs of the IP-CAN, the PCRF shall subscribe to the event trigger 'RAT change'. At inter-RAT mobility, the PCRF will be informed and shall then modify those PCC/QoS rules in the PCEF/BBERF to align their QCI values with those supported by the current RAT.

NOTE 2:
It is assumed that the PCRF is configured with the same mapping rules as the MME.

NOTE 3:
Subscription to RAT changes ensure that the PCRF is invoked in case the UE moves to a RAT not supporting the assigned QCI in the PCC Rules as well as in case the UE moves back to a RAT supporting the originally assigned QCI. In the latter case, the PCRF can then modify the QCI in the PCC Rules back to the originally assigned value.

It shall be possible for the PCRF to authorize the QCI and ARP of the Default EPS Bearer to be enforced by the PCEF. 

It shall be possible for the PCRF to request a change of the authorized QCI and ARP of the Default EPS Bearer at a specific point in time.

* * * Next Change * * * 

A.4.3.1.x
Default EPS Bearer related policy information

The purpose of the Default EPS Bearer related policy information is to provide QCI and ARP that is applicable to the IP‑CAN session of a UE. The PCRF provides Default EPS Bearer related policy information to the PCEF using the PCC provisioning procedure together with PCC rules or separately.

Table A.4.3.1.x-1 lists the applicable Default EPS Bearer related policy information.

Table A.4.3.1.x-1: Default EPS Bearer related policy information

	Attribute
	Description
	PCRF permitted to modify the attribute
	Scope

	Authorized Default EPS Bearer QoS
	Defines the QCI and ARP QoS characteristics of the Default EPS Bearer.
	Yes
	IP‑CAN session default bearer

	Subsequent Default EPS Bearer QoS (NOTE 1)
	Defines the QCI and ARP QoS characteristics of the Default EPS Bearer to be applied by the PCEF when the Default EPS Bearer QoS change time is reached.
	No
(NOTE 2)
	IP‑CAN session default bearer

	Default EPS Bearer QoS change time (NOTE 1)
	Defines the time at which the PCEF shall apply the Subsequent Default EPS Bearer QoS.
	No
(NOTE 2)
	IP‑CAN session default bearer

	NOTE 1:
Both parameters shall be provided together. The PCRF may provide up to four instances of them. If multiple instances are provided, the values of the Default EPS Bearer QoS change time have to be different and should not be too close to each other in order to reduce the risk for signaling overload.
NOTE 2: 
The PCRF may replace all instances that have been provided previously with a new instruction. A previously provided Subsequent Default EPS Bearer QoS change time cannot be individually modified.


The PCRF may provide the Authorized Default EPS Bearer QoS in every interaction with the PCEF. The PCEF shall apply the Authorized Default EPS Bearer QoS for the IP‑CAN session of the UE. 

In order to reduce the risk for signalling overload, the PCRF should avoid simultaneous provisioning of Authorized Default EPS Bearer QoS and Subsequent Default EPS Bearer QoS for many UEs by spreading over time.
The PCRF needs to modify applicable rules at the same time to follow the new QoS of the Default EPS Bearer with the intention of retaining their bearer binding.
The PCRF may provide one or multiple instances of Authorized Default EPS Bearer QoS together with a Default EPS Bearer QoS change time, referred to as Subsequent Default EPS Bearer QoS. When the Default EPS Bearer QoS change time is reached, the PCEF shall modify the bearer to apply the Subsequent Default EPS Bearer QoS as Authorized Default EPS Bearer QoS and discard any previously applied Authorized Default EPS Bearer QoS.
NOTE 1:
The bearer modification is made in the same way as if the PCRF had modified the Authorized Default EPS Bearer QoS at that point in time.
Up to four instances of Subsequent Default EPS Bearer QoS may be provided by the PCRF. The PCEF shall discard any previously received Subsequent Default EPS Bearer QoS whenever the PCRF provides a new Authorized Default EPS Bearer QoS or Subsequent Default EPS Bearer QoS.
NOTE 2:
In order to provide further Subsequent Default EPS Bearer QoS in a timely fashion the PCRF can use its own clock to issue the desired changes or use the Revalidation time limit parameter (section 6.4) to trigger a PCEF request for a policy decision.
* * * Next Change * * * 

H.3
EPC-based Trusted WLAN Access with S2a

In an EPC-based trusted WLAN Access with S2a, the PCEF is located in the PDN-GW and the BBERF does not apply.

NOTE:
Gxa interface is not used for S2a-PMIP in Trusted WLAN within this Release of the specification.

From the network scenarios listed in clause 7.1, the Case 1 (no Gateway Control Session) applies.

Specific event triggers applicable are listed in table H.3.

Table H.3: TWAN access specific event/credit reauthorization triggers

	Event/Credit reauthorization trigger
	Description
	Reported from
	Condition for reporting

	RAT type change.
	The characteristics of the air interface, communicated as the radio access type, have changed.
	PCEF
	PCRF/OCS


For an IP-CAN session set-up over a Trusted WLAN Access with S2a:

-
at IP‑CAN Session Establishment the PCEF provides TWAN location information (TWAN ID and/or UE Time Zone as described in clause 16 of TS 23.402 [18]), IP-CAN type , RAT Type, PLMN identifier and an indication that access is trusted to the PCRF (over Gx). The TWAN ID may include the identifier of the operator of the TWAN as defined in clause 16 of TS 23.402 [18]. This occurs at step 3 of Figure 7.2-1 (IP‑CAN Session Establishment). This information is also provided by the PCEF to the charging entities as described in TS 32.251 [9].

-
The Access Network Information Report event trigger defined in clause 6.1.4 applies. The user location information within the Access Network Information reporting contains the TWAN ID and/or UE Time Zone as described in clause 16 of TS 23.402 [18]. This information is sent when a bearer over Trusted WLAN access is activated or modified or deactivated and when the IP-CAN session is terminated. When the bearer over Trusted WLAN access is deactivated or the IP-CAN session is terminated the user location information corresponds to the last known UE location. When the IP‑CAN session is terminated a TWAN Release Cause (if available) is also provided to the PCRF.

The IP-CAN type change, the PLMN change event triggers defined in clause 6.1.4 and RAT type event trigger applies. The PCEF reports to the PCRF when a Create Session Request is received including information that the UE moved to a trusted WLAN access. This information is also provided by the PCEF to the charging entities as described in TS 32.251 [9].

When the PCRF subscribes to any of the listed above event triggers using the Provision of PCC Rules procedure, the PCEF provides the parameter values in the response back to the PCRF, as defined in clause 6.1.4.
It shall be possible for the PCRF to authorize the QCI /or ARP or both of the Default EPS Bearer to be enforced by the PCEF with providing the Default EPS Bearer related policy information defined in A.4.3.1.x.

It shall be possible for the PCRF to request a change of the authorized QCI or ARP or both of the Default EPS Bearer with providing the Default EPS Bearer related policy information defined in A.4.3.1.x at a specific point in time.

* * * Next Change * * * 

H.4
EPC-based untrusted non-3GPP Access

In an EPC-based untrusted non 3GPP Access, the BBERF does not apply.

Specific event triggers and credit reauthorization triggers are listed in table H.4.

Table H.4: Untrusted non-3GPP access specific event/credit reauthorization triggers

	Event/Credit reauthorization trigger
	Description
	Reported from
	Condition for reporting

	RAT type change.
	The characteristics of the air interface, communicated as the radio access type, have changed.
	PCEF
	PCRF/OCS


For an IP-CAN session set-up over an untrusted non-3GPP access over S2b:

-
At IP‑CAN Session Establishment the PCEF provides IP-CAN type, indication that it is untrusted RAT type, ePDG IP address and the Serving Network Identifier to the PCRF. This occurs at step 3 of Figure 7.2-1 (IP‑CAN Session Establishment). This information is also provided by the PCEF to the charging entities as described in TS 32.251 [9]. The PCEF provides also the PCRF with User location information it may have received from the ePDG. As defined in TS 23.402 [18], this User location information may contain: ePDG IP address used in IKEv2 tunnel procedures. The local IP address and the UDP or TCP port number (if NAT was detected) detected by the ePDG as the source of the UE traffic over Swu.

-
WLAN Location Information and the WLAN Location Information Age. The TWAN ID within the WLAN location Information includes the identifier of the operator of the TWAN as defined in clause 16 of TS 23.402 [18].

-
The IP-CAN type changes, the PLMN change event trigger defined in clause 6.1.4 and RAT type changes event trigger applies. The PCEF reports to PCRF when a Create Session Request is received including information that the UE moved to an untrusted WLAN access. This information is also provided by the PCEF to the charging entities as described in TS 32.251 [9]. As described for the case of an IP‑CAN Session Establishment, the PCEF provides also the PCRF with location information it may have received from the ePDG and the ePDG IP address used in IKEv2 tunnel procedures.

-
When the PCRF subscribes to any of the listed above event triggers using the Provision of PCC Rules procedure, the PCEF provides the parameter values in the response back to the PCRF, as defined in clause 6.1.4.

-
The Access Network Information Report event trigger defined in clause 6.1.4 applies. As defined in TS 23.402 [18], the user location information within the Access Network Information reporting may contain:

-
The local IP address and the UDP or TCP port number (if NAT was detected) detected by the ePDG as the source of the UE traffic over Swu.

-
WLAN Location Information and the WLAN Location Information Age.


When the Access Network Information reported by the PCRF to the AF corresponds to the local IP address used by the UE to reach the ePDG, this information cannot be considered as reliable.

NOTE 1:
This is because the UE can spoof its IP address.

-
When the IP-CAN session is terminated a UWAN Release Cause (if available) is provided to the PCRF. As defined in TS 23.402 [18], the User Location Information within the Access Network Information reporting may contain:

-
The local IP address and the UDP or TCP port number (if NAT was detected) detected by the ePDG as the source of the UE traffic over Swu.

-
WLAN Location Information and the WLAN Location Information Age defined in TS 23.402 [18]

When the PCEF receives no user location information from the ePDG, it provides at least information on the Serving Network of the ePDG.

The PCRF reports the ePDG IP address used in IKEv2 tunnel procedures to the AF (i.e. P-CSCF) at the time the AF instructions as described in clause 6.2.3 are received and the ePDG IP address is available, i.e. at the time the AF session is established and at the time the PCRF reports IP-CAN type change, if the AF (i.e. P-CSCF) subscribes to it.

The AF instruction to report changes of the IP‑CAN type is described in clause 6.2.3 including an indication that the access type is untrusted.

NOTE 2:
In order to provide more detailed information to the AF about the characteristics of the access when the RAT type is unknown, the information on whether the access is untrusted is provided.

It shall be possible for the PCRF to authorize the QCI /or ARP or both of the Default EPS Bearer to be enforced by the PCEF with providing the Default EPS Bearer related policy information defined in A.4.3.1.x.

It shall be possible for the PCRF to request a change of the authorized QCI or ARP or both of the Default EPS Bearer with providing the Default EPS Bearer related policy information defined in A.4.3.1.x at a specific point in time.

* * * End of Changes * * * 

