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Abstract of the contribution: This contribution discusses the problems when both pull and push mode is used to support SDCI features, and proposed the solution options for the optimization.
1. Introduction

SDCI features have been defined in the past meetings in TS 23.203, in which the PFDs may be retrieved by PCEF/TDF in a pull mode from PFDF or may be provisioned from PFDF to the PCEF/TDF in a push mode. And it is also allowed that “Within one PLMN, a combination of pull and push mode may be supported if the feature is supported.”

However, when the push mode is used, if PFDs stored in the PFDF are modified by the ASP, the PFDF has to push all the changed PFDs to all the PCEF/TDFs that enable access to those applications, even if some potentially impacted application sessions that the PFD will be applied are not alive yet (i.e. the PCC/ADC rules which contains the application identifier that the PFD(s) is associated with is not activated/provided in the target PCEF/TDF), which may lead to a high workload and high storage in the PCEF/TDF. Since the operators have claimed big concern of the PFD storage in the PCEF/TDF when SDCI study is initiated, the problem can’t be ignored. If an Allowed Delay is provided by the ASP for the PFD management, it shall also allow the PCEF/TDF to acquire the updated PFD(s) within the Allowed Delay. Furthermore, the overload of Gw/Gwn interface is also highly increased. In addition, if the push mode is requested with an allowed delay that is larger than the time interval for the pull mode to fetch the PFDs, there’s no need to push the updates to the PCEF/TDF, i.e., the updated PFDs have already been fetched by the PCEF/TDF within the allowed delay.
2. Discussion
There are 2 options to resolve the above identified problem when the combination of pull and push mode is supported.
Option 1: PFD validity verification in the PFDF
PCEF/TDF has the knowledge of PFD validity, i.e., whether the PCC/ADC rules which contains the application identifier that the PFD(s) is associated with is activated/provided, which is recorded with the caching timer. If PFD(s) stored in the PFDF is also associated with a caching timer, and the 2 caching timers are synchronized, PFDF also obtained the validity of the PFD(s). With that, PFDF can push the PFD(s) accurately to the right PECF/TDF at the right time.

The caching timer synchronization can be achieved by triggering the resetting of the caching timer in the PFDF while receiving the PFD retrieval message from the PECF/TDF. When the caching timer expires and no new PFD fetching request for the PFD associated application identifier is received, then the PFDF takes the PFD(s) as “not valid”. PFDF will not push any invalid PFD(s) to the PCEF/TDF, even if there is any update. Figure 1 shows the procedure.
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Figure 1 Procedure of PFD validity verification in the PFDF
1. During the PFD retrieval procedure (“pull mode”), PCEF/TDF retrieves from the PFDF the PFDs for the application identifier(s) by sending a PFD fetching request, in which the application Identifier(s) is included. The PFDF resets the local caching timer for the application identifier based on a preconfigured value in the PFDF and provides the PFDs to the PCEF/TDF; 

2. PFDF verifies the validity of the PFD(s) by checking the caching timer. When the caching timer expires and no new PFD fetching request for the application identifier is received, the PFDF takes this application identifier as “not valid”; 
3. During the PFD management procedure (“push mode”), if the allowed delay (if provided by the SCEF) is smaller than the caching timer, the PFDF directly provisions/updates/removes or notifies the PCEF/TDF to fetch within the allowed delay only the PFDs associated with the valid application identifier(s) to the PCEF/TDF; otherwise, this step can be skipped.
Option 2: PFD validity verification in the PCEF/TDF

A notification is sent to the PCEF/TDF to inform PCEF/TDF to retrieve the updated PFD(s) within allowed delay. Before the PFD retrieval, PCEF/TDF needs to verify the validity of the PFD(s) identified by the application identifier(s) subject to the updates, so that only the valid PFD(s) will be retrieved.
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Figure 2 Procedure of PFD validity verification in the PCEF/TDF
1. When the ASP provisions/updates/removes the PFDs associated with the application identifier(s) in the PFDF, the PFDF may notify the PCEF/TDF with the impacted application identifier(s) and an allowed delay;
2. The PCEF/TDF (when it is available) performs the verification by identifying the impacted application identifiers which are currently valid and which the allowed delay is smaller than the caching timer. 
3. The PCEF/TDF retrieves from the PFDF the PFDs for the application identifier(s) by sending a PFD fetching request, in which only the verified application identifier(s) are included. The PFDF may respond with the requested PFD(s) associated with the application identifier(s).
Evaluation
While evaluating the technical solutions in the above 2 options, the following criteria can be considered:

- Whether the storage in the PCEF/TDF is saved?
- Whether the signaling on Gw/Gwn is saved?
- Does it allow the PCEF/TDF to handle it when there’s available resource?
- Does it bring any complexity to the PCEF/TDF?
- Does it bring any complexity to the PFDF?
	Solution
	PCEF/TDF storage
	Gw/Gwn
signalling
	PCEF/TDF availability allowed
	Complexity in PCEF/TDF
	Complexity in PFDF

	Option 1
	low
	low, the signalling might be saved if allowed delay is larger than the caching timer
	yes, if the notification is sent to PCEF/TDF for the PFD retrieval
	low
	fair, the PECF/TDF needs to maintain the caching timer to identify which PFDs subject to the change are in use in the PECF/TDF

	Option 2
	low
	low, although the notification is added, the signalling can be saved if allowed delay is larger than the caching timer
	yes
	fair, the PECF/TDF needs to identify which PFDs subject to the change are in use in the PECF/TDF
	low


Based on the above analysis, both the 2 options have large improvement in the PCEF/TDF storage saving and Gw/Gwn signalling saving. However, since PCEF/TDF has been widely deployed in operator network, it may cause problem to update the devices, hence, it is more preferable to have the PFD validity verification in the PFDF.
For the optimization of push mode. If an Allowed Delay is provided by the ASP for the PFD management, it shall also allow the PCEF/TDF to acquire the updated PFD(s) within the Allowed Delay. The PFDF may notify PCEF/TDF of the PFD management by providing an Allowed Delay before provisioning/updating/removing the PFD(s) is enforced, which allows the PCEF to trigger the PFD retrieval procedure within the Allowed Delay to acquire the requested PFD(s) if the notification is subject to provisioning and updating. See the procedure depicted in Figure 3.
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Figure 3: Provisioning/update/removal of PFDs in the PCEF/TDF with Allowed Delay

1. When the ASP provisions/updates/removes the PFDs associated with the application identifier(s) in the PFDF, the PFDF may send to PCEF/TDF a notification message, in which the impacted application identifier(s) and an Allowed Delay are included.
2. If the notification is subject to provisioning and update, the PCEF triggers the PFD retrieval procedure within the Allowed Delay; if the notification is subject to removal, the PCEF removes the requested PFD(s) within the Allowed Delay.

3. Proposal
Based on the above discussion, there are following proposals: 
· Adopt option 1 as the optimization solution when the combination of pull and push mode is supported.
· Add the proposed push mode optimization (acquiring PFD within an Allowed Delay) as an alternative to the existing push mode procedure defined in TS23.203.
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