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Discussion
. 
Proposal
.
Therefore it is proposed to make the following changes to the TR 23.799 v0.5.1.

[bookmark: _Toc399511925][bookmark: _Toc324232210][bookmark: _Toc326248701][bookmark: _Toc399743733][bookmark: _Toc248905717]* * * Start of changes * * * *
[bookmark: _Toc463017085]6.5.2	Solution 5.2: Solution to support Session continuity to enable (re)selection of efficient user plane paths
The Solution applies to Key issue 5: Enabling (re)selection of efficient user plane paths, especially the following issues:
-	Reselection of user-plane path between a UE attached to the mobile network and communication peers outside of the mobile network (e.g. Internet hosts) when the previous path becomes inefficient.
-	Minimising impact to the user experience (e.g. minimisation of interruption time and loss of packets) when changing the anchoring point for some or all packet data connections of a UE.
The Solution applies to Key issue 6: Support for session and service continuity
-	The types of sessions to be considered in the context of session continuity;
-	The level of session continuity to be supported depending on e.g., the type of service such as broadband, group communications, mission critical communications, etc.;
Editor's note:	This solution assumes support for IP services. Extending this for supporting non-IP (e.g. Ethernet) services is FFS.
[bookmark: _Toc463017086]6.5.2.1	Architecture description 
This solution assumes that the Next Generation network user plane will include two functions. 
-	One UP function providing the following functionality: uplink classifier functionality (UL CL) that allows steering local traffic to local services and/or central UP function towards central services, i.e. the ability to apply filtering rules (e.g. to examine the destination IP address of IP packets sent by the UE) and determine how the packet should be routed. This is combined with connectivity to a local network packet routing, packet forwarding, traffic offloading to the local network as well as charging, LI and bitrate enforcement for locally offloaded traffic.
-	Another UP function providing IP anchoring functionality.
[image: ]
Figure 6.5.2.1-1 User plane Architecture for the solution
The operator uses configuration or policies to determine which flows are to be routed to/from the local network. Such configuration or policies are applied in the "UP function UL-CL" using uplink classification based on IP-5-tuple filtering rules.  For downlink, the operator configures the network routing such that only legitimate traffic from the local server may pass via the UP function local IP point of presence.
Editor's note:	Whether additional filtering rule types need to be supported is FFS. 
The operator may use a dedicated IP address range for the set of UEs that need to be reachable locally. The local service network is configured such that this address range can be used for local downlink traffic.
In the case of mobility, session continuity is provided using some form of tunnelling, both for the central IP anchor point, and for the local IP point of presence. 
A subscription record "Local Network Allowed", applicable in both non-roaming and roaming cases, is used to allow direct access to the local service network. In case of roaming, the visited operator is only allowed to use direct access to a local service network in case the home operator has explicitly allowed it. 
Editor's note:	Further detailing of the subscription data is FFS, e.g. whether more information is needed than a binary indication of "Local Network Allowed".
[bookmark: _Toc463017087]6.5.2.2	Function description
[bookmark: _Toc463017088]6.5.2.2.1	General
UE has access to centralized services (access to internet) via the IP anchoring UP function, distributed services (e.g. cached content of a CDN, content distribution network) via the UL-CL UP function that provides connectivity to the local network. The IP anchoring UP function providing access to the centralized services is assumed to be located in a more centralized location than the UL-CL UP function providing access to the distributed services. Note, that in this scenario only one host IP address that is centrally anchored has been assigned to the UE. 
Note, that in this scenario only one host IP address that is centrally anchored has been assigned to the UE. So, the UL-CL UP function with the local IP point of presence examines the IP packets (i.e. destination IP address) sent by the UE and decides whether to transmit the PDU within a tunnel to the central IP/PDU session anchor or it should be transmitted to the local application server (e.g. CDN) (e.g. within a tunnel). 
NOTE 1:	Details of the mechanism for transmitting PDUs from the UL-CL UP function to/from the local data network/local application server are beyond the scope of 3GPP.
Another option is that multiple IP addresses are assigned to the UE, one IP address for the local services and one IP address for the more central services. 
In this case, i.e. when different IP addresses are assigned to the UE for local and central services rules configured into the UE determine whether  the traffic is intended for the central IP anchor or the local IP anchor  by choosing the appropriate source IP address. 
For IPv6, RFC 4191 is used to configure rules into the UE to influence the selection of the source address. For IPv4 the same is achieved by means of RFC 3442. As an alternative for IPv4 (e.g. if DHCP is not supported), routing information is passed as a control-plane message to the UE.
Editor's note:	The DHCPv4 option does not allow for subsequent updates of the routing information. Whether this limitation is an issue is FFS.
NOTE: 	Multiple IP addresses (e.g. one for the local anchor and one for the central anchor) could be assigned within one PDU session (a multi-homed PDU session) or via different PDU sessions. Whether only one or both approaches are supported will be concluded as part of key issue 4.
Following are the main characteristics of the single IP address variant of the solution:
-	The possibility of having both a local IP point of presence (via the UL-CL UP function) and a central IP point of presence for a given session using the IP address allocated for by the central IP anchoring UP function. The local IP point of presence is applicable only for a well-defined set of traffic flows under operator control, while the central IP point of presence is used by default. The operator configures the local networks such that only the well-defined set of traffic flows can access the local IP point of presence. 
-	An operator controlled uplink classification functionality within the UL-CL UP function determines which uplink flows to direct towards the local IP point of presence when local IP point of presence is applied by the operator. 
-	The network decides how the traffic is routed i.e. whether it is routed towards the local network or towards the more centrally located UP function and Data Network. Thus, the UE is not aware of the traffic redirection in this scenario. 
-	The core network control plane is responsible for the setup, configuration and release of the user plane functions mentioned above, based on operator policies, UE preferences and subscription information, on a per session basis. 
-	The CP verifies UE’s permission for local network traffic offloading by obtaining “Local Network Allowed” data from user subscription repository. Then, the SM allocates UL-CL UP function and updates the UP path between AN and UP Function (IP anchor) accordingly. Also, the SM installs the filtering rules in the UL-CL UP function.
Editor's note:	The main characteristics of the multiple IP address variant of the solution need to be added.
[bookmark: _Toc463017089]6.5.2.2.2	Mobility aspects
[image: ]
Figure 6.5.2.2-1: UL-CL UP function relocation for the same Local Network and existing PDU session.
When the UE is relocated from one UL-CL UP function 1 to UL-CL UP function 2, the existing session continues to be supported by the existing PDU session via the original local network-1 until termination. Session continuity is maintained from the UE's perspective for the PDU session as the central UP function acting as central IP anchor and the Local Network-1 remains the same when the UE is relocated from UL-CL UP function 1 to UL-CL UP function 2.
Following call flow illustrates UL CL UP function relocation:






Figure 6.5.2.2-2: UL-CL UP function relocation call flow for the same Local Network and IP anchor.
0.	Originally the User plane path for the UE is established from (R)AN1 to UL CL UPF1 to IP anchor UPF. The UE hands over from Source (R)AN1 to Target (R)AN2 and the UP path is established from (R)AN2 to UL CL UPF1 to IP anchor UPF. It is assumed that connectivity between (R)AN2 and UL CL UPF2 exists prior to the source to target Handover.
1.	CP Function(s) decides that the UL CL UPF should be relocated from UPF1 to UPF2.
12.	Upon completion of source to target HO at the AN, the  CP function(s) sends create UP path request to UPF2 UPF1 to establish a UP path for the UE through UL CL UPF2 and includes the necessary information (e.g. tunnel ID) for the DL traffic towards UL CL UPF2. This enables DL data transfer on both (R)AN1 and (R)AN2 (through UL CL UPF1 and UL CL UPF2). RAN aspects regarding simultaneous connectivity from both (R)AN1 and (R)AN2 are left to RAN groups to study. 
23.	UPF2 UPF1 acknowledges with create UP path response upon successful establishment.
3.   CP Function(s) decides that the UL CL UPF should be relocated from UPF1 to UPF2.
4.	CP function(s) sends create UP path request to UPF2 to establish a UP path for the UE and includes the necessary information (e.g. tunnel ID) for DL traffic
5.   UPF2 acknowledges with create UP path response upon successful establishment.
46.	CP Function(s) sends modify UP path request to IP anchor UPF to update the UP path for the UE.
57.	CP Function(s) sends modify UP path response to IP anchor UPF to update the UP path for the UE.
68.	CP Function(s) sends PDU Session Path Switch request to (R)AN2 to switch the path (i.e. Removingfrom the path betweein (R)AN2 – UPF1 to (R)AN2 – UPF2).
79.	(R)AN2 sends a response to CCF once the path switch is complete.
810.	CP Function(s)deletes the session in the original UPF1. 
NOTE1: 	Since it is assumed that the details of the UP path from UL CL UPF1 to Local Network is out of scope for 3GPP, the call flow steps do not involve Local Network but it is assumed that the Local Network does not change, UP function relocation requires modification of the UP path towards Local Network to ensure DL traffic from Local Network is routed appropriately. It is also assumed that the IP address does not change

* * * End of Changes * * * 
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