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Abstract of the contribution: This contribution proposes to add support of Policy on RAT/Frequency selection priority to the KI, work tasks and solutions for policy framework.
Discussion
In EPS, there are radio resource management functions, which are concerned with the allocation and maintenance of radio communication paths, and are performed by the radio access network. The RRM strategy in E-UTRAN may be based on user specific information. 

The MME receives the parameter 'Index to RAT/Frequency Selection Priority' (RFSP Index) for a subscriber from the HSS (e.g. during the Attach procedure) and provides the RFSP Index to an eNodeB.
For non-roaming subscribers, the MME chooses the RFSP Index in use as follows:
-   the RFSP Index in use is identical to the subscribed RFSP Index, or

-   the MME chooses the RFSP Index in use based on the subscribed RFSP Index, the locally configured operator's policies and the UE related context information available at the MME.

For roaming subscribers the MME may alternatively choose the RFSP Index in use based on the visited network policy, but can take input from the HPLMN into account.
In the actual deployment, when a UE is attached in the network, the RFSP Index to be applied for the UE can be dynamically updated according to related user status, such as the subscriber category (golden/sliver, VIP etc.), available Quota, the applications running by the UE, and corresponding policies. Several examples are described as follows:

Example-1: A VIP user has a higher priority to stay in high-frequency section than a normal user. 
Example-2: A user migrates from 5G to 4G when the amount of traffic the user spends exceeds a certain limit. 
Example-3: Keep some specific applications (e.g. VOD) in high-frequency section and migrate other applications to other frequency sections or other RATs when high-frequency section is overloaded.
Based on the above discussion, it is proposed to add support of Policy on RAT/Frequency selection priority to the KI, work tasks and solutions for policy framework.
* * * 1st change * * * *

5.10
Key issue 10: Policy Framework

5.10.1
Description

In the EPC system, network functions are configurable via operator policies. This trend is expected to continue into the Next Generation System. These operator policies help shape a variety of network behaviours such as related to:

-
QoS Enforcement.

-
Charging Control.

-
Gating.

-
Traffic Routing.

-
Congestion Management.

-
Service Chaining.

-
Network (e.g. PLMN) Selection.

-
Access Type Selection.

-
Roaming.

-
Mobility.

-
Policies related to group of users.

-
Third party service handling.
-  Enhanced sponsored data connectivity for a variety of data traffic types (e.g. including data traffic encrypted between the UE and an application server)
-
RAT/Frequency selection priority index
The provisioning and enforcement of these policies can happen in:

-
UE.

-
Control Plane entities.

-
User Plane entities.

This key issue will look into solutions for a policy framework for the Next Gen System that takes into consideration all these related aspects.

NOTE:
Policies can be categorized further into different types e.g. subscription based policies, local operator policies, etc.
* * * 2nd change * * * *

5.10.2
Work Tasks
Table 5.10.2-1: Work tasks for Policy framework

	Work Task ID
	Work Task(s)
	Work Task Description

	Policy_WT_#1
	Define overall non-roaming and roaming/interworking policy related framework for NextGen
	1.1
Define entities which constitute the policy related architecture and interfaces between those entities.
1.2
Which information accounts for policy decisions and which entities provide it?
1.3
How policy provisioning performed?

1.4
Which entities enforce policy decisions?

1.5
Decide on policy interactions, referring to the granularity and type of information provided by the policy function to the policy requesters.
NOTE 1:
The granularity of the policy information may be for example per PDU session or for a group of PDU sessions. Policy information for all PDU sessions may also be possible without policy interactions.

NOTE 2:
The type of policy information may be QoS, charging, usage monitoring, etc, depending on the outcome of other key issues. The policy decision and provisioning depends on specific type of required functionality (e.g. charging, usage monitoring etc.), Policy information may be predefined in the enforcement point or may be dynamically provisioned by the policy function.

NOTE 3:
The purpose of the enforcement of the policy related information depends on the outcome of other key issues.

NOTE 4:
The policy architecture will use the solutions' outcome from other key issues in TR 23.799. It may not be possible to fully progress but rather define a baseline framework to be enhanced as other key issues progress.

	Policy_WT_#2
	QoS information provided by the Policy Function
	2.1
Define whether the defined QoS related actions (e.g. redirection, bandwidth limitation, gating, priority/ preemption, resource management, etc.) are sufficient or not and establish policy enhancements as needed.
2.2
Define whether providers and enforcers of those QoS related actions are the same as in the existing policy framework and establish policy enhancements as needed.

NOTE 1:
This Work Task covers the QoS information that the Policy function provides, the granularity, the QoS information enforcers and the information flows. This depends on QoS key issue outcome. If needed, reference QoS framework key issue outcomes for new QoS related actions and define the source/destination for those actions. 

	Policy_WT_#3
	Information controlled over charging interfaces
	3.1.
Define which charging interfaces are applicable, what charging related information provided to/by Policy function over those interfaces and how it is used for credit management and reporting.

NOTE:
Some relation with the charging key issue and its solutions exists. An analysis of potential overlapping will be performed when the solution for charging key issue is stable.

	Policy_WT_#4
	Potential interactions with access network discovery and selection, if any
	4.1
Describe if and how policy framework interacts with network discovery and selection functionality.

NOTE:
This depends on "3GPP architecture impacts to support network discovery and selection" key issue outcomes and will be handled once the corresponding solution is stable.

	Policy_WT_#5
	Policies controlling access traffic steering, switching and splitting, if any
	5.1
Describe if and how policy framework interacts with access traffic steering, switching and splitting functionalities.

NOTE: This depends on access traffic steering, switching and splitting key issue outcomes and will be handled once the corresponding solution is stable.

	Policy_WT_#6
	Flexible mobile service steering policy control
	6.1.
Define how policy framework supports flexible mobile service steering. 

	Policy_WT_#7
	User Plane Congestion management control
	7.1
Define how policy framework supports User Plane congestion management control.

NOTE:
This may depend on QoS key issue outcomes.

	Policy_WT_#8
	Alignment with other key issues solutions
	8.1
Address policy framework requirements/assumptions made by other key issues not explicitly mentioned by this table. 

	Policy_WT_#9
	3rd party policy interactions
	9.1
Define whether and how policy framework interacts with 3rd party supported services.

NOTE:
This depends on the outcome of the key issue#9 on network capability exposure. This will be handled once the corresponding solution is stable.

	Policy_WT_#10
	Session Management
	10.1
Decide whether and how policy framework provides policies to control a PDU session, e.g. at establishment/modification/termination of a PDU session, including support for multiple PDU sessions for the same UE.
10.2
Define the session information that is relevant for policy decisions.

NOTE:
This depends on the outcome of the key issue#4 on session management. This will be handled once the corresponding solution is stable.

	Policy_WT_#11
	Mobility Management
	11.1
Decide whether and how policy framework provides policies for mobility on demand within the Mobility Management key issue.

NOTE:
This depends on the outcome of the key issue#3 on mobility management. This will be handled once the corresponding solution is stable.

	Policy_WT_#12
	Slicing
	12.1
Decide whether and how policy framework provides policies for slicing within the Slicing key issue.

NOTE:
This depends on the outcome of the key issue#1 on network slicing. This will be handled once the corresponding solution is stable.

	Policy_WT_#13
	Enhanced Sponsored Data Connectivity
	13.1
Define a mechanism enabling sponsored data connectivity. This requires the detection and identification of encrypted traffic.
NOTE:
Depending on the solution, SA3 work may need to be involved in stage2/3.

	Policy_WT_#14
	RAT/Frequency Selection Priority index
	14.1 Define how policy framework provides policies for RAT/Frequency selection priority index.


* * * 3rd change * * * *

6.10.3.1
Architecture description

The figure 6.10.3.1-1 shows the NextGen policy architecture for non-roaming case.
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Figure 6.10.3.1-1: Non-roaming NextGen Policy Architecture

NOTE：
Policy Function is regarded as part of control plane. The CP function in this figure includes other control plane functions, e.g. SM function, MM function. Only policy related interfaces are shown with corresponding names in this figure. This architecture only includes those reference points relevant for policy in this solution. It does not depict other interfaces such as a direct interface between the CP function towards the USD for authentication or keeping track of the subscriber information
The following functions are involved in the NextGen Policy framework:

Policy Function: The Policy Function is the policy decision point to provide different control rules to NextGen CP Function based on the application session information received from the AF, operator's configuration, user subscription from the USD (User Subscription Database) and spending information from the Online Charging System. The Policy Function also supports the access type selection and RAT/Frequency selection priority index selection.
Editor's note:
How to support other policy functionalities, such as mobility policy, roaming policy and the third party policy are FFS.
User Subscription Database: The User Subscription Database stores the subscriber/subscription related information needed to support policy functionality.
Editor's note:
Whether or not the user subscription database for policy is collocated with the user subscription database for other CP functions is FFS.
NextGen UP Function: NextGen UP Function provides the packet core related user plane functionalities, including:

-
QoS enforcement

-
Measurement enforcement

-
Gating

-
SAF (Service Awareness Function): provides application detection and enforcement function.
Editor's note:
Whether or not the SAF is a standalone function as TDF in EPC is FFS.
-
TSF (Traffic Steering Function): enforces the user plan traffic steering related policy received from the Policy Function via NextGen CP Function, e.g. moving individual IP flows from one access network to another, and or from one service function to another service function (e.g. for video analytics, optimized local content distribution and data caching, Firewall, Parental Control).
Editor's note:
The access related traffic steering has dependency on the key issue#20, and it is FFS.
NOTE: The functionalities related to traffic steering for the services are the same as in EPC.
The NextGen UP Function may provide all above functionalities or part of these functionalities based on the operator's configuration/deployment.

NextGen CP Function: The NextGen CP Function provides the packet core control plane function. 

-
When receiving the control rules from the Policy Function, the NextGen CP Function instructs the NextGen UP Function to enforce the policy (e.g. QoS policy, charging policy, gating policy, SAF policy, TSF policy).

-
When receiving access type selection related control rules from the Policy Function, the NextGen CP Function transfers them to the UE.
-
When receiving RAT/Frequency selection priority related control rules from the Policy Function, which contains the RAT/Frequency Selection Priority Index (RFSP Index) to be applied, the NextGen CP Function transfers the RFSP Index to the AN.
NOTE 1: The NextGen CP Function can change the value of RFSP Index received from the Home Policy Function when the RFSP Index is to be transferred to the AN, according to local policy configured in the NextGen CP Function.
NOTE 2: The Home Policy Function sends the policies in some cases e.g. RFSP Index policy, to the MMF within NextGen CP for policy enforcement.
-
When enforcing charging control from the Policy Function 
-
For online charging, the NextGen CP Function sends the credit request for a charging key to the Online Charging System, and reports the usage when the threshold is reached, as defined for credit management in TS 23.203 [3].
-
For offline charging, the NextGen CP Function collects usage information per charging key /and service identifier combination and reports to the Offline Charging System as defined for reporting in TS 23.203 [3].
Online Charging System: Provides support to credit management with the NextGen CP Function and support for policy decision based on spending limits as defined in TS 23.203 [3].
Offline Charging System: Provides support for receiving usage information per charging key /and service identifier combination from the NextGen CP Function.
Editor's note:
How the access type selection related control policy can be transported to the UE is FFS.
The following reference points are defined for the NextGen Policy framework:
NP1:
Reference point between the Policy Function and the USD. Similar to Ud/Sp interface in EPC.

NP2:
Reference point between the Policy Function and NextGen CP Function. 

NP3:
Reference point between the Policy Function and the AF, the AF provides the application session information to the Policy Function. Similar to Rx interface in EPC.
NG5:
Reference point between the Policy Function and the AF, the AF provides the application session information to the Policy Function. Similar to Rx interface in EPC.
NG4:
Reference point between NextGen CP Function with NextGen UP Function, which is used by this solution to provide policy rules to NextGen UP Function.
NP3:
Reference point between the Policy Function and the Online Charging System, same functionality as Sy defined in the TS 23.203 [3].
NC1:
Reference point between the NextGen CP Function and the Online Charging System, same functionality as Gy defined in the TS 32.251 [19].
NC2:
Reference point between the NextGen CP Function and the Offline Charging System, same functionality as Gz defined in the TS 32.240 [20].

NOTE:
The Online Charging System and the Offline Charging System, and the protocols of NP3, NC1 and NC2 reference points are defined by SA WG5.
* * * 4th change * * * *

6.10.5.1
Architecture description

The figure 6.10.5.1-1 shows the NextGen Roaming Policy framework for home routed.
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Figure 6.10.5.1-1: NextGen Roaming Policy framework for home routed

The figure 6.10.5.1-2 shows the NextGen Roaming Policy framework for local breakout.
Editor’s notes: The reference points NP2, NG-RC have dependencies on other key issues, the outcome of those key issues needs to be taken into account for policy control.
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Figure 6.10.5.1-2: NextGen Roaming Policy framework for local breakout
NOTE：
Policy Function is regarded as part of control plane. The CP function in this figure includes other control plane functions, e.g. SM function, MM function. Only policy related interfaces are shown with corresponding names in this figure. This architecture only includes those reference points relevant for policy in this solution. It does not depict other interfaces such as a a direct interface between the CP function towards the USD for authentication 

Compared with non-roaming architecture, the following functions are introduced:
Home Policy Function: For roaming with home routed, the Home Policy Function is the policy decision function to provide policy rules for QoS, Usage monitoring, and charging to Home NextGen CP Function, and provide mobility policies and RAT/Frequency selection priority index policies which contains the RAT/Frequency Selection Priority Index (RFSP Index) to be applied to Visited NextGen CP Function via a home NextGen CP Function or via a Visited Policy Function, by which the local mobility policies and RAT/Frequency selection priority index policies in visited network can be taken into account. Moreover, the Home Policy Function can provide access type selection policy similar as defined by ANDSF functionalities in EPC to the Visited Policy Function and then the Visited Policy Function delivers it to the UE.
NOTE 1: The NextGen CP Function can change the value of RFSP Index received from the Home Policy Function or Visited Policy Function when the RFSP Index is to be transferred to the AN, according to local policy configured in the NextGen CP Function.
NOTE 2: The Home Policy Function or Visited Policy Function sends the policies in some cases e.g. RFSP Index policy, to the MMF within NextGen CP for policy enforcement.
Editor's note:
It is FFS how to provide access type selection policy to the UE and whether the policies from Home Policy Function are provided to the VPLMN via NP4 or via NP2 and NG-RC.
For roaming with local breakout, the Home Policy Function is the policy decision function to provide policy rules for QoS, Usage monitoring and charging , mobility policies to Visited Policy Function.
Visited Policy Function: The Visited Policy Function receives the policy rules from Home Policy Function and adjusts the policy rules based on visited operator’s local policy for mobility and RAT/Frequency selection priority index, and provides policy rules to Visited NextGen CP Function.
The following reference points are defined for the NextGen Roaming Policy framework:
NG-RC:
Reference point between the Visited NextGen CP Function and Home NextGen CP Function. For Home Routed, the Home Policy Function provides policy (except access type selection policy) to Visited NextGen CP Function through NP2 and NG-RC.
NP4:
Referenct point between the Visited Policy Function and Home Policy Function.The Home Policy Function provides policy rules for QoS, Usage monitoring and charging, mobility policies, RAT/Frequency selection priority index policies to Visited Policy Function. 
NOTE:
For Home Routed, the Home Policy Function provides access type selection policy and RAT/Frequency selection priority index policy to Visited Policy Function through NP4.
Editor's note:
For local breakout , it is FFS whether the access type selection policy is needed to be provided to the Visited Policy Function
* * * End of Changes * * * 
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