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Abstract of the contribution: This contribution proposes a consolidated architecture option for the NextGen system, reflecting a number of interim agreements and conclusions.
1. Discussion
The main driver for the proposed functional architecture is to reflect a number of interim agreements and conclusions that have not been reflected in the existing consolidated solutions.

The proposed functional architecture is considered based on the flowing principles:

1. Support network slicing to enable diverse scenarios
2. The finer NF granularity and interaction of NF to enable function flexibility
3. Allow scalability of UP and CP functions independently

4. User plane to support diverse UP scenarios

5. Unified data management
6. Unified network service exposure
The architecture proposes:
· the NF granularity,
· the high level functionality of each NF, 
· the required reference points to support the interaction with the UE, 
· the service interface of NF to enable the interaction between CN NFs.
2. Proposal

It is proposed to add one consolidated architecture to the TR 23.799 “Next Generation System”.
All are new below
* * * Start of changes * * * * 
7.X
Consolidated architecture option X
7.X.1
General
The solutions and interim agreements of each Key Issue and architecture assumptions are considered for the consolidated overall architecture of NG system, which includes the NF granularity in the architecture, roaming support and the interaction between network functions. For the exact set of functionality supported by each NF, and the interaction between NFs, e.g. the services exposed and consumed by NFs, are left to the conclusion of the individual key issues.
7.X.2
High level principles
The following high level principles are considered in the consolidated architecture.

Support network slicing to enable diverse scenarios
-
The required network functions can be configured and deployed per network slice requirement (see clause 8.2).
-
Select the correct network slice for the UE based on the slice selection assistance information, and direct the UE to be served by the correct network slice.
-
Support the scenario where one UE is able to access multiple network slices simultaneously. 
-
Allows for different network configurations in different network slices.
Allow scalability of UP and CP functions independently

-
Allow for a flexible deployment of UP separate from the CP, with no restriction in the location of the UP functions (e.g. central UP locations or distributed UP locations, or any other deployment scenario). 

-
Support transmission of different PDU types, such as IP, Ethernet.
The finer NF granularity and direct interaction of NF to enable function flexibility:
-
The function overlapping between CN NFs shall be avoided to efficiently support new services, while minimizing at the same time the impact on other NFs, flexibly adding/removing NFs based on service requirements in a network slice. The granularity of NF shall consider the guideline as indicated in Annex I.
-
For the interaction between core network NFs, the NF (requester/consumer) shall be able to directly access the NF (provider) to avoid the functional and signalling impact on unrelated NFs, and the service-based interface of NF (provider) is utilized to provide its functionality to other NFs (requesters) (see clause 8.8).

-
The service-based interface of an NF is independent on the communication protocol between the NFs. One general communication protocol can be utilized for the interaction between CP NFs.

NOTE 1: The legacy Reference points between two CN NFs are avoided in order to support the on-demand direct interconnection between NFs, avoid multiple reference points between NFs to be specified, and minimize the standards work load on the interaction between NFs. Instead, the service based interface is adopted, which represents the set of services provided/exposed by a given NF.
NOTE 2: The actual communication exchange protocol is specified as part of stage 3 work.
-
The NF discovery function is supported to enable the direct interaction between NFs (see clause 8.8).
User plane to support diverse UP scenarios:

-
A generic user plane function (UP function) is defined, which supports various user plane operations (incl. forwarding operations to other UP functions/data networks/the control plane, bitrate enforcement operations, service detection operations, etc.) 

NOTE3:
The detailed list of user plane operations will be based upon the conclusions of key issues 4 and 6 (see clause 8.5 and 8.x).

-
The control plane configures the UP functions to provide the traffic handling functionality needed for a session. One or multiple UP functions per session can be activated and configured by the control plane as needed for a given user plane scenario.

Unified data management
-
A unified data layer is defined to manage and store subscriber data, policy data, network data and other service information in a unified data layer.
Network service exposure
-
To allow network functions, operator-controlled applications and 3rd party applications to access information/services provided by the network and to customize the network capability for different diverse use cases within limits set by the operator, the NextGen system provides a suitable access/exchange of network/connectivity information (e.g. via APIs) to applications and Network Functions.
7.X.3
Reference architecture

Figure 7.x.3-1 depicts the non-roaming architecture functional view for UEs concurrently accessing a local and a central data network using multiple PDU Sessions.
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Figure 7.x.3-1: Non-roaming reference architecture

Editor's note: Whether an additional UPA-UMF NF that controls NG Core UP anchor functions is need or not is FFS. 
Following figure 7.x.3-2 depicts the roaming architecture for UEs concurrently accessing a local and a home-routed data network using multiple PDU Sessions:
NOTE: In the roaming case the NF in the serving VLMN discover the NF in the HPLMN via the assistance from the NRF.
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Figure 7.x.3-2: Roaming reference architecture

7.X.4
Network functions and reference points

7.X.4.1
Network functions 
The NextGen system Reference Architecture consists of the following functions:

-
NG Unified Data Management (NG UDM)

-
NG Policy Control Function (NG PCF)

-
NG UE Management Function (NG UMF)
-

-
NG Session Management Function(NG SMF)
-
NG Authentication Function (NG AUF)

-
NG Slice Selection Function (NG SSF)

-
NF Repository Function (NRF)
-
Network Exposure Function (NEF)

-
NG User Plane Function (NG UPF)
-
NG RAN

-
NG UE

-
Data networks, e.g. operator services, Internet access or 3rd party services.

The NG UE Management function (UMF) includes the following functionality:
-
Termination of RAN CP interface (NG2)

-
Termination of NAS (NG1), NAS ciphering and integrity protection

-
Mobility Management 
-
Lawful intercept 

The  NG Session Management function(SMF) includes the following functionality:

-
Session Management

-
UE IP address allocation & management
-
Selection and control of UP anchor function
-
Reselection of UP function and user plane path
-
Policy & Charging rules handling, including control part of enforcement and QoS

-
Lawful intercept 

The NG Authentication function (AUF) includes the following functionality:

-
User Authentication
-
Maintaining the security contexts that are applicable to all security functionality for the UE, i.e. CP-CN Signalling Protection, CP-AN Signalling Protection, and User Plane Protection.
The NG Core User plane function includes the following functionality:

-
Anchor point for Inter-RAT mobility (when applicable)

-
External PDU session point of interconnect (e.g. IP).

-
Packet routing & forwarding
-
Handling traffic rules towards AS network
-
QoS handling 

-
Packet inspection and Policy rule enforcement

-
Lawful intercept (UP collection)

-
Traffic accounting and reporting

NOTE 1:
Not all of the UPF functionality are required to be supported in an instance of User Plane Function of a network slice.
The NG Policy Control Function (PCF) includes the following functionality:

-
Supports unified policy framework to govern network behaviour.

-
Provides policy rules to control plane function(s) to enforce them.

The NG Unified Data Management (UDM) supports the following functionality:

· Store the data in a unified data layer including : 
-
user subscription data, 
-
policy data (i.e. per UE related policy data and per application related policy data), 
-
network data (e.g. UE traffic reports from UP NFs, the NF topology information in user plane for UP NF discovery and selection), and 
-
service information (e.g. the user location information and UP anchor information used for handover between different access networks). 
-
The data stored in the unified data layer can also be used for network data exposure and data analytics.
NOTE 2:
The NF topology information includes network nodes hosting UP NFs and logical links connecting network nodes. Attributes of network nodes include resources reserved for UP NFs, such as input and output ports and their processing capabilities (e.g. throughput and number of supported UEs and/or PDU sessions). Attributes of logical link include, e.g. link capacity limit. 
The NG Slice Selection Function (SSF) supports the following functionality:

-
Determines the corresponding network slice instances that one UE is allowed to access based on the slice selection assistance information from UE, subscriber profile, etc.
The NF Repository Function (NRF) supports the following functionality:

-
Maintain the deployed NF Instance information when deploying/updating/removing NF instances;

-
Receive NF Discovery Request from NF instance, and Provides the information of the discovered NF instances (be discovered) to the NF instance.
The Network Exposure Function (NEF) supports the following functionality:
-
Maintains the list of services provided/exposed by the network;
-
As the entry function towards applications, it receive the service request from the applications including operator’s application and the 3rd party application, and further interact with the corresponding NFs to provide the requested services;

-
Authorization on the applications, the charging and load control on the exposed network services.

NOTE 3: The interactions between NEF and CP NFs depend on the exposed network services and are identified case by case.
NOTE 4:  To allow the VPLMN and HPLMN Network Functions interact securely the message between them may go through gateway.
7.X.4.2
Control Plane service interfaces
For the interaction between core network functions, the NF provides a service-based interface to communicate with other NFs. The service interface allows the services provided by the NF to be used by other NFs. The NextGen system supports the following NF service interfaces:
· NP1:
Service interface of NF Repository Function;

· NP2:
Service interface of UE Management Function;

· NP3:
Service interface of Unified Data Management Function;

· NP4:
Service interface of Authentication Function;

· NP5:
Service interface of SMF;

· NP6:
Service interface of Policy Control Function;

· NP7:
Service interface of Slice Selection Function;

· NP8:
Service interface of Network Exposure Function;

7.X.4.3
Other Reference points
The NextGen system Reference Architecture contain the following reference points:
· NG1:
Reference point between the UE and the NG UE Management Function.

· NG2:
Reference point between the RAN and the NG UE Management Function.

· NG3:
Reference point between the RAN and the NG User Plane Function.

· NG4:
Reference point between the NG SMF and the NG User Plane Function.

· NG6:
Reference point between the NG User Plane Function and a Data Network (DN).

· NG9:
Reference point between two NG User Plane Functions.

7.X.5
Applicable solutions

Editor's note:
List the solutions from chapter 6 that are applicable to the architecture.

7.X.6
Evaluation

Editor's note:
Evaluation for consolidated architecture option
* * * End of Changes * * * 
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