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1
Discussion

The EPS procedures in some cases bind the processing of errors that are detected in SM layer with the outcome of the MM procedure. In EPS, this has led to forced always-on in all cases, which in the extreme case can mean that a PLMN has to reject the ATTACH REQUEST of its own successfully authenticated user because an SM layer problem. 

this would be sub-optimal, as typically in the home country the UE has got no other allowed PLMN except for HPLMN, so the rejected UE would have nowhere else to go. Repeated attach and TAU attempts due to SM related issue are wasting signalling and processing capacity, when also attach without PDN connection has been added for CIoT in Rel-13. 

Strong interfaces between autonomous signalling layers that are responsible for their own processing rules is also good foundation of robust protocol design. 

MMF SMF split allows :

1. A clean split of features where addition of a new session management feature (e.g. new kind of PDU session type) does not require changes to MMF but only to SMF (and UPF) 

2. MMF to belong to the CCNF (set of functions shared by the slices serving an UE) while SMF belongs to the part of the Control plane that is separate (isolated) due to slicing

A working assumption is thus proposed to endorse MMF-SMF split per the principles described in solution 6.4.16

2
Proposal

It is proposed to modify TR 23.799 as follows…  
* * * * Next Change * * * *
8.4
Interim Agreements on Key Issue #4: Session management

Interim agreements for Key issue #4 Session Management are as follows:

1.
The NextGen system should support multiple PDU sessions via multiple accesses to the same data network or different data networks in the following case 

-
One access network is NG RAN and another access network is non-3GPP access

2.
The NextGen system should support PDU sessions whose traffic is simultaneously carried over multiple access where one access is a 3GPP access and the other is a non-3GPP access 
NOTE 1: The bullet 2 will be handled in Phase 2.
3.
The User Plane format in NextGen on NG3 shall at least support per PDU Session tunnelling, as described in clause 6.4.10.

Editor's note:
User Plane format within the CN is FFS. 

Editor's note:
The granularity of the tunnelling for non-3GPP accesses is FFS.
Editor's note:
Whether an additional tunnelling granularity variant will be supported for stationary UEs is FFS.
Interim agreements for MM and SM interaction are as follows:

1. A single NG1 NAS connection is used for both MM and SM-related messages and procedures for a UE. The single NG1 termination point is located in MMF.
Editor notes: This is applied for UE only registered via 3GPP access. The case of UE registered via non-3GPP is FFS.

2. The MMF and SMF are separate NFs (Network Function), with a standard NG11 interface in-between. MMF handles the Mobility management part of NAS signalling exchanged with the UE. SMF handles the Session management part of NAS signalling exchanged with the UE
Editor’s Note: “MMF” and “Mobility Management” naming may be changed to a more access independent name such as “UCF” and “UE Control Function”
3
A UE with multiple established PDU sessions may be served by different instances of SMF. The MMF selects the SMF functions for the PDU sessions. MMF may select different SMF functions for different PDU sessions.
3. MMF forwards SM related NAS information to the SM function.

4. MMF stores the identification of serving SM function(s) of UE and SM stores the identification of serving MM function of UE upon PDU session establishment. The MMF is not expected to maintain any additional session context information. The MMF is not required to be aware of the content of SM NAS message,
5. 
The SMF supports the end-to-end control functions on PDU sessions (including any NG4 interface to control the UPF(s)) 
6
(when multi-slicing per group B applies) In case of an UE served by multiple slices there are multiple instances of SMF that serve the UE. 

7
NG2 signalling related with UE is terminated in the MMF i.e. there is an unique NG2 termination for a given UE regardless of the number of  PDU sessions (possibly zero) of this UE. 

9
The NAS SM signalling towards/from UE is exchanged between UE and SMF via MMF;
10
NAS MM messages and NAS SM messages and the corresponding procedures are decoupled, so that the NAS routing capabilities inside MMF can easily know if one NAS message should be routed to a SMF, or locally processed in the MMF.
11
MMF can decide whether to accept the MM part of a NAS request without being aware of the possibly piggybacked or concatenated SM part of the same NAS signalling contents.
12
Some NG2 signalling (such as Hand-Over related signalling) may require the action of both MMF and SMF. In such case, the MMF is responsible to ensure the coordination between MMF and SMF
This may corresponds to following interactions:
NG2 impacts of SM events:

a.
At the set-up / modification of a PDU session: the SMF needs to interact with MMF in order to send to the AN Data handling control information (e.g. routing information for NG3 establishment to handle UL traffic from the UE, QoS rules, etc.) and needs to receive from the AN DL Data control information (e.g. routing information for the NG3 establishment for DL Data, i.e. User Plane address of the AN for NG3). .

b.
At the release of a PDU session: the SMF needs to interact with MMF in order to remove the AN Data handling control information corresponding to the PDU session in the AN (NG3 tunneling information, QoS Rules, etc.). 

Impacts of MM events:

a.
At the transition from IDLE to CONNECTED: the SMF needs to interact with MMF in order to send to the AN Data handling control information (e.g. routing information for NG3 establishment to handle UL traffic from the UE, QoS rules) and needs to receive from the AN DL Data control information (e.g. routing information for the NG3 establishment for DL Data, i.e. User Plane address of the AN for NG3).. This corresponds to the handling of a MM event requiring the exchange of session related information on NG2

b.
During a Hand-Over : the SMF needs to interact with MMF in order to receive from the RAN the AN DL Data control information This corresponds to the handling of a MM event requiring the exchange of session related information on NG4

NOTE:
The interaction information between MMF and SMF in Handover procedure depends on the detail handover solution discussed in mobility management key issue.
c.
When the UE becomes IDLE, MMF notifies the SMF in order for SMF to modify the settings for DL data forwarding in the NGUP(s). This corresponds to the handling of a MM event requiring the exchange of session related information on NG4

d.
When it is made aware by the NGUP that some DL data has arrived for an UE in IDLE mode (and the UE is not known to be in a power saving state), the SMF interacts with the MMF in order to trigger UE paging from the AN (depending on the type of AN). This corresponds to MM impacts (including NG2 impacts) of SMF events

e.
The SMF may need to interact with MMF in order to be able to control the NGUP(s) based on the power saving state of the UE

f.    When UE sends (non periodic) TAU request to MMF, the MMF may need to notify the SMF so that the SMF can determine whether User Plane Function relocation is required or not (based on SSC mode and on the new user location).
13
The SMF needs to receive an indication of the permanent user identity of the UE having sent a NAS SM message. This is needed for Policy, charging and LI interactions. 
14
When SMF needs to send NAS SM signalling to an UE, it provides information allowing the NAS Front-End in MMF to retrieve the corresponding NAS signalling security context.
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