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Abstract of the contribution: This contribution updates solution 6.5.4 to remove two FFSs in the solution.  
Discussion

This contribution proposes to remove the following FFS from Solution 6.5.4
Editor's note:
How this solution works for traffic which is not first routed to central anchor is FFS.
For flows that are not first routed to central anchor, can be handled by creating the offload tunnel on DNS query response or detection of the very first packet with destination IP@ that belongs to the local data network. In the latter case, the very first packet is dropped, but typically the user will retransmit the packet and by that time the tunnel to the local data network would have been setup.
The following FFS is also removed by adding a statement that the CN-CP may select add a common user-plane node, if needed, before adding the new anchor point in step 7. APN-AMBR will be enforced at this common user-plane node.

Editor's note:
How APN AMBR is enforced is FFS.
Proposal
It is proposed to add the following changes to the TR 23.799 “Study on Architecture for Next Generation System”.
* * * Start of changes * * * *

6.5.4
Solution 5.4: Multiple Tunnel based traffic offload

6.5.4.1
Architecture Description

The solution proposed in this section is based on the architecture diagram in Annex G. The main concept is to offload traffic to an operator's local network based on the creation of secondary tunnel that is anchored at the UP close to the local network. The UE is provided with a UL TFT of the traffic to be offloaded onto the secondary tunnel. The UE then puts this traffic on the newly created secondary tunnel. The solution is depicted at a high level in the figure below.
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Figure 6.5.4.1-1: Tunnel based traffic offload

In this solution, before path optimization both the flows are in the primary tunnel. An IP address is allocated to the UE. Based on information from the user plane anchor about the destination IP addresses used by the UE or just before the start of UE’s traffic to the local data network (eg. based on DNS response or detection of the very first IP packet destined to the local data network), the CP may initiate the creation of a secondary tunnel which will be offloaded at a new user-plane node UP-2. The RAN node is also provided with rules to route the secondary tunnel to UP-2. The UE uses the UL TFT to put packets into the secondary tunnel. This carries the traffic to and from the local network. This traffic is served in the local network itself, i.e. does not leave the operator's local network. The user-plane node 2 performs charging, LI and session bitrate enforcement for locally offloaded traffic. 


Any user traffic not directed to the local network (eg. DNS lookups) are carried on the primary tunnel, e.g. due to matching the *.* filter.
This solution only works for "deducible" IP flows, i.e when a valid TFT can be created and provided to UE to offload the UE's traffic.
Packets may be re-ordered during the path switch of flows between the primary tunnel and secondary tunnel.

6.5.4.2
Function description
The high-level flow for this solution is provided in the figure below.
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Figure 6.5.4.2-1: User-plane path reselection based on multiple tunnels
1.
The UE sends a PDU Session Establishment Request (Data Network Name (DNN)) message to CN-CP. 

 2.
The CN-CP selects CN-U Anchor-1, based on information e.g. DNN, subscription information of the UE, current mobility information of the UE (if available).

 3.
The CN-CP provides forwarding rules to CN-U Anchor 1. The CN-CP subscribes to specific UE traffic events such as access to specific applications/servers, summaries of destination IP address, etc.

 4.
The CN-CP sends a PDU Session Establishment Accept message to the UE. 

 5.
The UL and DL IP Traffic of the UE are via primary tunnel to CN-U Anchor 1. 

 6.
The CN-U Anchor 1 may provide periodic/event-based information about the UE's traffic to CN-CP. This information can include for example, information about destinations/servers/the application information that the UE is accessing. The application information at least includes pairs of OSId and OSAppId which can uniquely identify the application in the UE and is determined by configured rules associating the traffic to a specific application (e.g. based on destination IP address). The signalling traffic between CN-U and CN-CP can be limited by tailoring the event-based notification to be specific to IP addresses of servers in the operator's local network (e.g. for CDNs, DNS response for content hosted in operator's local network). The notification can also be based on detecting of the very first packet destined to local data network based on the destination address or before an IP flow to the local data network may start based on DNS response containing IP address in the IP local network.

7.
Based on the IP traffic information provided from the CN-U, e.g., UE is accessing content hosted closer to another anchor, and other information such as mobility pattern information of the UE, the CN-CP decides that a new tunnel should be created for the UE. Also that this tunnel should be anchored at CN-U Anchor 2.  

If APN AMBR and charging is to be applied across the two networks and a common user-plane node is also needed which is not already in the user path, the CN-CP selects such a user-plane node and adds the user-plane node in this step before proceeding to the next step. If AMBR enforcement and charging are independent for the external data network and the local data network, then such a common node is not required.
8.
If the CN-U Anchor 2 is already in the path of the primary tunnel of the UE, the CN-CP sends a Create session request (Offload flag, DL TFT). The Offload flag is an indication to the CN-U that the tunnel should be offloaded locally. Additional information for charging may also be included. The DL TFT indicates what DL traffic should be included on that tunnel. If the CN-U Anchor 2 is not in the path of the primary tunnel, the message sent by the CN-CP is Create Session Request (IMSI, Offload flag, DL TFT) instead.
9.
The CN-U anchor 2 confirms the setup of the tunnel, including a tunnel information.
10.
The CN-CP triggers the creation of a new tunnel by sending a Session Management Request (UL TFT) to the UE and tunnel setup request (CN-UP anchor 2 tunnel information ) to the RAN. The UL traffic flow template (TFT) is associated with the new secondary tunnel and is an IP filter used by the UE to put UL traffic destined to the local network on the new secondary tunnel. The UL TFT may include the application information. The application information pair corresponding to the OSId of the UE is used for the UE to do the uplink traffic tunnel binding.
11. The AN performs RRC Reconfiguration with the UE to setup a new radio tunnel.

12. The AN sends a Tunnel Setup Response (Second tunnel information) message to the CN-CP.

13. The UE confirms the setup of the secondary tunnel by sending a session management response to the network.

14. The AN forwards the session management response message to the CN-CP.
15.
 The CN-CP sends modify session request message to CN-UP2, including the second tunnel information of eNodeB.
Editor's note:
How the application information is reflected in the DL TFT is FFS.

The local server also now provides downlink traffic to the CN-U Anchor 2 via NAT collocated with CN-U Anchor 2 or a tunnel between local server and CN-U Anchor 2.
16. The CN-UP2 responses the modify session response message to CN-CP.
17. The UL and DL IP Traffic of the UE destined to the local network is sent in the secondary tunnel via CN-U Anchor 2.

6.5.4.3
Solution Evaluation

This solution is based on UE putting the local offload traffic using multiple tunnels (feature already supported in EPC) and does not require any DPI functionality in the access network.
This solution, like Solution 6.5.2, requires additional mechanism (eg. tunnels) for transmitting PDUs from the local anchor to/from the local data network/local application server.
* * * End of Changes * * * *
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