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Abstract of the contribution: The contribution proposes way forward for some specific features of QoS Solutions
Introduction
In this contribution, we propose way forward for some specific features proposed by QoS solutions in the TR 23.799.
QoS Handling for Non-deducible Service Flows

In Section 5.2.1. it is stated that a QoS Framework should support adequate QoS handling for Applications with non-deducible service flows. This requires the utilisation of cognitive network technologies which are capale of identifying Non-deducible service flows by means of pattern detection algorithms. These algorithms are fully capable of identifying applications and application types from encrypted runtime flows during an incubation period at the start of an application session. In many cases, this is the only way to identify non-operator provided applications, such as OTT applications. OTT applications typically consist of a large number of consecutive and short lived service data flows, which have non-uniform QoS requirements. 

The key requirement for handling the QoS of OTT applications is that the QoS requirements of flows within the PDU session need to be communicated even if identification of flows based on filter configurations is not feasible. This is the main reason why we have supported the method of inband signalling of Flow Identification Indicators instead of flow identification based on NG2 signalling. 

Conclusion: We believe that in order to support the QoS handling of applications with short lived service data flows, an inband identification mechanism (such as the FII) shall be added to the 5G QoS Framework. The same framework can be leveraged for data flows from well known applications (e.g. IMS based services).

QoS Authorization Based on Application Requirements
In Section 6.2.1.2.2 QoS authorization based on application requirements is introduced as an enhancement to the current EPC framework. 
This solution requires that the applications are well-known and trusted by the operator and that they are capable of providing QoS requests to the 3GPP network. It can be envisioned that this enhancement could be useful for new types of mission critical applications provided by the operator, where ultra-low latency or ultra-reliability is required. Support for 3GPP specific QoS requests can hardly be expected from OTT application developers. Even if this is supported, the incentive to cheat is present unless penalised:  the best strategy is to ask for higher QoS than necessary in order to make the application attractive compared to competitors applications. 
The fundamental challenge of application provided QoS requests is that the service layer is not aware of the context of the network in terms of traffic loading and of the type of services (of the same user or or other users), which are competing for limited network resources. In order to ensure successful QoS for mission critical applications, the network should complement the service originated requests with monitoring of QoS related KPIs of the given application and dynamically reconfiguring the QoS targets to make sure that the application receives the treatment that it needs, not less and not more. 
QoS requests from untrusted applications also need to be complemented by the identification and monitoring of the given applications in order to make sure that the adequate QoS treatment is provided and that the applications are not asking for excessive resources. 

Conclusion: If applications are able to provide QoS requests to the 3GPP network, it will most likely need to be complemented with monitoring and dynamic reconfigurations of QoS targets within the end-to-end path in order to meet stringent delay and reliability requirements. For OTT applications, the feasibility is somewhat questionable and would need to be complemented with flow identification and QoS monitoring capabilities within the network.  We propose to make this feature optional for 5G QoS framework and consider it mainly for well-known applications.
Required Bitrate
The Required bitrate is defined in 6.2.1.1.3 as the bitrate that is required for the service to be delivered with sufficient QoE. It is a parameter which is used by the AN and the AN tries to support the required bitrate. 
The challenge with the concept of a required bitrate is that it will not guarantee QoE at any given moment for bursty traffic patterns. For example, the bitrate required to provide good QoE during a Facebook session will be variable depending on if the user is e.g. watching videos, playing games or reading a text entry. Indeed, more often than not, there will be no knowledge of the bitrate required by the application or how it will fluctuate during the session. The only way to determine this bitrate is by observing the flow, identifying the application type and by deducing its resource needs from the traffic patterns during the initial phase of the session. 
Conclusion: The definition of the exact required bitrate before the start of the session is not feasible for bursty traffic and optimal usage of network resources requires this target to be reconfigured dynamically during the application session. Some algorithms will be able to deduce the required bitrate from the traffic patterns during the initial phase of the session. In general, the usefulness of such a parameter is not fully clear especially for non-GBR type services. 
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