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Abstract of the contribution: This contribution updates the solution for infrequent small user data transfer via control plane.
1. Introduction
The following changes are proposed in this contribution:

1. Add the details of non-IP data delivery via control plane.
2. Add roaming solution and remove the editor's notes about roaming.
3. Add the solution evaluation of solution 4.19 that applies for key issue 4 on WT 3 “Efficient infrequent small data transfer” of the session management.
4. Add Interim Agreements on Key Issue #4 Session Management for infrequent small data transfer.
In addition, this contribution further clarifies that the CN NF may identify whether the UE requires Real-time MT data transport or non Real-time MT data transport based on, e.g., the UE type or the service type, during the UE SM context establishment. 

· For Real-time MT data transport case, the CP initiates a paging procedure to active the UE, and sends the MT PDU data to the UE.
· For non Real-time MT data transport case, the CP buffers the MT PDU data until the UE becomes reachable again, i.e., when the CP function receives UE request or MO data transport
2. Proposal
It is proposed to update the solution for infrequent small user data transfer into TR23.799.
***** BEGIN 1st CHANGE ***** 
6.4.19
Solution 4.19: Infrequent small user data transfer via control plane
This contribution proposes a solution that applies for key issue 4 on WT 3 “Efficient infrequent small data transfer” of the session management. 
6.4.19.1
Architecture description 
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Figure 6.4.19.1-1: Architecture model for small data transfer via control plane – non-roaming case

In this solution, after UE attaches to the network, the CP NF may set up UE SM context by PDU session establishment procedure initiated by UE via NAS signalling, or the CP NF may set up UE SM context when it receives the non-IP PDU packet originated from UE. During the SM context establishment, the CP NF may identify whether the UE requires Real-time MT data transport or non Real-time MT data transport based on, e.g., the UE type or the service type. The CP NF stores the information in the UE context. The CP then tracks the UE on tracking area granularity as UE is in idle mode.
When a MO PDU data needs to be transferred, the UE sends the data to the CP function via NAS PDU message. After integrity check and decryption, if corresponding session context does not exist in CP function, the CP function performs PDU session establishment and sets up SM context. The CP sends the PDU data to the UP function and then the UP function forwards the PDU data to the DN. For MT PDU data, if the UE requires real-time MT data transport, the CP can initiate a paging procedure to find the AN node that the UE camps on, and sends the PDU data to the AN node then to the UE. If the UE is satisfied with non real-time MT data transport, the CP buffers the downlink PDU data in its local cache, until the UE becomes reachable again, i.e., when the CP function receives UE request or MO data transport.
In home routed roaming case, the user packet is transferred via the vPLMN CP functions and hPLMN CP functions as shown in the following figure.
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Figure 6.4.19.1-2: Architecture model for small data transfer via control plane –roaming case

6.4.19.2
Function description 

6.4.19.2.1
Mobile originated data transport via control plane
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Figure 6.4.19.2.1-1: MO data transport in NAS PDU – non-roaming case
0. The UE attaches to the network. The CP may setup PDU session and perform the IP address allocation according to UE’s request, capability or subscription.
1.
The UE sends an integrity protected NAS PDU to the AN node. The NAS PDU carries the encrypted uplink PDU data. The detail of this step should be decided in RAN WG.

2.
The NAS PDU is relayed to the CP function by the AN node using a NG2 interface message.

3.
The CP Function checks the integrity of the incoming NAS PDU and decrypts the PDU data. 

In case the PDU data is non-IP packet, the CP check if there is a corresponding session context exists for the NAS PDU. If no, the CP function setups session context by performing UP selection and allocate IP address for the UE. The CP function may select the UP function based on the PDU session type carried in the NAS PDU, and sends the PDU session type to the UP function. The UE need not be involved in the procedure.
4.
The CP function sends the PDU data to the UP function according stored UE context using a NG4 interface message. The CP function maintains a short lived association of the RAN node with the UE to assure the acknowledge message can be sent back to the UE.

5.
The UP function forwards the PDU data to the DN.

In case the PDU session type indicates the PDU data is non-IP packet, the UP function shall encapsulate the PDU data into an IP packet. The source IP address should be set as the IP address of the UE, and other IP header information (i.e. destination IP address and port number) can be pre-configured in UP function. 
6.
The AS in the DN may return a DL PDU data, e.g. acknowledgement packet to the UP function.

7.
The UP function forwards the DL PDU data to the CP function using a NG4 interface message. If the destination IP address of the DL PDU data associates with non-IP PDU session type, the UP function removes the IP header of the DL IP packet. In case UE context does not exist in the UP function, the UP function drops the DL PDU data.
8.
The CP function encrypts and integrity protects the PDU data. Then the PDU data are encapsulated in a NAS PDU and sent to the AN node in a NG2 interface Message.

9.
The AN node sends the PDU data encapsulated in NAS PDU to the UE.

6.4.19.2.2
Real-time Mobile terminated data transport via control plane 
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Figure 6.4.19.2.2-2: MT Data transport in NAS PDU – non-roaming case
1. The UP receives a downlink PDU data from the DN. In case the UE context does not exist in the UP, the UP drops the downlink PDU data.
2. The UP function finds the CP function according to context and sends PDU data to the CP function using a NG4 interface message.
3. If the CP function has no association on which RAN node that the UE camps on, the CP function checks UE context and finds out that the UE requires real-time MT data transport. The CP function will buffer the downlink data and sends paging message to AN nodes. 
4. The UE is paged by the AN nodes.
5-6. Upon reception of paging indication, the UE responses to the CP function via AN node.
7. The CP function performs integrity protection and encryption to the DL PDU data and sends it to the AN node using a NAS PDU carried by a NG2 interface message.
8. The NAS PDU with DL PDU data is delivered to the UE by the AN node.
6.4.19.2.3
Non real-time Mobile terminated data transport via control plane 
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Figure 6.4.19.2.2-3: MT Data transport in NAS PDU– non-roaming case
1.
The UP receives a downlink PDU data from the DN. In case the UE context does not exist in the UP, the UP drops the downlink PDU data.
2.
The UP function finds the CP function according to context and sends PDU data to the CP function using a NG4 interface message.

3.
On receiving the downlink PDU data from the UP function, the CP function checks UE context and finds out that the UE is satisfied with non real-time MT data transport. Then the CP function stores the downlink PDU in its local cache, until the UE becomes reachable again. When UE becomes reachable, i.e., the CP function receives UE request or MO data transport as illustrated in Figure 6.4.19.2.2-2, the CP function checks whether it has any valid MT PDU data for this specific UE identified by the identifier included in the received request or MO data. If it is a case, the CP function sends the buffered MT PDU data to the UE.

4.
The CP function performs integrity protection and encryption to the DL PDU data and sends it to the AN node using a NAS PDU carried by a NG2 interface message.

5.
The NAS PDU with DL PDU data is delivered to the UE by the AN node.
6.4.x.3
Solution evaluation 

The solution is aiming at efficient transfer of infrequent small user data transfer via control plane by using NAS message to carry PDU data. The main features of this solution include:
· Reuse existing NAS transferring mechanism, including security and access control, to minimize the additional cost of the system to support infrequent small data transferring. The UP function does not need perform additional security related handling so that the UP function can be simplified.

· The AN node has no UE context which allows to save storage in AN and support massive IoT devices with infrequent small data services.

· For Non-IP case, PDU session can be set up and released on demand. The PDU session establishment can be triggered by the non-IP PDU packet originated from UE which can reduce the UE context storage in CN. IP address can be reused flexibly.

· Support IP and non-IP based data delivery.
· Support real-time downlink data by paging according to the UE service requirement. For services insensitive to real time, downlink data can be buffered without paging so that the UE power can be saved.

· Support bidirectional transmission. 
The problem of this solution is:
· In comparison with the UP-based transfer solution, the data transferring path is longer in the control plane based solution since the packet has to be transferred via CP function then to the UP/AN.

***** NEXT CHANGE *****
8.5
Interim Agreements on Key Issue #4 Session Management

Interim agreements for Key issue #4 Session Management are as follows:

1.
The NextGen system should support multiple PDU sessions via multiple accesses to the same data network or different data networks in the following case 

-
One access network is NG RAN and another access network is non-3GPP access

2.
The NextGen system should support PDU sessions whose traffic is simultaneously carried over multiple access where one access is a 3GPP access and the other is a non-3GPP access 
NOTE: The bullet 2 will be handled in Phase 2.
3.
The User Plane format in NextGen on NG3 shall at least support per PDU Session tunnelling, as described in clause 6.4.10.

Editor's note: User Plane format within the CN is FFS. 

Editor's note: The granularity of the tunnelling for non-3GPP accesses is FFS.
Editor’s note: Whether an additional tunnelling granularity variant will be supported for stationary UEs is FFS.
4.  In NextGen system, the control plane messages including NAS messages and control messages between CP and UP should support infrequent small data transferring.
5 For UE with only infrequent small data transferring services, UE contexts in RAN and CN should be minimized.
***** End of CHANGE *****
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3. UE initiates MO data transport in NAS PDU call flow with CP function, steps 1-5 
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