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Abstract of the contribution: In this contribution, it proposes a new solution to address the authentication framework key issue.
Discussion
In NextGen core, the network slicing concept has been considered as main feature, which is consists of 1) service Instance Layer, 2) Network Slice Instance Layer, and 3) Resource layer. Here, the network slice instance, which is a set of network functions forming a complete instantiated logical network to meet certain network characteristics required by service instance, may be fully or partly isolated from another network slice instance.

Regarding different security context in different network slice instances, the following principles are adopted in NGMN [1]: 

· Security Key Isolation between network slices 
· Different Security Key Updates are applied to network slices 
· Different Security Algorithms are applied to network slices

Accordingly, based on above principles, we would like to represent the high-level solution for supporting network slicing.
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Proposal

It is proposed to approve the following proposals in TR23.799.
/******************* Start of New Text *************/
6.12.X
Solution for security and authentication with Network Slice Support


This solution builds on Solution 12.1 adding additional aspects for supporting network slicing. 
To support network slicing, the authentication security context may be used to derive the network slice dependent security context for the UE.
1) Different security key might be allocated to different Network Slice Instances for support network slicing with common and slice specific functions (i.e. for the slice architecture group B).
The UE may be required to conduct the network slice authentication with a 3rd party if the slice provides services to the 3rd party. The operator providing the slice shall be informed by authentication results and allow the access to the slice on behalf 3rd party.


2) Different NAS/AS security suites might be applied to different Network Slice Instances depending on required security level for network slices.



Editor's note: Whether the authorization and/or authentication is needed per Network Slice Instance (NSI) is FFS.
/******************* End of Change *************/
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