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Abstract of the contribution: This document specifies a solution that enables the network to derive and enforce analytics-based policy rules.
6.10
Solutions for Key Issue 10: Policy Framework

6.10.x
Solution 6.10.x: Analytics-based Policies
Editor's note: The details for this solution can be considered after phase 1.
This solution addressed key issue 10 on Policy Framework and specifies functional elements in this framework that can generate the analytics-based policies. The goal of the analytics-based policies is to enable operators better understand the behaviour of mobile users and accordingly provision the network with dynamic policy that improves the network performance and the user experience.
The solution is based on a functional element in the Policy Framework, referred to as the Analytics Function. The Analytics function takes measurements (also called "usage reports") from the UE and from various network functions, processes these measurements (e.g. by applying Big Data and Analytics techniques) and derives meaningful trends or patterns describing the behavior of the users and their devices. Examples of such trends / patterns are given below.
6.10.x.1
Architecture description
The following figure shows the high-level architecture of the solution.
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Figure 6.10.x.1-1: High-level architecture for analytics-based policies

Elements of the architecture:

UE

The UE collects usage data (aka measurements) and forwards this data to the Analytics function via NGp2.

The UE does not send usage data in real-time. Such data is internally collected in the UE and is sent to the Analytics function in batches, e.g. every X hours when battery is above 50%, or when the size of the collected data exceeds a threshold, etc. The Analytics function provides to UE the events that can trigger the transmission of a usage report which contains the collected usage data, as well as the types of usage data that should be collected by the UE. 
Editor's note: It is FFS which usage data should be collected by the UE.
As an example, a usage report sent by the UE can contain the following usage data:
-
Report duration: 10:35am – 11:35pm
-
Battery level: 65% at 10:47am
-
Battery consumption rate: 8% per hour
-
Battery charging: 11:06am – 11:23am
-
Visited cells: (Cell-1, entry time, exit time), (Cell-2, entry time, exit time), … These cells are visited in Idle mode and thus may not be known to the network.
-
Connected WLANs: (SSID-x, connection time, disconnection time), …
-
Apps used: (YouTube, start time, end time), (Skype, start time, end time), …
-
Location: (X1, Y1, Z1 @ 10:36am), (X2, Y2, Z2 @ 11:14am)
-
Speed: 5Km/h @ 10:38am

NOTE 1:
To address potential privacy concerns, the UE is expected to obtain user’s consensus before sending usage reports to the Analytics Function. 
Analytics Function
The Analytics Function collects the "usage data" provided the UE (via NGp2) and generates Analytics reports, i.e. data that shows meaningful patterns or trends for the mobile user and the UE. These reports can then be provided to the Policy Function (via NGp1) and can be used by the Policy Function to dynamically generate analytics-based policy rules. The Analytics Function is a logical function and can be implemented within the Policy Function, if needed, or in a separate application server.
Examples of UE-specific analytics reports that can be generated by the Analytics function include the following:

1.
"From 5pm to 8pm battery drops to 20% or below"

2.
"Device connects to WLAN SSID-x from 8pm to 6am"

3.
"On weekdays the location of the device follows the same path X"

4.
"Video streaming is used from 9pm to 10pm"

Each one of the above analytics reports can be associated with a confidence value showing how likely the outcome of the report is to happen.

As shown in Figure 6.10.x.1-1, the analytics function may also collect measurements from various network functions via NGp3. For example, a NextGen radio cell may send load data to the Analytics function or a UP element in the NextGen CN may send traffic rate data or traffic type data (e.g. data about streaming traffic, voice traffic, etc.). By using the network provided data, the Analytics function can generate network-specific analytics reports such as:

1.
"From 6am to 9am the average radio resource utilization in cell-x exceeds 90%"

2.
"From 8am to 10am the video streaming rate in area-x exceeds 100Mbps for 95% of time"

Editor's note: The provision of measurement data from various network functions is typically addressed by SA5. It is FFS if this solution should consider measurement data provided by network functions.
Policy Function
The Policy Function receives the analytics reports generated by the Analytics function (via NGp1) or pulls the analytics reports from a data-storage in case these reports are placed in a data store. Based on these analytics reports and their confidence values, the policy function may dynamically generate analytics-based policy rules and provide these rules to UE (via NGp4) or to some network functions (via NGp5). The NGp5 and NGp4 interfaces are considered general policy-provisioning interfaces and may not be specific to this solution. How policy is provisioned via NGp5 and NGp4 is considered a general policy issue and is not specified in this solution.

Some examples of the analytics-based policy rules that may be generated by the policy function are provided below.

1.
Based on the analytics report "From 5pm to 8pm battery drops to 20% or below"

-
The policy function may create routing policy that steers video sessions established by the UE between 5pm and 8pm to a video transcoder configured to apply power-efficient video coding (note that state-of-the-art codecs like the H.264/AVC or HEVC suffer from very high complexity and thus can consume a lot of energy in the UE). Similarly, voice sessions established by the UE between 5pm and 8pm may be enforced to utilize power-efficient voice codecs. In addition, the policy function may enforce new QoS policy between 5pm and 8pm (e.g. apply higher scheduling priority) so that data transfer delay (and hence battery consumption) is minimized.
2.
Based on the analytics report "Device is located in cell-x from 10am to 2pm"

-
The policy function may create paging policy so that the network pages the device only in cell-x (not in a range of cells as usually) between 10am and 2pm.
3.
Based on the analytics report "Video streaming is used from 9pm to 10pm"

-
The policy function may create new policy that optimizes the streaming experience from 9pm to 10pm, e.g. create new QoS policy or invoke a video optimizer.
4.
Based on the analytics report "On weekdays the location of the device follows the same path X"

-
The policy function can predict the location of the UE and can create appropriate paging policy or create policy to optimize the mobility procedures in the network.
Other Functions

The Other Functions (e.g. the Online Charging, the Offline Charging, the billing function, etc.) are shown in Figure 6.10.x.1-1 for completeness. They are outside the scope of this solution.
6.10.x.2
Functional Description

Editor's note: This clause is FFS.
6.10.x.3
Solution evaluation

Editor's note: This clause will contain evaluation on the system impacts, e.g., UE, access network and non-access network.
1

_1529165643.vsd
Policy
Function


Analytics
Function


OCS


OFCS


. . .


Other Functions


Network
functions


UE


Analytics
Reports


Measurements


NGp1


NGp5


NGp4


NGp2


NGp3


Policy
Provision



