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	Reason for change:
	Two requirements have been defined in SA1.

1)The 3GPP core network shall be able to apply traffic steering policies for the third party owned (S)Gi-LAN service functions.

2)The 3GPP core network shall be able to generate accounting information to support accounting between operator and the third party service provider when operators use traffic steering policies to steer traffic to appropriate enablers which are deployed by the third party service provider in (S)Gi-LAN.
For requirement 1), it needs to clarify that service function in the (S)Gi-LAN can be deployed by the operator or 3rd party service provider in 23.203.

For requirement 2), the PCEF/TDF needs to report accounting informaiton for the traffic which is steered to the service function deployed by the 3rd party service provider. In order to eanble the OFCS to identify the accounting information for the traffic which is steered to the service function. The PCRF assigns the traffic steering policy identifier (TSP ID) for a service chaining which will be included in the CDRs by the PCEF/TDF for downlink and/or uplink traffic.

	
	

	Summary of change:
	1. It is clarified that the service function in the (S)Gi-LAN can be deployed by the operator or 3rd party service provider. 1st change and 2nd change cover this point.
2. It is proposed the Service identifier can be different for uplink and downlink direction.
3. The proposal only supports the scenario where the traffic steering control and accounting are co-located.

	
	

	Consequences if not approved:
	It is not clear whether the 3rd party service function can be supported.
And the traffic steered to the 3rd party service function can’t be accounted.
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################################# 1St  Change ####################################
4.8
Traffic Steering Control

Traffic Steering Control refers to the capability to activate/deactivate traffic steering policies from the PCRF in the PCEF, the TDF or the TSSF for the purpose of steering the subscriber's traffic to appropriate operator or 3rd party service functions (e.g. NAT, antimalware, parental control, DDoS protection) in the (S)Gi-LAN.

The traffic steering control is supported in non-roaming and home-routed scenarios only.
################################# 2nd  Change ####################################
6.1.17
Traffic Steering Control

Traffic steering control is triggered by the PCRF initiated request and consists in applying a specific (S)Gi-LAN traffic steering policy for traffic detected based on application level information or service data flow level information for the purpose of steering the subscriber's selected traffic to appropriate (S)Gi-LAN service functions deployed by the operator or 3rd party service provider.

The PCRF uses one or more pieces of information such as network operator's policies, user subscription, user's current RAT, network load status, application identifier, time of day, UE location, APN, related to the subscriber session and the application traffic as input for selecting a traffic steering policy.

The PCRF controls traffic steering in the PCEF, TDF or TSSF by provisioning and modifying traffic steering control information. Traffic steering control information consists of a traffic description and a reference to a traffic steering policy that is configured in the PCEF, TDF or TSSF.

The PCEF, TDF or TSSF performs necessary actions to enforce the traffic steering policy referenced by the PCRF. For enforcing the traffic steering policy, the PCEF, TDF or TSSF may support traffic steering related functions as defined by other standard organizations. The mechanism used for routing the traffic between the service functions within the (S)Gi-LAN, is out of 3GPP scope.

The traffic steering control may be deployed using PCEF only, using TDF only, or using TSSF only, or using a combination of PCEF/TDF and TSSF. When a combination of PCEF/TDF with traffic steering control feature and TSSF is deployed, the PCEF/TDF is utilized for application detection and packet marking while traffic steering is done using TSSF. In this case the PCC/ADC Rules provided to the PCEF/TDF for application detection shall be at application level while the traffic steering control information provided to the TSSF for traffic detection and steering control shall be at service data flow level only.

NOTE:
The above principle also enables a deployment scenario in which the PCEF/TDF acts as an uplink traffic classifier while the downlink traffic classifier, located in (S)Gi-LAN, acts only at service data flow filter level. This deployment scenario is applicable for applications with deducible service data flow filters only. In this case, the PCEF/TDF deduces the downlink service data flow description and communicates the related information to the downlink classifier.
################################# 3rd  Change ####################################
4.2.2a
Charging requirements

The requirements in this clause apply to both PCC rules based charging and ADC rules based charging unless exceptions are explicitly mentioned.

It shall be possible to apply different rates and charging models when a user is identified to be roaming from when the user is in the home network. Furthermore, it shall be possible to apply different rates and charging models based on the location of a user, beyond the granularity of roaming.

It shall be possible to apply different rates and charging models when a user consuming network services via a CSG cell or a hybrid cell according to the user CSG information. User CSG information includes CSG ID, access mode and CSG membership indication.

It shall be possible to apply a separate rate to a specific service, e.g. allow the user to download a certain volume of data, reserved for the purpose of one service for free, and then continue with a rate causing a charge.

It shall be possible to change the rate based on the time of day.

It shall be possible to enforce per-service identified by PCC Rule/per-application identified by ADC Rule usage limits for a service data flow using online charging on a per user basis (may apply to prepaid and post-paid users).

It shall be possible to apply different rates depending on the access used to carry a Service Data Flow This applies also to a PDN connection supporting NBIFOM,

It shall be possible for the online charging system to set and send the thresholds (time and/or volume based) for the amount of remaining credit to the PCEF or TDF for monitoring. In case the PCEF or TDF detects that any of the time based or volume based credit falls below the threshold, the PCEF or TDF shall send a request for credit re-authorization to the OCS with the remaining credit (time and/or volume based).
It shall be possible for the offline charging system to identify the accouting information for the traffic which is steered to service functions deployed by the 3rd party service provider in (S)Gi-LAN based on the corresponding traffic steering policy identifier in the CDR. 
It shall be possible for the charging system to select the applicable rate based on:

-
home/visited IP‑CAN;

-
User CSG information;

-
IP‑CAN bearer characteristics (e.g. QoS);

-
QoS provided for the service;

-
time of day;
-
IP‑CAN specific parameters according to Annex A.

IP-CAN bearer characteristics are not applicable to charging performed in TDF.

NOTE 1:
The same IP-CAN parameters related to access network/subscription/location information as reported for service data flow based charging may need to be reported for the application based charging at the beginning of the session and following any of the relevant re-authorization triggers.

The charging system maintains the tariff information, determining the rate based on the above input. Thus the rate may change e.g. as a result of IP‑CAN session modification to change the bearer characteristics provided for a service data flow.

The charging rate or charging model applicable to a service data flow/detected application traffic may change as a result of events in the service (e.g. insertion of a paid advertisement within a user requested media stream).

The charging model applicable to a service data flow/detected application traffic may change as a result of events identified by the OCS (e.g. after having spent a certain amount of time and/or volume, the user gets to use some services for free).

The charging rate or charging model applicable to a service data flow/detected application traffic may change as a result of having used the service data flow/detected application traffic for a certain amount of time and/or volume.

For online charging, it shall be possible to apply an online charging action upon PCEF or TDF events (e.g. re-authorization upon QoS change).

It shall be possible to apply an online charging action for detected application upon Application Start/Stop events.

It shall be possible to indicate to the PCEF or TDF that interactions with the charging systems are not required for a PCC or ADC rule, i.e. to perform neither accounting nor credit control for the service data flow/detected application traffic, and then no offline charging information is generated.

This specification supports charging and enforcement being done in either the PCEF or the TDF for a certain IP-CAN session, but not both for the same IP-CAN session (applies to all IP-CAN sessions belonging to the same APN).

NOTE 2:
The above requirement is to ensure that there is no double charging in both TDF and PCEF or over charging in case of packet discarded at PCEF or TDF.


################################# End of the Change ####################################
�Needs to be revised according to the conclusion of objective 2





