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Abstract of the contribution: Considering CN-based migration scenario, Interworking scenarios b/w NextGen core and EPC and their considerable aspects are investigated.
Discussion
For the key issue #18: interworking and migration in TR 23.799, the followings are addressed in the paper:
-
For interworking scenarios are investigated. In addition, considerable aspects to support the interworking scenarios are introduced;
Text proposal (all new text)
6.x
Solution for Key Issue 18: Interworking and Migration

6.x.1
Solution x.1 : interworking between NextGen core and EPC 
The solution introduces the high-level solution for interworking between NextGen core and EPC.
Interworking scenarios between NextGen core and EPC to be considered are as follows;
· intersystem changes between NextGen Core/Evolved LTE and EPC/LTE; and

· intersystem change between NextGen Core/New RAT and EPC/LTE. 
6.x.1.1
functional description for interworking
Per UE mobility the mobility & session management mechanisms resolve the following aspects;

· Interworking between EPC/LTE and NextGen Core/Evolved LTE:

i. It is the scenario for intersystem change using the inter-CN interface with or without change of RAT node.

ii. Source system’s security context can be reused for mutual authentication in the target system at least for some duration.

Editor’s note: How to reuse source system’s security context is responsibility of SA3.
iii. Mobility anchor point changes. 

iv. Per application’s characteristics service continuity and session continuity level should be determined.

· When session continuity supported, in case of change from EPC to NextGen Core, PDN anchor point is kept and the data forwarding is made between NextGen UP and P-GW in EPC. In case of change from NextGen Core to EPC, PDU anchor point is kept and the data forwarding is made between NextGen UP and S-GW in EPC.
· When session continuity not supported but service continuity supported, fast session recovery in the target system is needed.

Editor’s note: Which service continuity and session continuity level is used for Voice service is FFS.
Editor’s note: How to support PDN/PDU anchor point preservation during intersystem change is FFS.

· Interworking between EPC/LTE and NextGen core/New RAT:
i. It is the scenario for intersystem change using the inter-CN interface with change of RAT node.

ii. Source system’s security context can be reused for mutual authentication in the target system at least for some duration.

Editor’s note: How to reuse source system’s security context is responsibility of SA3.
iii. Mobility anchor point changes
iv. Per application’s characteristics service continuity and session continuity level should be determined.

· When session continuity supported, in case of change from EPC to NextGen Core, PDN anchor point is kept and the data forwarding is made between NextGen UP and P-GW in EPC. In case of change from NextGen Core to EPC, PDU anchor point is kept and the data forwarding is made between NextGen UP and S-GW in EPC.

· When session continuity not supported but service continuity supported, fast session recovery in the target system is needed.

Editor’s note: Which service continuity and session continuity level is used for Voice service is FFS.
Editor’s note: How to support PDN/PDU anchor point preservation during intersystem change is FFS.

6.x.1.2
Solution evaluation 
Editor's Note: This clause will contain evaluation on the system impacts, e.g., UE, access network and non-access network.
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