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1
Discussion
This document proposes a new solution for KI#1 (Support of Network Slicing). It specifically addresses

· Network Slice Instance Selection and Association (NS_WT_#1); and
· Identifying the approach to enable UE to associate with multiple slices simultaneously (NS_WT_#3). 
The proposed solution is based on the following observations:

· For each application in the UE we may select a network slice that can best serve the traffic of this application. For example, an IMS voice client in the UE is likely served best by a network slice configured to support the Mobile Broadband use case. On the contrary, an app in the UE that operates as IoT gateway (e.g. collects and transmits to a cloud server infrequent data from nearby Bluetooth sensors) is likely served best by a network slice configured to support the massive IoT use case. By having different applications served by different network slices we can optimize the resource utilization in the network and simultaneously meet the performance requirements of the individual applications.
· It is therefore necessary for the UE to provide "assistance information" to the network for network slice selection that depends on the application which requests network connectivity. 
The proposed solution is described below.
6.1.x
Solution 1.x: Network Slice Selection based on Usage Class
This solution addresses Key Issue 1 (Support of Network Slicing) and specifically it considers (a) how the UE derives network slice selection information and (b) how the UE can have multiple simultaneous PDU sessions each one associated with a different network slice.
6.1.x.1
Architecture description
The key aspects of the solution are illustrated in Fig. 6.1.x.1-1 and are further described below.
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Fig. 6.1.x.1-1
1.
Every network slice instance supports one or more Usage Classes. For example, as shown in Fig. 6.1.x.1-1, a network slice instance optimized for massive IoT (mIoT) supports Usage Class x, while a network slice instance optimized for enhanced mobile broadband (MBB) supports Usage Class y. The Usage Class of a network slice indicates the use case that the network slice instance is configured to support, i.e. the type of the network slice instance.

2.
The UE associates every data flow with a Usage Class (and thus with a type of network slice). This association is accomplished by using a Usage Class Selection Policy which is provisioned in the UE and contains a list of prioritized rules matching different data flows with different Usage Classes. For example, the Usage Class Selection Policy may contain the following rules:
a.
Rule 1, priority 1: App-id=com.example.app1, Usage Class=x

b.
Rule 2, priority 2: App-id=com.example.app2, Usage Class=y

c.
Default rule: Usage Class=z
The Usage Class Selection Policy may contain only the default rule in which case all UE data traffic is associated with the same Usage Class.
The Usage Class Selection Policy can be provided to UE by the HPLMN and by a VPLMN. In roaming scenarios, the UE applies the policy of the registered PLMN (RPLMN), if it exists.
NOTE 2:
Since any PLMN can provide policy to UE that includes its own Usage Classes it might not be necessary to standardize Usage Class values that are common to all PLMNs. Each PLMN may use its own proprietary values.


In the example scenario shown in Fig. 6.1.x.1-1 the UE associates the data flow of the IoT app with Usage Class x and the data flows of the web browsing and IMS apps with Usage Class y.
Editor’s Note: It is FFS how the Usage Class Selection Policy can be provided to UE.
3.
When the UE initiates a new data flow and this data flow is associated with Usage Class x, the UE routes the data flow via a suitable PDU session that matches this usage class (if it exists). In the example shown in Fig. 6.1.x.1-1 the data flow from the IoT app is associated with Usage Class x and it is therefore routed via the PDU session 1 that supports the Usage Class x.
-
If the UE has no suitable PDU session matching the Usage Class associated with a new data flow, then the UE requests the establishment of a new PDU session with the Usage Class associated with the data flow. 
4.
The UE provides the Usage Class as "assistance information" for network slice selection. It is used by the network to select a network slice that supports the requested Usage Class. The UE may provide multiple Usage Classes as "assistance information" in order to be connected to different network slices.
5.
The UE may be simultaneously using multiple Usage Classes and it may have multiple PDU sessions, each one associated with a Usage Class. In the example scenario shown in Fig. 6.1.x.1-1 the UE is simultaneously using Usage Class x and Usage Class y and has established three different PDU sessions: one with Usage Class x which is routed via the network slice instance A and two with Usage Class y which are both routed via the network slice instance B. 
6.
When an app in the UE wants to establish a new PDU session, the app itself may indicate a Usage Class for the PDU session. If the app does not provide the Usage Class the UE uses the default Usage Class. The default Usage Class may be determined from the default rule of the Usage Class Selection Policy, as shown in bullet 2 above.
An example of UE procedures is provided below to better clarify the solution.
1.
The UE powers up and provides the default Usage Class (determined from the default rule of the Usage Class Selection Policy) as "assistance information". The default Usage Class may depend on the type of UE (e.g. IoT device, smart phone, etc.) and is used by the network for selecting a network slice instance for the UE. The UE is informed that is it connected to a network slice instance that supports e.g. Usage Class x and Usage Class y. 

2.
A web browser is launched in the UE and initiates a new data flow. By using the Usage Class Selection Policy, the UE associates this data flow with Usage Class y. The UE requests the establishment of a PDU Session for Usage Class y (the PDU session request message includes the Usage Class y). After establishing the PDU Session the UE routes all data flows of the applications associated with Usage Class y (e.g. Internet traffic) within this PDU Session.
3.
Later an IoT app is launched in the UE and initiates a new data flow that is associated with Usage Class z. Since the UE is not connected to a network slice that supports Usage Class z, the UE provides to the network the Usage Class z as "assistance information" to be connected to another network slice. The network connects the UE to another network slice instance that supports the Usage Class z (e.g. a network slice optimized for IoT). After that, the UE establishes a PDU Session for Usage Class z and routes all data flows of the applications associated with this Usage Class (e.g. all IoT traffic) within the PDU session.
6.1.x.2
Solution evaluation

Editor’s Note: The solution evaluation is FFS.
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