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Abstract of the contribution: This contribution proposes updates to solution 11 - MSC Server enhanced for SeDoC to address editor’s notes, e.g. provides flows.
1. Discussion
This contribution adresses the editor’s notes of solution 11, i.e. adds call flows for own subscribers, inbound roamers and outbound roamers.

2. Proposal

It is proposed to add the following solution to the TR 23.719:

Start of Change 
[bookmark: _Toc453071915]6.11	Solution 11: MSC Server enhanced for SeDoC 
[bookmark: _Toc442265954][bookmark: _Toc453071916]6.11.1	Overview
This solution addresses key issue #1, and #3 and #4.
The basic principles of this solution are that 2G/3G CS access is mapped to IMS and PS access uses “native” IMS (VoLTE) but there is a single service domain for both accesses in IMS. The user profile is solely provided by IMS domain.

Figure 6.11.1-.1Services for PS access and CS access in HPLMN IMS
For the migration phase the SeDoC enabled network operator is required to provide legacy support for inbound roamers as shown in figure 6.11.1.2.
Figure 6.11.1-.2 Services for Inbound roamers provided in VPLMN IMS
Long term target is that the service for inbound roamer be provided by the HPLMN, i.e. the VPLMN IMS-GWs (IBCFs) would relay towards home IMS service infrastructure as shown in figure 6.11.1.3. 

Figure 6.11.1.3 Services for Inbound roamers provided in HPLMN IMS.


[bookmark: _Toc453071917]6.11.2  SeDoC Architecture
The basic principles described in previous section require the introduction of a CS access to IMS gateway function (MSC Server enhanced for SeDoC ) and an interworking fucntion (ICS IWF) to the SeDoC architecture. The MSC Server enhanced for SeDoC maps GSM Access procedures to IMS procedures but does not store User Profile Data, i.e. the VLR functionality is extracted and is placed for own users into the HSS and for inbound roamer into an ICS-IWF. By doing this the internal IMS architecture does not need to introduce new interfaces.
Note that a similar architecture was already discussed in 3GPP during the development of TR23.892 [7]. It should be noted that the way the architecture and protocols are specified, the functionality of the gateway can be extracted from an MSC Server and deployed as a separate network element. 


[image: ]


Figure 6.11.2-.1 SeDoC functional architecture 
Note does only show the principle architecture, i.e.it does not show all interfaces.

[bookmark: _Toc453071918]6.11.2.1 Reference points
6.11.3.2	Reference Point MSC Server enhanced for SeDoC - CSCF (I2’ Reference Point)
The I2’ reference point is based on I2 functionality similar to the procedures of P-CSCF – X-CSCF communication. It is used to route session control signalling between the MSC Server enhanced for SeDoC and the IMS, as defined in TS 23.292 [3] and in TS 23.237 [13]. Additionally it supports the combined authentication/registration procedure as speicified in this TR solution 5.
I2’ is used to support the following features:
-	An MSC Server enhanced for ICS and SRVCC, as defined in TS 23.292 [3], TS 23.216 [14] and TS 23.237 [13].
6.11.3.3	Reference Point MSC Server enhanced for SeDoC - TAS (I3’ Reference Point)
The I3’ is based on I3(Ut) functionality similar to the procedures of P-CSCF – AS communication reference point. It is used between the MSC Server enhanced for ICS and the TAS to interwork CS signalling and communication service setting procedures, as defined in TS 23.292 [3].
6.11.3.4	Reference Point ICS-IWF – CSCF (Cx’ Reference Point)
The Cx’ reference point is based on Cx functionality similar to the procedures of S-CSCF – HSS communication. It supports information transfer between CSCF and HSS.
The main procedures that require information transfer between CSCF and HSS are
1)	Procedures related to Serving CSCF assignment
2)	Procedures related to routing information retrieval from HSS to CSCF
3)	Procedures related to authorisation (e.g., checking of roaming agreement)
4)	Procedures related to authentication: transfer of security parameters of the subscriber between HSS and CSCF
5)	Procedures related to filter control: transfer of filter parameters of the subscriber from HSS to CSCF
Further information on the Cx reference point is provided in TS 23.228 [9].

[bookmark: _Toc453071919]6.11.2.2  MSC Server enhanced for SeDoC Features
The MSC Server enhanced for SeDoC terminates CS Access and maps it to respective IMS procedures.
At high level the MSC Server enhanced for SeDoC performs the following functionality on the control plane:
· towards the UE
· terminates the A (GERAN) and Iu-cs interfaces (UTRAN) when the UE accesses via a CS RAT;
· towards the IP Multimedia Subsystem
· Terminates the I2 interface to the x-CSCF
· Terminates I3 to the Telephony Application Server
· towards legacy networks
· terminates the G and E interface towards MSC Servers;
· terminates ISUP signalling towards PSTN.
On the media plane the MSC Server enhanced for SeDoC controls Mc to the Media gateway.
A graphical representation of the MSC Server enhanced for SeDoC is shown in Figure 1.

[bookmark: _Toc453071920]Main differences to MSC Server enhanced for ICS
The MSC Server enhanced for SeDoC is based on the MSC Server enhanced for ICS, associated MGW as defined in TS 23.292 [3], TS 23.216 [14] and TS 23.237 [13] with the following amendments.
Call control solely done in IMS
Call Control (CC) functionality is essentially required only for the A/Iu-cs side of the MSC Server enhanced for SeDoC. Some local call control i.e.to treat “non UE detected emergency call” (Germany: 110) as emergency call and. route to E-CSCF is required. Remaining Call Control functionaliy is done by IMS in the same way as for PS calls. Therefore the MSC Server enhanced for SeDoC behaves as P-CSCF/ATCF from viewpoint of I/S/E-CSCF, SCC-AS and MSC.
Radio Resource Management (RR) and Mobility Management (MM) remain unchanged.
No VLR functionality
MSC Server enhanced for SeDoC does not include VLR functionality, i.e. there is also no D-Interface to the HLR. User Service Profile data and user service profile (i.e. identity, supplementary services) are handled in the IMS domain only. MSC Server enhanced for SeDoC just need to store user data related to radio access and RR/MM/CC procedures (e.g. IMSI, IMEI, TMSI, ....) . 
[bookmark: _Toc453071921]Mapping of CS procedures to IMS procedures
The MSC Server enhanced for SeDoC terminates CS Access and maps it to respective IMS procedures. 
Call Control procedures
Call Control procedures from the mobile CS user interface (A, Iu) are mapped towards IMS interface, i.e. I2 (SIP) towards IMS core in order to support the mapping of 
· MOC & MTC based on A/Iu to respective IMS procedures
· SMS-MO & SMS-MT based on A/Iu to respective IMS/IP-SM procedures
Supplementary Services Management procedures
Supplementary Services Management procedures from the mobile CS user interface (A, Iu) are mapped towards IMS interfaces, i.e. I3-IF (Ut, XCAP) towards IMS MMTEL AS.
Mobility and Authentication procedures
Basic Mobility and Authentication procedures from the mobile CS user interface (A, Iu) are mapped to appropriate procedures towards IMS core (CS network attach (LUP) / IMS registration; Authentication).  For Authentication the MSC Server enhanced for SeDoC processes the user-network signalling received over the CS access  for interworking with IMS SIP and vice versa, especially the authentication vector mapping.. For details refer to solution 5.
[bookmark: _Toc453071922]Mapping of IMS procedures to CS procedures
IMS specific procedures that need to be mapped to appropriate GSM procedures are:
· early media (uni/bi-directional through-connect of media path)
· multiple early dialogues (due to forking on remote side (e.g. MSIM scenario)
· i.e. MSC Server enhanced for SeDoC MSC Server enhanced for SeDoC  serving the originating user needs to map multiple early SIP dialogues to one GSM dialogue towards the GSM device

SRVCC is supported as specified for GSM MSC [14], i.e. via Sv Interface to MME and via I2 Interface to ATCF.  Reverse SRVCC is supported as specified for GSM MSC [14]

CSFB support for Voice and SMS over SGs interface to MME, in case of combined attach to EPC and CS (via SGs), the MSC Server enhanced for SeDoC needs to interact with the IMS core similar as for CS attached voice terminals (e.g. map Location Update to IMS Registration, ....)

[bookmark: _Toc453071923]Procedures which can be handled without IMS interaction
Various MSC-Server procedures which can be handled without IMS interaction remain within the MSC Server enhanced for SeDoC. This includes e.g. handover to/from other MSC Server enhanced for SeDoC or VMSC (original MSC Server enhanced for SeDoC remains anchor after handover).
[bookmark: _Toc453071924]SMS support considerations
In order to properly support SMS a SIP based replacement for MAP based SMS alerting procedures (reachability check) is needed, i.e. to set “not reachable” flag in case of unsuccessful SMS-MT and re-register if user is reachable again.
Upon unsuccessful SMS-MT delivery (no response from terminal) the MSC Server enhanced for SeDoC needs to activate a “Not Reachable” (NR) flag (similar to GSM MSC). In case of “NR flag = TRUE” and receipt of any message from the terminal, the MSC Server enhanced for SeDoC needs to re-register towards IMS-Core.
In case of unsuccessful SMS-MT to an attached user, the IP-SM-GW shall not initiate supervision in packet core network (Sh request to HSS).
After unsuccessful SMS-MT delivery, the IP-SM-GW sets a “Not Reachable” flag. Due to this flag a re-registration (and other messages received from the terminal) will trigger the standard retry mechanisms.

[bookmark: _Toc453071925]Location
MSC Server enhanced for SeDoC provides with PANI header the network provided location information according to cell-id received from radio access network (RAN). This information may be used by applications to differentiate between 2/3G Access via MSC Server enhanced for SeDoC and 4G Access via P-CSCF.
[bookmark: _Toc453071926]CS Data support
CS Data is used analogously to a voice call: A data terminal equipment (modem) establishes a connection to another terminal (modem). The connection setup is controlled by the IMS Core, the data stream can be transported transparently with already available codecs (e.g., “clear mode”/G7.11) 
[bookmark: _Toc453071927]6.11.2.3  MSC Server enhanced for SeDoC Call Flows
6.11.2.3.1  Authentication/Registration for own users not roaming
For authentication/Registration flow for own users not roaming please refer to solution 5 in this TR.
6.11.2.3.2  Originating session for own users not roaming
Session origination for own users is according to 23.292 [3] section 7.3.2.1.2 Origination using I2 reference point
6.11.2.3.3  Terminating session for own users not roaming
Session termination for own users is according to 23.292 [3] section 7.4.2.1.2 Termination using I2 reference point

Editors Note: Originating and terminating call flows to be provided.
6.11.2.3.4  SMS-MO for own users not roaming
[image: Generated by PlantUML]
Figure 6.11.2.3.4 SMS-MO for own users not roaming

1) UE submits the standard CS Short Message to the MSC Server enhanced for SeDoC.
2)	MSC Server enhanced for SeDoC encapsulates the Short Message (SMS-SUBMIT, SC Address) and submits it to the S-CSCF using an appropriate SIP method.
3)	S-CSCF forwards the encapsulated Short Message (SMS- SUBMIT, SC Address) to IP-SM-GW (AS) based on stored iFC.
4)	IP-SM-GW (AS) acknowledges the SIP message.
5)	SIP message acknowledge is forwarded by S-CSCF to MSC Server enhanced for SeDoC.
6)	The IP-SM-GW performs service authorization based on the stored subscriber data. The IP‑SM‑GW checks whether the subscriber is authorised to use the short message service. The IP-SM-GW (AS) extracts the Short Message (SMS- SUBMIT) and forwards it towards the SMS-SC (SC Address) using standard MAP or Diameter based (SGd/Gdd) signalling (as described in TS 23.040 [XX]). 
7)	The SMS-SC sends a Submit report (SMS-SUBMIT‑REPORT) to IP-SM-GW (AS) (see TS 23.040 [XX]).
8)	IP-SM-GW (AS) sends the Submit report to S-CSCF, encapsulated in an appropriate SIP request.
9)	The S-CSCF sends the encapsulated Submit report to the MSC Server enhanced for SeDoC.
10)	MSC Server enhanced for SeDoC sends the Submit report to the UE.
11)	The MSC Server enhanced for SeDoC acknowledges the SIP request.
12)	The S-CSCF acknowledges the SIP request.

6.11.2.3.4 Supplementary Service Execution – Call forwarding unconditional
[image: ]
Figure 6.11.3.4.1: Call forwarding unconditional
User B has activated the CFU service.
1.	UE A initiates a standard CS call setup containing the B-party number.
2.	The MSC Server an INVITE to the S-CSCF with the Request URI set to the B-party number.
3.	The S‑CSCF performs standard service control execution procedures. The URI-B is subscribed to the CFU service. Filter criteria direct the S-CSCF to send theINVITE to the AS. 
4.	Based on the service profile the AS executes the call forwarding unconditional logic. An initial INVITE request including URI-C as destination is sent back to the S-CSCF..
5.	S-CSCF looks up to the HSS to identify the location of User-C 
6.	-7. The communication is routed towards User-C
8.-13. The OK response is sent back to the User-A. 

[bookmark: _Toc453071928]6.11.3  SeDoCArchitecture for Inbound Roamers
For the migration phase the SeDoC enabled network operator is required to provide legacy support for inbound roamers. The architecture proposed in this solution is for the SeDoC enabled visited network to emulate a VLR and allocate to the inbound CS roaming subscriber a temporary IMS identity so that they can also be served by the IMS domain.
CAMEL can be supported by collocating the IP Multimedia Service Switching Function (IM SSF) with the AS. The IM SSF retrieves the CAMEL Subscription Information (CSI) from the ICS IWF at the time of the Attach of the UE. The IM SSF would perform the normal CAMEL requests to the gsmSCF in the HPLMN as specified in TS 23.278 [16].

The detailed architecture diagram is depicted in Figure 6.11.3.1:





[image: ]



Figure 6.11.3.1 SeDoC Architecture for inbound roamer support
[bookmark: _Toc453071929]6.11.3.1 IMS Centralized Services Interworking Function (ICS-IWF) Features
The ICS-IWF is necessary to support roaming sceanrios. Therefore it acts as a
· HSS towards the I-CSCF and S-CSCF in the VPLMN and as a VLR towards the HPLMN HLR and is mainly necessary to support roaming sceanrios. It performs the following functionality:
· Towards the I-CSCF
· terminates the Cx’ interface
· Towards the S-CSCF
· terminates the Cx’ interface
· Towards HPLMN HLR for inbound roamer during migration phase
· Terminates the C interface

The ICS-IWF provides the several roles:
- role as VLR towards HPLMN HLR, i.e. in course of registration the ICS-IWF retrieves the user profile from HPLMN and creates a temporary user profile. The temporary user profile may be updated due to MAP ISD or deleted due to MAP Cancel or IMS de-registration or IMS registration time out.
- role as HSS towards the S-CSCF in VPLMN for local IMS registration.
- role as HLR towards VLR.
- role as AS towards HSS in VPLMN for 3rd party IMS registration to enable terminating session routing to the VPLMN.
[bookmark: _Toc453071930]6.11.3.2  Supplementary Services Management for Inbound roamers
For Inbound roamers the SS Management procedures are mapped as depicted below.

[image: ]
Figure 6.11.3.2 Supplementary services management for inbound roamers

6.11.3.3  MSC Server enhanced for SeDoC Call Flows for Inbound roamer

[bookmark: _Toc453071931]6.11.3.3.1  Authentication/Registration for Inbound roamers
This section provides authentication/registration flows for different network configurations.
6.11.3.3.1.1  Authentication/Registration for inbound roamer in a SeDoC enhanced network
For details on Authentication and Registration of an Inbound Roamer by the SeDoC architecture please refer to solution 10.
6.11.2.3.1.2  Authentication/Registration for ICS inbound roamer in a SeDoC enhanced network



[image: Generated by PlantUML]
Figure 6.11.2.3.1.2: Access procedure for ICS inbound roamer in a SeDoC enhanced network

1.	-7. Same as steps as in solution 5 of this TR.
8.	The S-CSCF identifies the REGISTER as being from the MSC Server enhanced for SeDoC. The S-CSCF requests the authentication info from the ICS IWF which acts as a HSS towards the S-CSCF.
9.-13.The ICS-IWF acting as VLR provides back the Authentication Info parameters from the HPLMN HLR/HSS. The parameters either contains Authentication Triplets (Rand, Sres, Kc) or Authentication Quintuplets (Rand, Xres, Ck, Ik, Autn), for GSM subscriber or UMTS subscriber accordingly. The ICS IWF retrieves the service profile via the D interface, i.e. it behaves like a VLR towards the HPLMN HLR by performing an Update Location Procedure. The ICS IWF creates a temporary record (subscription profile), selects the in the ICS IWF. For invoking other AS(s), the ICS IWF generates the corresponding iFC(s).
14-26. Same as steps 10.-22.in solution 5 of this TR.




6.11.3.3.2  Originating session for Inbound roamer
The Origination session for inbound roamers is very similar to the Origination using I2 reference point as described in section 7.3.2.1.2 in 23.292 [3] with the difference that the S-CSCF and AS is located in the HPLMN.
6.11.3.3.3  Terminating session for Inbound roamer
UEs which have been successfully registered in IMS by the MSC Server have a registration binding at the S‑CSCF containing the MSC Server as the contact address. 
The SCC AS shall be inserted in the IMS session path using the terminating iFC. The SCC AS performs T-ADS for selection of an access and returns information to assist with S‑CSCF selection of a registered contact address. When the T-ADS function selects the MSC Server enhanced for SeDoC, the SCC AS directs the IMS terminating session towards the contact address of the MSC Server.
On receipt of the session initiation message, the MSC Server enhanced for ICS shall perform the necessary interworking between the I2 reference point and CS signalling (e.g. as described in TS 24.008 [5]). The MSC Server shall also control a CS-MGW using the Mc reference point to perform the necessary interworking between RTP bearers on the Mb reference point and CS access bearers and adds the User Location Information (e.g. CGI or SAI) and/or UE Time Zone Information to the response to the session initiation.
The SCC AS selects to breakout an incoming session to the CS domain in case UE is registered in IMS as being attached to the CS network at an MSC Server enhanced for SeDoC. In this case, terminating iFC forwards the call to the SCC AS.
[image: Generated by PlantUML]
[bookmark: _Toc453071932]Figure 6.11.3.3.3: IMS Termination via CS Access for for inbound roamer 
1.	The UE A originates a call in the CS domain to party-B according to standard origination procedures.
2.	The GMSC sends a Send Routing Information (SRI) request to the HLR.
3.-4. The HLR fetches a MSRN from the ICS-IWF acting as VLR by a Provide Roaming Number (PRN) request/response sequence.
5.	 The HLR forward the MSRN in the SRI Res. message.
6.	The GMSC sets up the call towards the MGCF of the VPLMN with the received MSRN.
7. 	The MGCF initiates an INVITE towards the I‑CSCF in the home IMS of the originating user.
8.-9. The I-CSCF retrieves the address assigned to the SeDoC user from the ICS-IWF. For the LIR the I-CSCF uses the called party from the INVITE which is the MSRN. The IWF has assigned this MSRN according to the called user (MSISDN) (step 3,4) and has stored the relation MSISDN/MSRN.
10. . The I‑CSCF routes the INVITE to the S‑CSCF.
11.	 The S‑CSCF performs standard service control execution procedures. Filter criteria direct the S‑CSCF to send the INVITE to the SCC AS.
12.	. The SCC AS performs terminating access domain selection. The SCC AS chooses the CS access network and the MSC Server contact address, amongst the registered contact addresses for the UE B, for the setup of the media. The SCC AS establishes a new session by sending an INVITE to the UE B via the S‑CSCF.
13.	The S‑CSCF forwards the INVITE to the MSC Server based on the contact address stored during registration, using standard IMS procedures.
14.	The MSC Server sends a Setup message to the UE B.


6.11.3.3.4  Call flow including IN
This call flow show the scenario where an inbound roamer is an IN user.
[image: ]
Figure 6.11.3.3.4: Call Flow including IN
During registration the ICF-IWF retrieves the service profile of  UE A which includes CAMEL subscription information (CSI),  the S-CSCF the iFCs to include the IM-SSF AS and the IM-SSF retrieves the CSI via Sh interface from the ICS-IWF during the 3party-registration procedure.
1.	UE A initiates a standard CS call setup containing the B-party number.
2.	The MSC Server an INVITE to the S-CSCF with the Request URI set to the B-party number.
3.	The S‑CSCF performs standard service control execution procedures. Filter criteria direct the S-CSCF to send theINVITE to the IM-SSF AS. 
4.	Based on the CSI the IM-SSF AS triggers a CAP IDP  with B-party number  to the gsmSCF.
5.	The IN service logic is executed and it decides to forward the call to the C-party number and returns  CAP CONNECT message to the IM-SSF AS.
6.	The IM-SSF AS translates the CAP message to an INVITE towards the 	C-party number.
7.	The S‑CSCF  forwards the INVITE accoridng to standard procedures.


6.11.3.4  MSC Server enhanced for SeDoC Call Flows for Outbound roamer
6.11.3.4.1  Authentication/Registration for outbound roamer in a SeDoC enhanced network
[image: Generated by PlantUML]
Figure 6.11.3.4.1: Authentication/Registration for outbound roamer in a SeDoC enhanced network
1.-22. The flow description is according to Solution 5 in this TR.

6.11.2.3.2  Originating session for own users roaming (outbound roamer)
Session origination for own users is according to 23.292 [3] section 7.3.2.1.2 Origination using I2 reference point

6.11.2.3.3  Terminating session for own users roaming (outbound roamer)
Session termination for own users is according to 23.292 [3] section 7.4.2.1.2 Termination using I2 reference point

6.11.4 Impacts on existing nodes and functionality
GSM HLR	
· obsolete for domestic use (after migration phase), 
· no impact for outbound roaming
HSS
· No impact
Legacy GSM MSC, MSC-Server
· replaced by MSC Server enhanced for SeDoC (after migration phase)
CS-MGW	
· no impact
I/S/E-CSCF, BGCF	
· Support of new use cases:
· re-registration for SeDoC user without authentication
MGCF	
· no impact
MMTEL/SCC AS	
Editor’s Note: impact to MMTEL/SCC is FFS

[bookmark: _Toc453071933]6.11.5 Solution Evaluation
Editor’s Note: Evaluation of this solution is FFS.
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