SA WG2 Temporary Document

Page 4

SA WG2 Meeting #115
S2-163696
11 - 15 Jul 2016, Vienna, AT

Source:
Samsung
Title:
Implicit UE Requested QoS
Document for:
Discussion/Approval

Agenda Item:
6.10.2
Work Item / Release:
NextGen / Rel-14

Abstract of the contribution:

Implicit UE Requested QoS improvement
Motivation
Mobile cellular network bandwidth is mostly consumed by OTT content/service providers. The traffic session is dynamically created and deleted. Also because mostly they are using CDN technologies, their contents/applications server’s IP address is not known to 3GPP system before the OTT’s application creates an application session. 

Therefore, it makes 3GPP system very difficult to apply QoS concept to OTT’s application session using current EPC-bearer concept which is based on the exchange of TFT rules.

In Next Gen Study item, UE Requested QoS has been discussed and approved during SA2#115 meeting.
However, there is still an issue in the scenario for implicit UE Requested QoS establishment procedure when the UE sends unclassified uplink data flow(s). In order to identify the QoS policy for the unclassified traffic, the CN-CP function may report it to the CN-CP function. 

In order to solve this problem, it is proposed that the UE selects and triggers for the uplink and its corresponding downlink traffic by marking the uplink FPI as well as RQI to trigger the CN-UP to report it to CN-CP for apply QoS policy. 

The CN-CP and CN-UP communicates only for those traffic which is marked by the UE to avoid the excessive signalling between CN-CP and CN-UP.
Proposed Text
***** Start of Text Modification *****
6.2.4
Solution 2.4: QoS model for QoS Authorization and Request 

6.2.4.1
Architecture description 
Editor's note: This clause will contain e.g., terminology, overview, architecture description of the solution. 

6.2.4.1.1 Functional Architecture

The functional architecture of solution 2.2 is assumed. 

6.2.4.2
Function description 
Editor's note: This clause will contain function descriptions and the interactions among the network functions.

6.2.4.2.1
QoS Pre-Authorization at PDU Session Establishment

Traditionally in EPC, and in solutions 2.1 and 2.2, data flows that require a specific QoS treatment have the QoS authorized by the network based on interaction with an AF.

In certain scenarios, when the UE establishes a PDU session towards a Data Network, the network may have policies associated to the UE subscription profile that indicate that certain data flows are pre-authorized to obtain a specific level of QoS. This may be based e.g. on specific applications in the UE. 

This solution proposes that, when QoS is established (e.g. at PDU session establishment, as in the case of solution 2.1 in 6.2.1.2.1), the CP Function performing QoS decisions provides to the UP function (UP-GW(s)) and to the AN the Authorized QoS (per solution 2.1) or the QoS Policy (per solution 2.2) containing pre-authorized QoS information for specific IP flows. The same QoS information is also provided to the UE. Such pre-authorized QoS information applies to data flows for which no explicit QoS establishment is requested either by the AF or the UE. 

When the UE establishes a data flow for which QoS and sends traffic over the AN, the UE uses best-effort transport over the AN. The AN, detecting that the UE is generating traffic corresponding to a data flow for which a specific level of QoS is pre-authorized performs AN specific actions to establish the resources required to provide such QoS and provides the UE with the information about the resources (e.g. radio bearers in case of a RAN with dedicated bearers). As an example, a RAN for which dedicated bearers are supported may establish a new dedicated bearer the data flow, or may re-use an existing dedicated bearer, inform the UE of what bearer should be used for the uplink traffic belonging to the flow, and use the dedicated resources to deliver corresponding downlink traffic.

If the UE receives from the AN QoS information for a data flow that do not match what the CN provided, the UE uses the information from the AN.  

6.2.4.2.2
QoS Establishment

In addition to solutions 2.1 and 2.2, this solution proposes two additional alternatives for QoS authorization:

-
UE requested QoS: the UE can trigger the establishment of QoS for data flows In reference to solution 2.1 in section 6.2.1.2.2, and solution 2.2 in section 6.2.2.2, instead of the AF triggering the establishment of QoS for data flows that require specific treatment in the network, the UE performs the triggering.When an application in the UE requires specific treatment of data flows, either the application requests to the lower layer a specific level of QoS and provides the data flow descriptor, or the UE may be configured with policies (e.g. provided by the HPLMN or preconfigured in the UE) to associate the application request for transporting data with a specific QoS level. The UE then sends a request to the CP Functions containing the data flow descriptors and the level(s) of required QoS. The UE may send the QoS request before the establishment of the application session.
-
Implicit QoS setup: the UE generates data flow(s) traffic for the application session and transmits the traffic using best-effort transport over the AN. The AN forwards the traffic toward the CN-UP function and uses best effort transport. The CN-UP function detects unclassified uplink data flow(s) and reports it to the CN-CP function providing the data flow(s) descriptor(s). To support such scenario, it is assumed that when the UE establishes a PDU session, the CP-CN function indicates to the UE whether implicit QoS setup is supported for the PDU session. 
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Figure 6.2.4.2.2-1: UE Requested QoS.

1.
The UE attaches to the network and a PDU session between the UE and a data network is requested. 

2.
The UE may establish an application session with a server in the Data Network.

NOTE: Step 2 may take place after step 3a.

3.
Qos establishment is triggered. Either:
3a.
The UE determines that the data flow(s) for the application require QoS and the UE sends an explicit QoS Request to the CN-CP providing QoS requirements for a specific (set of) data flow(s); or

3b. Upon detecting unclassified uplink data flow(s) belonging to one of the rules provided by the policy function, the CN-UP function may report it to the CN-CP function providing the data flow(s) descriptor(s). 
3c. The UE marks the uplink traffic with FPI and RQI to avoid excessive signalling between the CN-CP and the CN-CP. Only for those uplink traffic, the CN-UP reports it to the CN-CP function providing the data flow(s) descriptor(s) for the uplink and its corresponding downlink traffic after validating the FPI which the UE used for the uplink data flows.
Editor’s note: what mechanisms can be used to avoid excessive signalling between the CN-UP and the CN-CP due to unwarranted unclassified flow detections are FFS.

4.
The CN-CP function establishes a session towards the Policy function, invokes the authorization of QoS for the data flow(s), and receives the Authorized QoS for (each) data flow.

5.
The CN-CP function forwards the Authorized QoS to CN-UP. 

6.
The CN-CP function may forward the Authorized QoS to AN. The AN acknowledges the reception and confirms that the Authorized QoS can be fulfilled to the CN-CP. The AN establishes the AN resources required to provide the QoS and may interact with the UE to establish the resources. As an example, a RAN for which dedicated bearers are supported may establish new dedicated bearer(s) for the data flow(s), or may re-use existing dedicated bearer(s), informs the UE of what dedicated resources should be used for the uplink traffic, and uses the dedicated resources to deliver corresponding downlink traffic.
7.
The CN-CP function forwards the Authorized QoS to the UE for classification and for information and possible actions such as rate control.
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