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Abstract of the contribution: This contribution proposes to update the solution 6.2.1 QoS functions and distribution.
Proposal
It is proposed to update solution 6.2.1.1 to include new QoS parameter “Network slice Bitrate” for an UE simultaneously is served by multiple slices with multiple PDU sessions and “Network Slice Priority”  for the priority level of the network slice in the TR 23.799 “Study on Architecture for Next Generation System”.
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< QoS parameter relationship between PDU flow and SDFs>
* * * Start of changes* * * *
6.2.1.1.1
Relation between PDU Flow and Service Data Flow

The PDU flow is a logical packet transport of defined characteristics, i.e. corresponding to the finest granularity of packet forwarding/treatment differentiation a PDU session can offer to a service data flow (SDF). A PDU Session may be associated a number of logical PDU flows realized in the UP layer. An application in the service layer may require one or multiple Service Data Flows that may be mapped into one or multiple PDU flows. For this solutions s a PDU flow between the UE and the CN-UP termination of the operator domain is equivalent to an EPS bearer in the EPS QoS framework. PDU flows may be classified into Service-specific and non-Service-specific PDU flows.

QoS parameters assigned to a PDU flows and /or SDF are enforced by the network functions.    
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Figure 6.2.1.1.1-1: Relation between PDU flow and Service Data Flow
6.2.1.1.2
Application requirements input

Network needs to know the application requirements in order to apply the correct QoS parameters to the Application’s Service Data Flows.

The application requirements information may be provided from the service layer (server or client side):

-
Service identification:

-
How to identify the Service Data Flows associated with the application.
NOTE: The Service Data Flows may be of IP type or non-IP type depending on the PDU session type.
-
Service Behaviour (the behaviour the network can expect from the application), such as:

-
Maximum bitrate per SDF: the Max bitrate that the service is expected to deliver.

-
Service Requirements (the network delivery behaviour requested by the application), such as:

-
Minimum bitrate per SDF: the bitrate that is required for the service to be delivered with sufficient QoE.

-
Delay requirements.

-
Priority between different SDFs within the application.
-
Requested network behaviour with respect to Admission, Retention and Notification.

-
Requested Measurement Window Size, to indicate the condition when observing the service behaviour and requirements fulfilment.
Editor's note: It is FFS if the Measurement Window Size need to be adaptive or can be configured or specified.
Editor's note: The list of service behavior and service requirements is not exhaustive and it is FFS which application requirement input that shall be specified within the QoS framework e.g. which input that is determined to be useful.

6.2.1.1.3
Network Authorized QoS parameters

Based on the subscription, application requirements input from the service layer and QoS configuration as well as operator policies, the QoS parameters for the Network Slice, for the PDU session, for Service-specific and non-Service-specific PDU flows and for Service Data Flows are decided.
QoS parameters per Network Slice:

-
Network Slice Bitrate (NSB): UL and DL authorized bitrate for per the network slice. This parameter defines the aggregated maximum bitrate of non-guaranteed PDU flows for each network slice.  
-
Network Slice Priority (NSP): Network slice of higher NSP may have more resources, higher reliability/availability, and higher survivability in emergency state than lower NSP slice. NSP can be used to distinguish public service, premium service, and emergency services.
Editor's note: It is FFS how to work for network behaviour per Network Slice Instance.

QoS parameters per PDU session:

-
Aggregated maximum bitrate for the session.

Editor's note: It is FFS if some flows should be excluded from the Aggregated maximum bitrate or not.

QoS related parameters per Service-specific and non-Service-specific PDU flows:

-
Traffic Flow templates and filters (when applicable): classifying the service data flow that the QoS parameters applies to. The TFT filter is defined to classify IP and non-IP flows. For example Ethernet flows may be classified based on Ethernet p-bit.

-
PDU Flow Priority: priority per PDU flow for admission to network resources, i.e. how the traffic associated with the flow shall be handled in the AN, at admission and resource mgmt and in CN_UP.

-
Maximum bitrate per PDU flow: UL and DL authorized bitrate value for a single PDU flow. This applies to Service-specific and non-Service-specific PDU flows.

-
Required bitrate per PDU flow: the bitrate (Minimum or Guaranteed bitrate per flow) that is required for the service to be delivered with sufficient QoE.

-
Delivery characteristic per PDU flow: for example packet delay budget, packet loss/late rate. The delivery characteristics may be expressed via a scalar value such as the QCI value, or explicitly indicated..

-
Network behaviour per PDU flow: the expected treatment if the QoS targets represented by the authorized QoS parameters for the flow are not met by the network.

QoS related parameters per Service Data Flow:

-
Traffic templates classifying the service data flow that the QoS parameters apply to. The TFT filter is defined to classify IP and non-IP flows. For example Ethernet flows may be classified based on Ethernet p-bit.

-
SDF Priority: priority per SDF for admission to network resources, i.e. how the traffic associated with the flow shall be handled in the network at admission and resource mgmt and in CN_UP.

-
Maximum bitrate per SDF: UL and DL authorized bitrate value for a single SDF. 

-
Required bitrate per SDF: the bitrate (Minimum or Guaranteed bitrate per flow) that is required for the service to be delivered with sufficient QoE.

-
Delivery characteristic per SDF: for example packet delay budget, packet loss/late rate. The delivery characteristics may be expressed via a scalar value such as the QCI value, or explicitly indicated.

-
Network behaviour per Service Data flow: the expected treatment if the QoS targets represented by the authorized QoS parameters for the flow are not met by the network.
6.2.1.1.3.1
Flow Priority

The Flow priority is a parameter indicating the relative priority of fulfilling the Required Bit Rate and delivery characteristics (delay budget, packet loss/late rate).  It impacts both the SDF/PDU flow admission to resources in the network as well as the distribution of resources for packet forwarding treatment, allowing consistency in admission and resource distribution to fulfil the service requirements.
6.2.1.1.4.2
Network behaviour per flow

Network behaviour per flow shall indicate the following behaviour

-
Admission. If the flow shall be admitted in the network even if there are not enough network resources to fulfil the service requirements (required bitrate and/or delivery characteristics) associated with the flow cannot be met (Keep/Drop)

-
Retention: If the flow can be discontinued to allow the network to admit a flow with higher priority (Retain/May be dropped)

-
Notification. If a network element shall send a notification (to the policy function) if the service requirements associated with the flow cannot be met. (Yes/No)

Editor's note: It is FFS how frequently the network elements indicate repeated failures to meet the service requirements.

The Network behaviour may apply to both the SDF/PDU flow.
* * * End of Changes * * * 
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