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Introduction

This email discussion is aimed at making progress on the topic on Slicing WT1 (i.e. NS_WT_#1)  assuming one UE – one slice and fully separated slices (i.e. a basic model) ahead of the SA2#116 meeting.
	Work Task ID
	Work Task(s)
	Work Task Description

	NS_WT_#1
	Network Slice Instance Selection and Association
	1) Initial network slice instance selection to support UE’s service establishment and re-selection to support UE mobility and other scenarios that are TBD,  

Note: More scenarios beyond the mobility need to be identified that may trigger network slice instance re-selection.
2) Network slice instance identification, 

3) Authorization for UE association with network slice instance 

4) Network assistance information support for UE network slice instance association with corresponding PLMN


The discussions in the next section are based on the observations from the following architecture proposals that some of them have been captured in the TR and some of them were not handled in SA2#115.  
2 Email Discussion

Based on the KIs that were captured in NS_WT_#1 and the architecture proposals that were proposed, the following identifies some of the key topics to be discussed, hopefully, to derive some agreements on those topics. 
2.1 Slice Category 

Qn-2.1-1: 
Do we need to standardize different categories of network slice?   If so, what are they?  
	Company name
	Comments

	ETRI
	No in service/biz model perspective, because it largely depends on operator’s policy.
Yes in architectural view point, if we can identify significantly different way of handling slices or behavior of them, which we don’t know yet.
Please do not make decision on this question yet, leave it as FFS.

	ZTE
	No strong opinion.  Standardizing the slice category only if there is a good use for such info and it is commonly agreed by NextGen operators.  

	KDDI
	We assume that there are two categories of network slice, i.e., isolated network slice, and shared network slice. When we refer to S2-162365 (CMCC, Sprint, NEC, CATT, CATR, Deutsche Telekom, Ericsson), isolated network slice belongs to group A, and shared network slice belongs to group B. In isolated network slice, all network functions are not shared, and UE cannot connect to multiple network slices. In shared network slice, some network functions (e.g., mobility management) are shared, and UE can connect to multiple network slices. In shared network, the operator can make good use of the resource for the network slice. 

	CATT
	Whether and how network should be sliced or not is up to the operator policy. However, logical separation referring to eMBB, CIoT and Critcom in Core Network is necessary to direct certain type of UE to the corresponding Core Network.

	Qualcomm
	We believe that we should standardize a number of slice types in terms of expected behavior, i.e. type of services supported, and the corresponding identification information a UE will use to provide assistance information to the network for slice selection. 

	CMCC
	We understand the “categories” in the question seems meaning scenario. Under this assumption, the categories of network slice should depend on the operator’s preference. However, the 3GPP should discuss the basic architecture for network slice. For example, considering our interim agreement, when the UE needs to connect to one slice, the architecture should support the slice isolation; while the UE needs to simultaneously connect to multiple slices, there should be common NFs between the slices. 

	CISCO
	We believe that whether, how, and for which services/scenarios to create network slices is a decision best left to operator deployments. What falls into SA2's area of work could be to understand

1. Whether allowing such any-to-any combination (meaning mapping any service-set to any combination of network slice(s). Note, the term service here refers to services above 3GPP NextGen Core Network) places restrictions on 3GPP architecture? 
2. Whether the need to support scenarios such as roaming, network sharing etc has any impact to 3GPP architecture wrt network slicing?
In other words, we believe SA2 should aim for an architecture which is flexible enough to allow "Information pertinent to Network Slice Selection" to accommodate both operator-specific, and standardized behaviours. Furthermore, SA2 (even 3GPP) need not be the organization of choice to define the standardized behaviour eg. think GSMA.
Note, we understand "Information pertinent to Network Slice Selection" to mean/include:

· Any Network Slice Selection Assistance Information provided by the UE to the network which can aid the network when perform Network Slice selection including relevant UE capabilities, service information, information provided by the network in previous attachment/session etc.

· Network Slice Selection information used in or by the network. This includes information used to identify the Network Slice(s) associated to a given user, information used to identify the Network Slice Instance(s) (NSI) associated to a given user, and other configuration parameters @ involved NFs.



	Nokia
	We probably need to have provisions for the possibility to standardize Slyce types corresponding to universally supported network slice behaviours from a system standpoint (similar to the concept of CIoT PNB). Which exact slices shall be standardized is still a bit early to say.

	InterDigital
	No strong opinion and this question is best answered by operators. If the UE is only allowed to access one slice, which is the assumption here, then it does not seem to make a difference from a protocol/procedure perspective i.e. the same solution e.g. for registration, would work in both cases.

	Ericsson
	There may well be some typical slices like MBB and CiOT but operators should have the flexibility to decide which slices to deploy in their own  network. Hence some networks may deploy slices that support combination of use cases in one slice and in another network they may be supported in different slices. In addition there may be multiple deployments of the same type of slice in a single NW where different organisations manage and operate each slice.


Summary of Discussions for 2.1: 

· No common view on “what” is Slice Category

· Some consider the Slice Category to be referred as slice architecture models as described in Annex-D, i.e. Group-A vs. Group-B
· More companies provided comments here perceive Slice Category as network service deployment types – i.e. eMBB, CIOT, CritCom etc. 

· Most believe that, whatever it is, it should be mostly upto operators to define, and only a few basic types of Slice Category should be standardized.  However, Cisco believes that, the standardization of Slice Category should be done in GSMA instead of 3GPP. 
2.2 Slice Identification (Related to KI#2)
Two basic approaches were proposed:
a. NSI ID was proposed and UE is aware of it. 

b. No NSI ID need to be aware by the UE.  UE provides only the NSI selection Assistance Info to the Network to support NSI selection. 

c. Any other approach? 

Qn-2.2-1: 
Do we need NSI ID for NSI identification? 
· If Yes, why it is needed?  Do we need to standardize NSI ID?  How to assign it and how to use it (e.g. does the UE need to be aware of it)? 
· If Yes, however, no need for NSI ID standardization, why?  How to assign it and how to use it (e.g. does the UE need to be aware of it)?  How to coordinate between PLMNs to support mobility and roaming?
· If No, why not? What are the issues and/or concern regarding NSI ID?   
	Company name
	Comments

	ETRI
	No. Network operators can provision a variety of NSIs dynamically as their business needs and policy changes. It is not straightforward to standardize NSI IDs for a number of different NSIs. If we want to do it, only a limited number of cases are possible, which results in the limited freedom of development of Apps/services for UEs.


	ZTE
	No.  Similar opinion as ETRI.  However, if company feels strongly for the need of NSI ID, one should prepare proposal to explain how such ID is used and maintained during the inter-PLMN mobility.    

	Qualcomm
	Yes, an NSI ID is needed to identify an NSI and the NSI ID is provisioned to the UE.
A set of NSI IDs is standardized and defined to enable roaming scenarios. Another set of NSI IDs is left unspecified and allows operators to define additional slice identifiers for proprietary deployments and slices. 

NSI ID is provisioned to the device by the network.

	CMCC
	Yes we need slice ID.
Identify the slice service provided by the operator and help the network efficient select the corresponding slice for a UE.
No need to standardize the content of slice ID
Similar as APN we used today, the operator can configure it or be configured even by the user.
There may be certain slice ID used across operators to support roaming (similar as “IMS” APN) but we have no clear use case on this yet.

	CISCO
	We interpret the question to mean "Information pertinent to Network Slice Selection, and UE's awareness of it".
We understand "Information pertinent to Network Slice Selection" to mean/include:

· Any Network Slice Selection Assistance Information provided by the UE to the network which can aid the network when perform Network Slice selection including relevant UE capabilities, service information, information provided by the network in previous attachment/session etc.
· Network Slice Selection information used in or by the network. This includes information used to identify the Network Slice(s) associated to a given user, information used to identify the Network Slice Instance(s) (NSI) associated to a given user, and other configuration parameters @ involved NFs.
For the above, we see two cases:
· For initial requests (used here to mean requests which result in selection of a network slice): We believe that UE may provide information, if either configured with, or previously provided by the network, which assists the network in determining the appropriate network slice(s).
· For subsequent requests (used here to mean requests which result in routing to an already selected slice): We believe that UE may provide information if previously provided by the network, which assists the network in routing the request to appropriate network slice(s).
Please see our answer to Q-2.1-1 wrt standardization aspects.
Furthermore, as illustrated in response to Q-2.8-2, Q-2.8-3, and Q-2.8-7, in order to realize scenarios such as roaming, network sharing etc, we believe that at minimum, Network Slice identifiers (either identifiers in and of itself or combination of parameters identifying a unique slice) (not NSI identifiers) must be known across the involved PLMNs. By this, we refer to identifiers required to identify which Network Slice a given NSI providing the involved services belongs to. Once an NSI is selected for a given UE's initial request, subsequent requests can use NSI Identifier(s) to allow direct routing of the request from RAN to the right peer NF handling the request.
Network Slice identifiers could either be a single Integer value i.e. simple integer as in (e)décor, OR a bitmask, OR multi-dimensional construct (eg MDD per 6.1.2 of TR 23.799) OR multiple individual parameters (eg. UE’s subscription information, UE usage type and service type).

	Nokia
	We believe the UE can assist the network to select the slice it needs (if the UE is configured with a Network Slice Selection Assistance Info which we call MDD, see section 6.1.2 in TR 23.799 for MDD definition). It is possible for a UE to access the network with no configured Network slice selection assistance info (MDD) and then the network provides it to the UE if needed.  However the MDD is not pointing to an instance of slice per se, rather to the blueprint that defines it in a PLMN (or across PLMNs if it is standard). The association of the MDD (NSSAI) to a Slice Instance happens in the RAN and in the Core following processing of messages by the single C-plane entity for the UE in the RAN and core.


	InterDigital
	We don’t think that slice ID per se is necessary. The UE will provide assistance info and register with a network slice. The network would provide a temporary UE ID that should point to the CP function that registers the UE. This function is the termination point of the UE-CN signalling i.e. the UE only communicates with this function e.g. the MM function. With an ID that points to this CP function, we don’t see further need for a slice ID. Of course the assistance info can materialize in the form of slice ID. In this case, it is preferable that a slice ID maps to a well known service or service requirement.

	Ericsson
	Yes, an NSI ID is needed to identify an NSI and the NSI ID is provisioned to the UE.

Some NSI IDs may be standardized (or part of the structure of the NSI ID is standardised) and defined to enable roaming scenarios. Another set of NSI IDs (or NSI ID structure) is left unspecified and allows operators to define additional slice identifiers for proprietary deployments and slices. 

NSI ID is provisioned to the device by the network.


Summary of Discussions for 2.2: 

· Two concepts were discussed here – Network Slice ID (NS ID) and Network Slice Instance ID (NSI ID).  

· Although it is not fully agreed, majority companies which provided the comments refer to NS ID and UE-provided Slice Selection Assistance Information interchangeably, in other words, NS ID is not just a numeric value, rather, it represents the set of information that is provided by the UE to be referred by the network (i.e. RAN and Core) to identify the target Slice Type.    Hence, we may need to decide to refer such information to be referred as NS ID or UE-provided Slice Selection Assistance Information. 
· In general, companies generally agree to use the NS ID or UE-provided Slice Selection Assistance Information only during the Slice Selection (e.g. during UE attach or Service initiation).  Once the Network Slice Instance (NSI) is selected, UE will use the network assigned identifier (e.g. UE’s Temporary ID) to communicate with the NSI. 
· In term of NSI ID, for those companies (i.e. ETRI, ZTE, Nokia and Interdigital) who have opinions, do NOT believe that there is a need to standardize NSI ID and should leave it to operator to decide.   Only QC and E/// suggested to standardize a set of NSI ID to support roaming, but not the contents of the NSI ID.  
2.3 Slice Selector and Network Function Selector for Core Specific Part
Qn-2.3-1:
There were multiple approaches proposed for the location of the Slice Selector and Network Function selector for the Core Network Slice Instance.  What the reason for the particular approach is proposed? 
Option-1: 
Slice Selector resides at the AN and Network Function Selector at the Core, what is the reason for such approach? 

Option-2:
Slice Selector resides either at the AN or at the Core, and Network Function Selector at the Core, What is the reason for such approach?  
Option-3: 
Slice Selector and Network Function Selector reside at the Core, what is the reason for such approach?
Option-4:
Slice Selector at the UE and Network Function Selector resides at the Core, why such approach?

Any other option? 

	Company name
	Comments

	KDDI
	To realize the minimized access dependencies and not to increase the load of RAN, Slice Selector and Network Function Selector should reside at the Core as proposed in Option-3.

	ETRI
	Support Option 3: Core is the best place that can provide enough information for core-part network slice selection. 
(Is it NF selector or NFI selector?)

	ZTE
	Same opinion as KDDI and ETRI.   Yes, indeed, it should be NFI selector. 

	CATT
	Option 3. To minimize access dependency. Furthermore, when subscription data is used for slice selection, for security consideration, the slice selection function should reside at the Core.

	Qualcomm
	Slice selection is performed in RAN based on assistance information provided by the UE (e.g. NSI ID), similarly to the way in eDECOR the RAN performs the CN selection. Performing such function adds no load to the RAN. RAN even in EPC pre eDECOR performs CN selection (specifically MME). Such selection has been extended for eDECOR and can be extended for slice selection.

Slice selection by the RAN is needed also in solutions with common control functions that support multiple slices. In such solutions, the common function support at least mobility management, which means all the slices the UE accesses use a common mobility management model (or the “widest” most generic MM model among the selected slices). For services offered by slices with optimized functionality (e.g. IoT scenarios), the common functions may be optimized to provide services to such slices and may implement different functions. Selecting the appropriate common control function in these scenarios is essential, and such selection must be done in RAN.
Network function selection for functions beyond the “common ones” can be done in CN (in the common functions).

	CMCC
	Support Option 3. The place for the slice selector is a deployment consideration, i.e., in CN or AN.

	CISCO
	We prefer Option 3 with the following clarification:

For initial requests (see our definition in Q-2.2.1 response), RAN may not have the necessary information to route the request to the "right" slice. So, RAN defers this task to Slice Selector Function. Note, this doesn't imply re-directs from "wrong" nodes/slices to "right" nodes/slices occurs.

For subsequent requests (see our definition in Q-2.2.1 response), if RAN has the necessary information to route the request to the "right" NF in the "right" slice, then it does so without the involvement of Slice Selection Function.

	NOKIA
	The RAN is provisioned with a mapping of MDD slice related RAN policies (both behavioural and resource allocation related). The evaluation of the MDD (vectors) may be just on slice Type fields, or on Tenant ID field, or both. For routing purposes, the RAN is provisiones with MDD based tables that would assit in better routing to a Core node.
The binding of a UE the certain slice instances in the core is based on a local RAN decision. Once the binding is performed, the MDD value passed by the core to RAN is assumed to be supported in the network end to end and therefore it is sufficient for the RAN to also locally associate the UE to  RAN slices. Unsupported MDD values in the PLMN are therefore ingored in the RAN.


	InterDigital
	We believe that further clarifications are needed to explain the exact difference between “Network Function” and “Network Slice”. The reason is because a “Network Slice”, once selected, may compose of well defined “Network Functions” and by selection of the slice we are implicitly selecting the functions. However, to provide some feedback, we prefer that the RAN can use some assistance info to select a first CN CP node which in turn can use the same/other assistance info, local policies, etc to further select a “CN slice”. So basically some selection is done at the RAN and another in the CN. The parameters used for selection at the RAN and the CN may not necessarily be the same.

	Ericsson
	Slice selection is performed in RAN based on assistance information provided by the UE (e.g. NSI ID). The assistance information is provisioned to the UE by the CN and the CN have the final say in accepting or redirecting/reprovisioning the UE with new assistance information. This is similar to eDECOR where the RAN performs the CN selection. Slice selection by the CN would also be needed in solutions with common control functions that support multiple slices.


Summary of Discussions for 2.3: 
· It is not easy to summarize the discussions because companies are not using the common terminology of a network slice.  Some companies focused on the consideration of the core part of the slice selection, while other considers the e2e slice.

· Never-the-less, majority of the companies, except for QC, who provided the comments prefer the Slice Selector, which is actually, the NSI selector to be resided in the Core so that, it is easier to be associated with the security function and the subscriber data to make the NSI selection decision.  Once the selection is done, the result as well as the UE association info with the NSI will be provided to RAN and subsequently to the UE.  Given the Network Function Instances (i.e. NFIs) are part of the NSI, it seems to naturally deduce that, the NFI selector is also preferred to be resided in the Core.  

· However, several companies such as QC, Cisco, E///, Nokia and Interdigital all agree that RAN is responsible to refer to the UE provided info to perform the CN selection for the network slice. Both E/// and QC consider the CN selection is part of the NSI selection, hence, QC proposed to have the NSI selection to be done in the RAN and NFI selection to be done in the Core.       

2.4 Slice Selection Assistance Info (Related to KI#4) 
Qn-2.4-1: 
What is Slice Assistance Info?   Why it is needed?  How it is used? 
The following are some proposals ……

	Solution-2 (from Nokia) 
	Comment/
Question

	Multi-Dimensional-Descriptor (MDD): multi-dimensional descriptor of a slice. This is typically composed of a field that identifies Application (e.g. a popular OTT service) or a tenant (e.g. a Certain company that requires certain minimum resources in the network) and then a Service Descriptor/Slice Type (which may be standard –e.g. eMBB, mMTC, criC - or operator specific). Both may have default values. The MDD selects slices in the core and in the RAN.
NOTE: If the UE is not configured with an MDD, the network may provide a default one at attach time based on UE subscription information and other criteria as discussed below.
	InterDigital: need to further clarify which part of the MDD is used at the RAN and which part is used at the CN.


	S2-162551 proposed by Joint - ETRI, KDDI, Interdigital, Oracle, Samsung, ZTE
	Comment/

Question

	NG Service Assistance Information may include UE’s capability, UE’s location (based on the UE’s serving access), RAN type and the NG Service Type information
	


	S2-162339 proposed by QC
	Comment/

Question

	The UE-based assistance info may include: for CN common serving node selection,  DCN ID, UE capability; for NSI selection, a Data Network Name (e.g. an APN) and a Subscription Identifier identifying the subscription that the UE uses to access the requested NSI 
	


	Company name
	Comments

	KDDI
	Slice assistance info means the information on which the proper network slice is selected by the network. This information is required to select the proper network slice for UEs. The network knows it through subscriber repository (e.g., HSS) or from the signaling messages sent by UEs. We consider that all the information proposed by above three contributions are useful as Slice assistance information, because the operator would like to use the various information based on the policy.

	ETRI
	"Slice selection assistance information" which includes multiple dimensional parameters of service, application, UE, subscription, and (operator's resource management policy).
We don’t know yet what kinds of information are needed specifically and also where each of the information is given from. So, leave the slice selection assistance information as an umbrella terminology for now, and then FFS.

	ZTE
	Same opinion as KDDI and ETRI. 

	CATT
	Slice selection assistance info includes UE provided info and network provided info:
1. UE provided info includes UE capability, UE requested service and UE mobility.
2. Network provided info includes subscription data, operator policy, network capability and info from the third party.

	Qualcomm
	Slice selection assistance information helps the network in selecting the appropriate serving nodes in two ways: helps the RAN identify the correct CN serving node, and helps the CN in possibly re-routing to another serving CN node. 
Such information contains identifiers provided by the network (e.g. configured in the UE) and information provided by the UE about its capabilities. 

	CMCC
	We propose to use simple, clear, few parameters to do slice selection, e.g., slice ID.

	CISCO
	Please see our response in Q-2.2.1.

	Nokia
	Yes, MDD is the Network slice selection assistance info to us. Of course the NSI selection in core receives other inputs to verify a certain MDD value can be bound to a certain UE to a certain NSI.

	InterDigital
	Assistance info that will at least describe the general service type e.g. eMBB, MTC, etc, and other parameters that can define specific settings for the device/service. For now these additional parameters should be left as FFS.

	Ericsson
	Same view as Qualcomm


Summary of Discussions for 2.4: 
· In general, companies who provided the comments agree that, there are two parts of the Slice Selection Assistance Info – UE-provided and Network-provided.  However, there is no agreement on what exactly are the set of information to be part of the Slice Selection Assistance Info.     
· As described in 2.2 above, many companies consider the use of the UE-provided Slice Selection Assistance info interchangeably with NS ID.  Such info is used by the RAN to identify the UE’s serving CN that hosts the NSI.  
2.5 Common Control Network Functions Support for Slice and NF Selections (Related to KI#1)
The Common Control Network Functions as referred here are fundamental NFs that are “common” control network functions within the NextGen core and are NOT specific for a particular Network Slice Instance).  The considerations of defining this set of Common Control Network Functions are related to the KI#1 and KI#3 above. 
Qn-2.5-1: 
What is the relationship of this set of Common Control Network Functions w.r.t. the core part of the Network Functions in the NSI?   The following are some proposals ….
	Solution-1 (from HW) 
	Comment/

Question

	· Consisting of Slice Selector Function (SSF), Authentication/Authorization, Mobility Management and Subscriber Repository
	


	Solution-2 (from Nokia) 
	Comment/
Question

	· Part of the NAS signaling handler/Front End  
	Yes, burt also supports MM, NSI selection, AA


	Solution-3 (from DCM) 
	Comment/

Question

	Common C-Plane Functions to multiple Core Network Instances can be:

-
Authentication function (AU): AU is responsible for authenticating and authorizing the UE to attach to the operator’s network. It also provides security and integrity protection of NAS signaling.

-
Mobility Management function (MM): MM is responsible for UE registration in the operator’s network (e.g., storing of UE context) and UE mobility support (e.g., providing mobility function when UE is moving across base stations within the operator’s network).

Editor’s note: Whether there are more C-Plane functions to consider as a common C-Plane function for multiple Core Network Instances or a dedicated C-Plane function for each Core Network Instance is FFS.
	


	S2-1625521 proposed by Joint - ETRI, KDDI, Interdigital, Oracle, Samsung, ZTE) 
	Comment/

Question

	The CCNFs are the fundamental control plane network functions in the NextGen Core.  CCNFs are not specific to a particular network slice instance’s service execution and are external to C-NSI.   The CCNFs are:  Subscriber Authentication & Registration Management, Network Slice Instance Selector (NSI Selector) and NAS Routing Function.  
	


	S2-162339 proposed by QC
	Comment/

Question

	· CP selection function for CNI-specific CP functions may be located in either the AN or the MMA function. This is to enable minimizing the amount of information to be configured in AN in order to perform CP function selection for the various CNIs. Since MMA is selected based on the specific CNI selected to serve the UE, it can be assumed that the MMA is configured to perform CP function selection of CNI-specific functions for the corresponding CNI
	


	Company name
	Comments

	ETRI
	Beforehand, we need to clearly define the terminology. Our understanding is as follows:
= common control NFs
  - a collection of essential CP NFs to *every* service (or slice)
  - maintains a global state of the core network
  - front-end point of core network
  - whose instances cannot be customized or terminated
  - e.g., authentication/authorization to core network, NSI selector, NAS routing
= slice-specific NFs
  - a collection of CP/UP NFs which can form a slice by network slice blueprint
  - maintains the local state of a slice (or service) 
  - can be customized according to service characteristics
  - can be dynamically instantiated/scaled/terminated according to the policies given in network slice blueprint
= shared NFIs
  - in case of UE’s multiple associations to different slices (but not limited to)
  - can be used by multiple slices sharing the same states and information

	ZTE
	Similar idea as ETRI, with some additional considerations below:
· Common control NFs should be NextGen operator’s domain specific in order to support network sharing (e.g. MOCN scenario).  It is because, Network sharing core operators may have their own policies and configurations to decide on the core part of the network slicing deployment.  


	CATT
	Common Control Network Functions include authentication, message routing, and mobility management.

	Qualcomm
	The Common Control NFs are shared by all the NSI accessed by a UE. The Common Control NF performs NSI selection. All signaling between the UE and the NSI NFs is routed via the CCNF. CCNF must perform at least UE authentication for access to the MNO resources (including distribution of security material to RAN for signaling protection over the radio, similarly to EPC), signaling routing between the UE and the NSI NFs, mobility management. CCNF also performs “QoS implementation”, i.e. all the QoS related functions where an NSI may request QoS to the RAN must involve the CCNF, which acts as arbiter to authorize the actual usage of the MNO radio resources.

	CMCC
	We consider the common NF discussed here is handling a UE simultaneously access multiple slices. We should identify the minimal set of the network function. We tends to agree with Solution 1 analysisas above.

	CISCO
	Network Slicing is an optional feature. Therefore, by extension, any Common Control Functions (CCFs) resulting from it is also optional. With that understanding, CCF can include Mobility Management (MM) NF, Authentication (AU) NF, and Slice Selector Function. Whether SM NF can be included in CCF depends on the outcome of SM_WT_#2 within KI#4(SM). Whether Policy NF and other NFs such as the ones which performing Charging, OA&M, LI etc (not under SA2's scope) is FFS.
If for a given user, no CCF exists, then Slice Selector Function is a standalone Network Function. It may be co-located with MM NF, but that is a deployment option.

	Nokia
	The CCNF is what is needed to serve e.g. a UE that just attached to the network and selected one slice, eacept the UP component, service layer components and maybe the SM component if the SM is part of slice specific functions (TBD)

	InterDigital
	The common function is responsible for Mobility Management (e.g. registration, context, etc), Authentication, and optionally further (CN) slice selection. This function should also be responsible for transporting other signalling between the UE and the other CN CP functions e.g. SM messages.

	Ericsson
	The Common Control NFs are shared and resides in all the NSIs accessed by a UE.

The CCNF is the termination point for the NG NAS signalling. 

The Common Control NF performs NSI selection. 


Summary of Discussions for 2.5: 
· In general, companies who provided the comments seem to agree the concept of Common Control Network Functions (CCNFs) as the fundamental set of NFs in the NextGen core to support UEs for network slicing.   
· Also, majority of the companies seem to agree to include Authentication, NSI Selector, NAS Routing function and the MM function as part of the CCNFs at the minimum.  Other NFs, e.g. SM function would be FFS.   
· E///, however, considers the CCNF to be part of the NSI.
2.6 Slice Selection Procedures (Related to KI#1 above)
Qn-2.6-1: 
How should the slice selection/de-selection and association/dis-association procedures related to UE attachment, TAU/RAU and service request etc. procedures? 
The following are some examples from the proposals in the TR and proposals that were not handled in SA2#115.  
	Solution-2 (from Nokia) 
	Comment/
Question

	Attach Procedure

A default Common Front-end (i.e. common NG2+NAS Handler) is assigned to the UE by the RAN (no mention on what is the RAN NF that is responsible for such Front-end selection).   However, if the UE provides Requested MDD, the Requested MDD may be used in the RRC layer to further enhance the routing of the Attach request. 
Once the UE is successfully authenticated, and the Handler decides the initial set of slices the UE can use based on an evaluation of the Requested MDD, subscribed MDD and UE capabilities. The following applies:
- if the UE did not provide the Requested MDD, the network assigns the UE to the default slice(s)
- if the UE did provide the Requested MDD, the network assigns the UE to the slices the UE is authorized to use among the requested slices
- If some Default Slice was missing from the requested MDD, the UE is also assigned to these slices.

If the UE provides an indication of initially required MDD, then the network checks the UE is allowed to access the related slice(s) and if the check is successful it returns the same MDD values (or if policy has changed for the UE, different values) for subsequent usage. 

In this step, the UE may also be allocated to a different Front-End (i.e NG2+NAS Handler) than the one the RAN had selected. In this case, the Temporary ID assigned to the UE is associated to this new Front-end. The temporary is included in the Attach accept message sent to the UE.

Re-attach Procedure 

NAS transactions subsequent attach procedure will include the Temporary ID and the MDD in the RRC layer if these eventually result in slice specific resources to be required or other slice specific outcomes. For non slice specific transactions this is not needed and a default RRC handling applies.

“No” Distinct Service Request
	I think this reattach was a bit overinterpreted (not sure it was include in our proposal either are we included subsequent procedures only).
Of course if there is an active RRC connection we include the additional MDD in NAS messages and the core then reports the outcome to rAN in the NG2 message.


	Solution-3 (from DCM) 
	Comment/

Question

	MM Attach (for new slice instance)

· The Network Slice Selection Function (NSSF) is responsible for selecting which Core Network Instance to accommodate the UE by taking into account the UE's subscription and the specific parameter, e.g. the UE Usage Type.
· This operation is to select the initial set of C-Plane functions for the first Core Network Instance 
· Once the initial Core Network Instance is selected, the Authentication/Authorization will then be applied to authorize the UE access to the Core Network Instance. 

New Service Request (for add new slice instance)
· UE request for a new communication service with new service type 
	


	S2-162552 proposed by Joint - ETRI, KDDI, Interdigital, Oracle, Samsung, ZTE
	Comment/

Question

	Attach Procedure

· UE initiates NGNAS Attach Request to establish connectivity with the NextGen Core over the RRC connectivity.  As part of this, the NextGen Access selects the appropriate CCNF for the NGNAS Attach Request.  The CCNF selection may be based on network topology, the location of the UE and the local policy of the NextGen Access.   Part of the CCNF selection also identifies the “assigned” Slice Selector for the UE. 
· Once the UE is successfully authenticated and the security association is established with the NextGen Core, a  unique temporary identity similar to the concept of Global Unique Temporary Identity (GUTI) which is referred as Enhanced GUIT (eGUTI) is allocated to the UE by the Subscriber Authenticator of CCNF.   This unique temporary identity is to identify the UE’s serving CCNF and to locate the UE’s context.
Re-attach Procedure

Not specified

New Service Request (for requesting slice instance for both CP & UP NFs)

UE initiates NG Service Session Request to its serving CCNF.  UE includes its UE Type, UE Capability, eGUTI, target NG Service type and the Network Service Assistance information, if any. 
NSI Selector of the CCNF refers to the UE’s capability, UE’s location (based on the UE’s serving access), and the NG service assistance information provided by the UE as well as the operator’s policy to select the appropriate C-NSI.  It then triggers the C-NSI Service Initiation Request towards the target C-NSI.  

The selected C-NSI triggers the NSI Service Session Establishment/NG Service Session Establishment procedures between its network functions, NextGen Access and the UE.
	


	S2-162339 proposed by QC
	Comment/

Question

	Attach Procedure (for new slice instance)

· UE performs access-specific procedures to perform CNI selection which may include the pre-configured DCN ID. As an example, an IoT device provides the DCN ID for IoT. The UE may otherwise be configured to provide a default value of the DCN ID, or may provide no DCN ID. 
· AN uses the DCN ID to select the common core CP MMA function to serve the CNI indicated by the UE. If the UE has provided no DCN ID, the AN selects a default common core CP MMA
· AN forwards the Attach request to the selected MMA
New Service Request (for adding new slice instance)

· Session Management Connectivity Request that may include DCN ID corresponding to the requested CNI, and may also the APN, Subscription Identifier
	


	Company name
	Comments

	ZTE
	As described in S2-162552 above, the NSI selection and association can be executed during the UE attach procedure or standalone.  Never-the-less, the NSI selection/association should be done only after the UE is successfully authenticated by the corresponding NextGen system.   Once the UE is associated with a NSI, a temporary identifier (e.g. eGUTI) will be assigned to the UE to identify the UE’s serving CCNF and to locate the UE’s context w.r.t. to the selected NSI.  Such information is necessary to support TAU/RAU and subsequent service request procedures as well as to support specific NSI dis-association procedures.   In case of UE detach, all the UE’s associated NSIs will also dis-associated before detaching the UE. 


	CATT
	Attach procedure: the UE is authenticated to access the network and registered in the network.
PDU session establishment: during this procedure, a slice is selected, and a SM function in this slice is used to establish the user plane path for the request PDU session. When the SM function receives the request, the authentication and authorization may be executed.

	Qualcomm
	Selection of serving CCNF is performed at attach. Slice selection for NSI NF selection is performed independently of the attach procedure (e.g. during PDU Session establishment).

A temporary ID is provided by the CCNF to the UE for mobility management procedures like TAU/RAU/SR. the temporary ID identifies the serving CCNF, not the NSI NFs. A (temporary) ID may be allocated to the UE for the NSIs (FFS). 

Procedures such as TAU/RAU/SR do not impact the UE connectivity to the NSIs, unless a UE moves to an area where, for any reasons, the serving CCNF cannot support a specific NSI, in which case the NSI is disconnected and the UE is informed.  

	CISCO
	Please see our response in Q-2.2.1.

	Nokia
	To add a new slice or remove it we need an MM procedure execution. 

	InterDigital
	Assistance info from the UE leads to selection of a common/shared CP function. This function registers the UE and provides a temporary UE ID that points to it. Other requests e.g. SM, will then cause the common/shared CP function to select a slice when initiated by the UE. Authorization will be needed to pursue a certain SM function (in the CN slice) that has been selected.

	Ericsson
	Selection of serving CCNF is performed at attach. Slice selection for NSI NF selection is performed independently of the attach procedure (e.g. during PDU Session establishment).

An NSI ID is either pre-provisioned in the UE and/or provided by the CCNF, which is used by the RAN to route to the CCNF.


Summary of Discussions for 2.6: 
· In general, companies support the CCNF selection during the UE attach but to have separate procedures for NSI selection.   However, NSI selection could be also immediately triggered after the CCNF selection during the UE attach.   
· The slice selection assistance info is used only during the CCNF selection (i.e. for target CN selection).  Once the NSI is selected, the UE’s temporary ID is used for supporting the UE communication with the selected UE’s serving NSI, such as to support TAU/RAN/SR operation
2.7 Slice Authentication and/or Authorization (Related to KI#3 above)
Qn-2.7-1: 
What is the relationship between UE authentication/authorization w.r.t. slice authentication/authorization?  
The following are some examples that have been proposed: 
	Solution-1 (from HW) 
	Comment/

Question

	· Slice specific authentication and authorization may be required when slices require different levels of security
	


	Solution-2 (from Nokia) 
	Comment/

Question

	· Only UE authentication and authorization were mentioned
	


	Solution-3 (from DCM) 
	Comment/

Question

	· Only UE authentication and authorization were mentioned
	


	S2-162551 proposed by Joint - ETRI, KDDI, Interdigital, Oracle, Samsung, ZTE
	Comment/

Question

	· Only UE authentication and authorization were mentioned
	


	S2-162339 by QC
	Comment/

Question

	· The MMA triggers the UE authentication based on the credentials provided by the UE. Successful authentication generate a common access security context that the MMA provide to the AN to protect signalling over the AN and between the UE and the MMA.
· The CP-CN SM may trigger a UE authentication to authorize access to the CNI. If the UE has provided a Subscription Identifier, the CP-CN SM interacts with a Subscriber Database to retrieve the UE profile and perform the authentication. The UE may provide in the Subscription Identifier the same UE identity that it provided to the MMA upon attachment, in which case the CP-CN SM may not trigger a UE authentication.
	


	Company name
	Comments

	ETRI
	Separate UE authentication/authorization case for operator’s CN common functions from those for MM & SM cases. Former is for CCNF, the latter is for those inside the given slice instance. Termination points are different.

	ZTE
	Agree with ETRI

	Qualcomm
	The UE authentication with CCNF authorizes the UE to access the MNO resources and provides a secure signalling framework over the AN. It does not automatically authorize access to a specific NSI.
When connecting to an NSI, the CCNF authorizes the establishment of the connectivity to the NSI based on the UE subscription profile and CCNF policies. During the establishment of the connection with the NSI, the UE may be additionally authenticated if access to the NSI depends on a subscription/agreement with a separate provider/tenant. The additional authentication is between the UE and a NF in the selected NSI. 

	CMCC
	We agree the authentication/authorization may be different in different slices. Such differentiated authentication/authorization is done after the corresponding slice is selected. There should be no slice + UE  authentication/authorization.

	CISCO
	Historically, in 3GPP architectures, once the UE accessing the network via a certain RAT, is authenticated (eg SMC procedures for E-UTRAN), access to (network) "services" (eg EPS Bearer Service) provided by subsequent network nodes (eg SGW which serves as mobility anchor, PGW which provides IP address) etc doesn't require further authentication and authorization.
We assume if operator choses to deploy a network slice, it is with very good reasons. Network Slice is expected to comprise of NFs. These NFs are part of the operator PLMN. Therefore, we believe that authentication and authorization conducted at the time of UE's initial access, via a given AN, to NextGen Core Network is sufficient enough. A slice-specific UE authorization is not required.

	Nokia
	Slice specific AA is needed only to access certain slice specific functions after the NSI for the slice has been already allowed to be accesed by the PLMN. So AA by PLMN is sufficient to access a slice but if extra level of auth was needed is part of slice specific operartion and we can support it in slice related signalling procedures.

	InterDigital
	Authentication happens when the UE first registers with the common/shared CP function, regardless of the selection of additional CN slice. When selecting a CN slice (i.e. “behind” the common function), then authorization is performed to make sure the UE is allowed to access this slice.


Summary of Discussions for 2.7: 
· In general, all companies, except for Cisco, who provided comments seem to agree that there should be separate authentication/authorization for the UE to access the NextGen system from the UE to access network slice.  However, for the slice access, several companies believe that, only the UE authorization, if needed, is sufficient because the UE has already been authorized by the NextGen system. 
2.8 Miscellaneous (Adding Frank’s questions for considerations)
Questions for slicing starting with assuming that at least for the CN part there are fully separated/isolated slice instances for starting with a more scoped scenario.

Qn-2.8-1:
Can we assume that it is completely up to the operator to decide for what purposes a NW slices is instantiated? E.g. that an operator who deploys multiple NW slice instances may have specific slices instances for specific business agreements (e.g. SLAs), for specific service types or scenarios and for combination of both?
	Company name
	Comments

	Qualcomm
	An operator may define and support slices that correspond to specific SLAs with third parties, in which case a network slice is defined to support only the services of such third party. Typical example is public safety.
In addition, an operator may define and support a network slice that supports various services corresponding to SLAs with multiple parties. In such scenario, the network slice supports NSIs corresponding to different SLAs, one NSI for each SLA. 

	CISCO
	Please see our response in Q-2.1-1

	Nokia
	Yes, the MDD allows to describe slices that are differentiated both for SLA and behavioural criteria.

	InterDigital
	Agree with Qualcomm

	ETRI
	Yes.


Summary of Discussions for 2.8.1: 
· Unanimous agree that, the operator has full control on the instantiation of a network slice according to specific business agreement.
Qn-2.8-2:
Assuming answer to Qn-2.8-1 is yes, can we assume that “Slice [instance] IDs” are only unique for the NW slice instances that are within an operator’s network/PLMN?
	Company name
	Comments

	Qualcomm
	It depends on how we define slice ID. Slice ID has two components: one specific to the “type” of slice/service supported (which can be generic and even standardized), and one specific to the service/SLA defined in the previous question. The latter part may be unique within an operator network/PLMN, or may be usable by the UE in multiple PLMNs (i.e. when roaming)

	CISCO
	Please see our response to Q-2.8-1. Furthermore, in order to realize scenarios such as roaming, network sharing etc, we believe that at minimum, Network Slice identifiers (either identifiers in and of itself or combination of parameters identifying a unique slice) (not NSI identifiers) must be known across the involved PLMNs. By this, we refer to identifiers required to identify which Network Slice a given NSI providing the involved services belongs to. Once an NSI is selected for a given UE's initial request, subsequent requests can use NSI Identifier(s) to allow direct routing of the request from RAN to the right peer NF handling the request.
Note, this assumes a difference between Network Slice, and NSI as per Cisco contribution submitted to SA2#116 CC#2 offline call. We plan to bring a revision of the same to SA2#116.

	Nokia
	The Slice type can be standard. The Tenant ID also (e.g. one may consider a public safety value but even today emergency numbers are not universal!) but most likely PLMN specific as it is associated to an SLA or operator policy for a specific business reason

	ETRI
	Yes. 
By definition, a Network Slice is a collection of Network Functions and the resources to run the NFs. That is, a NS can be described, by a network slice blueprint, with a list of constituent NFs, virtual links (VLs) among them, resource requirements of the NFs and VLs, and operational behavior of the resources (e.g., scaling).
Per service type (or network slice type), while the set of NFs and VLs is expected to be identical among different operators, some operator may provide a different set of NFs and VLs to serve the service. Moreover, the resource requirements and operational behavior totally depends on the operator's policy. 


Summary of Discussions for 2.8.2: 
· Companies provided comments here all assume that the NS ID is not a simple numeric value, rather, it is a structure set of info.  Hence, some information within the structure would be unique per PLMN and some information could be standardized and be used across PLMNs during the roaming scenario.  For example, some slice type or service type could be standardized.

· However, there is no opinion towards NSI ID. 
Qn-2.8-3:
Is it sufficient for the operator internal = non-roaming scenarios to have “Slice [instance] IDs” that are just integers for enumerating the operator’s instantiated NW slices? So that UEs might be provisioned with those Slice IDs/integers and any routing function (regardless whether in RAN or CN) may simply route any initial request from the UE just based on that “Slice [instance] ID” that is provided by the UE together with the initial request? Is there anything else than such a Slice [instance] ID needed to enable this internal/non-roaming scenario at least for the normal=non-error cases?
	Company name
	Comments

	Qualcomm
	It can be sufficient. 

	CISCO
	We believe that NSI(s) can only be selected once the "type" of Network Slice(s) required is identified. Therefore, as stated in Q-2.8-2 response, at minimum, Network Slice identifiers (either identifiers in and of itself or combination of parameters identifying a unique slice) (not NSI identifiers) must first be arrived at. Such information could either be a single Integer value i.e. simple integer as in (e)décor, OR a bitmask, OR multi-dimensional construct (eg MDD per 6.1.2 of TR 23.799) OR multiple individual parameters (eg. UE’s subscription information, UE usage type and service type).
In other words, the chosen solution will determine allowed flexibility for an operator to create and deploy Network Slices. 
So, yes, Network Slice Identifier that is just an integer for enumerating the operator’s instantiated NW slices can be sufficient for certain operator's deployment.

	Nokia
	Since in a large network there can be as many instances of VNFs are there are CPU cores (or more) in data centres and since these may become a large number, we would warmly recommend 3GPP to not use the NSI as the selector of the behaviour, rather a NSSAI that is pointing to an abstract blueprint. This is the MDD in our case . we wespcet the slice types to be not too many (<< 100) . 

	ETRI
	Yes: It is sufficient for the operator to have NS IDs and NSI IDs that are just integers for enumerating the operator’s network slices and network slice instance, respectively.
No: It is no need for UE to be aware of NS IDs or NSI IDs for initial access request. The NS IDs and NSI IDs are identifiers for service logics/policies and their instantiations for operators, respectively. For UE, we need to define some different IDs assigned by PLMN (e.g., temporary ID in 6.1.2 of TR).


Summary of Discussions for 2.8.3: 
· Among the four companies who provided the comments, in general, internally to be used by the operators, enumerated value of NS ID and NSI ID may be sufficient, however,  if it is externally referred by the UE to identify the target NSI, there is no agreement.  
Qn-2.8-4:
More challenging becomes the roaming scenario as an “integer / Slice [instance] ID” seems only be defined/valid as a routing/selection parameter in the scope of the UE’s home PLMN. For example, any business/SLA specific slice instances of a hPLMN are unlikely to exist in every PLMN that a UE might roam to. The same problem might exist also for failure cases within the home PLMN, when the NW slice instance that is identified by the “integer / Slice [instance] ID” is not available. Or when a new NW Slice instance is generated that operates in parallel to another NW slice instance e.g. for migrating UEs that belong to the same service-type/scenario/SLA from e.g. Rel-N to Rel-N+1.  So what information (element) is used to establish an association/routing between UE and a NW slice instance in those scenarios? What information needs to be standardized for enabling this? 
	Company name
	Comments

	Qualcomm
	That’s why Slice ID should have two components: the more “standard” component would help the vPLMN in selecting the type of slice to be supported, via NFs in the vPLMN. The more “SLA-specific” component then can help in identifying serving NFs that may be located in the hPLMN, or may help the vPLMN in obtaining information from the hPLMN on how to serve such UE for such slice (e.g. what data networks to connect to and how)

	CISCO
	Please see our response to Q-2.1-1, Q-2.2-1, and Q-2.8-3.

	Nokia
	Yes the MDD addresses both the SLA and behavioural aspects orthogonally.

	ETRI
	Standardized service types (or slice types) would be enough. Each PLMN needs to map these service types provided by UEs to its Network Slice IDs.


Summary of Discussions for 2.8.4: 
· Companies provided comments all seem to agree that the UE provided slice identification needs to have more than just the numeric identification of the slice, but also the information represents the service nature of the slice (e.g. SLA related info) so that the target PLMN can refer such info to determine the proper slice for the UE.  

· It seems that companies agree to standardize some service types (or referred as slice types).
Qn-2.8-5:
After above considerations, is there any need to refine the definition of the “Slice ID”? i.e. is it a “Slice Instance ID” identifying a specific slice instance or is it an ID that describes something else? What does the “Slice ID” describe? 
	Company name
	Comments

	Qualcomm
	Please see previous answers

	CISCO
	As mentioned in Q-2.8-3, we believe that an NSI can't be selected until the Network Slice which a given NSI is an instance of is identified. Whether such information is a single Integer value i.e. simple integer as in (e)décor, OR a bitmask, OR multi-dimensional construct (eg MDD per 6.1.2 of TR 23.799) OR multiple individual parameters (eg. UE’s subscription information, UE usage type and service type) is a matter of the degree of flexibility we want the system architecture to have. Therefore, we believe it is important to make the distinction between Network Slice Identifier(s), and Network Slice Instance Identifiers.
So, yes, there is a need to refine the definition of Slice ID. 
We plan to bring a revision of Cisco contribution submitted to SA2#116 CC#2 offline call to SA2#116 on this topic.


	Nokia
	See previous answers and section 6.1.2 of the TR.

	ETRI
	Yes.
Network Slice ID is an identifier that refers to the description of a list of constituent NFs, virtual links (VLs) among them, resource requirements of the NFs and VLs, and operational behavior of the resources (e.g., scaling). (It is a sort of class or template for a service, which is similar idea of CISCO above.)
Network Slice Instance ID is an identifier that refers to an instantiated Network Slice whose lifecycle is managed by operators.


Summary of Discussions for 2.8.5: 

· Companies which provided the comment general agree that, Slice ID should be used to identify the class of service(s), which may be particular 3rd party’s service(s), that are provided by the target slice; whereas, Slice Instance ID is just the network slice instance’s identifier. 

Qn-2.8-6:
Does Qn-2.8-4 result in overwriting any “Slice [instance] ID” that the hPLMN assigned to the UE, or does it assign an additional “integer / Slice [instance] ID” to the UE? One per serving PLMN?
	Company name
	Comments

	Qualcomm
	No rewriting is necessary or should be allowed. If an ID is not understood, the slice is not connected

	CISCO
	It would depend on the format of Network Slice Identifier(s). If the identifiers do not allow room for identifying standardized behaviour (of a network slice), and no roaming agreements existing between hPLMN and vPLMN, then the ultimate decision is up to the vPLMN. It may chose to provide the requested service/DN with an overwritten Network Slice Identifier(s) values or it may choose to not provide the service/DN at all.



	Nokia
	For MDD vectors that use a default Tenant type that means "don't care" and standard Slice types these should be usually valid. PLMN specific MDDs though apply to a single PLMN so they are not rewritten but they are PLMN specific so they are configure only in the related PLMN and By the PLMN in the UE with explicit PLMN ID with which it applies to. The UE would not use these in other PLMNs.


Summary of Discussions for 2.8.6: 
· No consensus here.  Two out of three companies provided comments here believe the Slice ID could be over written during roaming.  No discussion on Slice Instance ID.   
Qn-2.8-7:
Is that “integer / Slice [instance] ID”, once assigned to the UE, always used to route any new initial request from the UE, or is there another routing parameter that is used for routing initial requests from the UE after the UE registered with a NW slice instance? In other words: For fully separate/isolated NW slice instances, is there a need for any (CN) function that needs to perform any slice selection/decision every time the UE sends a new initial request after the UE registered with a NW slice instance? E.g. can a NW slice instance have multiple MM function instances and the UE is registered with one of those, what information is used to route a UE initial request to that MM function? 
	Company name
	Comments

	Qualcomm
	It is expected that when the UE registers with the network and a slice is selected and connected, some form of temporary ID is allocated to the UE that will enable further signalling (e.g. when a UE-CN signalling connection is released, like in MM procedures) to be routed to the correct network function.

	CISCO
	Please see our response to Q-2.8-5. Network Slice Identifier(s) is required to select a Network Slice for a given UE's initial request. Once an NSI is selected for a given UE's initial request, subsequent requests can use NSI Identifier(s) to allow direct routing of the request from RAN to the right peer NF handling the request.

	Nokia
	A temporary Id is used to route the NAS messages to the CCNF after the Ue is attaché to the PLMN. The MDD inside the NAS message then points to the slice the NAS message is applying to. 


Summary of Discussions for 2.8.7: 
· Both QC and Nokia agree that, some form of temporary ID that is assigned to the UE, which is related to the NSI that is selected for the UE, can be used to route the UE’s subsequent NAS signaling to the target NSI.  However, Cisco suggested to have RAN to route the subsequent request to the target NSI over NG3 using NSI identifier.  
Qn-2.8-8:
Any need to define “initial UE request” that is used in above questions?

More questions to be phrased for the scenarios where (parts of) slice (instances) are shared by multiple Slice [instance] IDs or by multiple business agreements (SLAs) or multiple specific service types/scenarios.

	Company name
	Comments

	Qualcomm
	We should distinguish between UE initial attach to the network from UE initial “connection” to a slice.

	CISCO
	Please see our response in Q-2.2-1.

	Nokia
	The Initial attach is the step through which the binding of MDD to NSIs happens in CCNF and the UE also obtains the Temp ID to associate itself to a CCNF that is serving it. Then when the Ue exist Idle mode it shall include the MDD (to influence RAN slicing) and the Tem p ID (to get the NAS layer messages routed to CCNF)


Summary of Discussions for 2.8.8: 
· Companies provided comments in general agree that SA2 needs to define the UE initial attach as well UE initial service request procedures on how to select network slice and to re-associate to the network slice that has been assigned with the UE.  
3 Summary and Proposal
Refer to the individual summary in section 2 above. 
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