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	Reason for change:
	This contribution proposes to clarify the following points:
1) In section 4.5.4a.2, it is clarified the ePDG selection procedure for non-emergency services specified in clause 4.5.4 will be reused. However, the procedure in clause 4.5.4 allows the UE to select an ePDG in the home PLMN. The UE shall only select an ePDG to access a PLMN in the country where the UE is for emergency service.
2) When the UE checks whether the visited country mandates the selection of ePDG in this country, the emergency indication also needs to be included. Then the DNS server could respond the PLMN ID which supports emergency service.
3) When the UE checks whether the visited country mandates the selection of ePDG in this country, and if the DNS response contains no records, the UE shall stop the ePDG selection.
4) The ePDG selection procedure shall be performed when the UE is already connected to a ePDG that does not support ES or that does not satisfy the country requirement. This behaviour is mentioned in ePDG selection, but not referenced in the clause 4.5.7.2.1 defining the behaviour for supporting IMS ES.

	
	

	Summary of change:
	· The UE shall only select an ePDG to access a PLMN in the country where the UE is for emergency service.
· When the UE checks whether the visited country mandates the selection of ePDG in this country, the emergency indication also needs to be included. If the DNS response contains no records, the UE shall stop the ePDG selection.
· When the UE starts an ES if the ePDG at which is connected does not support ES or it is not located in the same country, the UE shall start a new ePDG selection procedure.

	
	

	Consequences if not approved:
	The UE may select an ePDG in the home PLMN for emergency service.
The UE may try to select an ePDG in a PLMN which does not support emergency service.
The ePDG selection procedure is not used when is appropiate.
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[bookmark: _Toc445737880]
 1st CHANGE START

[bookmark: _Toc454270052]4.5.4a.2	Emergency ePDG Selection Procedure
The ePDG selection for emergency services shall use the ePDG selection procedure for non-emergency services specified in clause 4.5.4, with the following modifications:
1)	Separately configured ePDG Emergency Identifier shall be used instead of the ePDG Identifier specified in clause 4.5.4.3;
2)	The Operator Identifier Emergency FQDN and the Tracking/Location Area Identity Emergency FQDN (specified in TS 23.003 [16]) shall be constructed based on the rules specified in clause 4.5.4.2 and shall be used instead of the Operator Identifier FQDN and the Tracking/Location Area Identity FQDN respectively;
3)	The DNS query described in clause 4.5.4.5 in the context of emergency ePDG selection shall be performed to determine if the visited country mandated the selection of an ePDG in that country . shall be based on anThe FQDN shall containingthe indication of the country and the emergency indication as specified in TS 23.003 [16]; If the DNS response contains no records, then the UE shall stop the ePDG selection.
4)	If the UE is not equipped with a UICC, the UE shall perform the emergency ePDG selection procedure without using the ePDG selection configuration data (the ePDG Emergency Identifier and the ePDG selection information), i.e., the UE shall consider those data as not configured.
5) 	The UE shall only select an ePDG to access a PLMN in the country where the UE is.
NOTE 1:	In case of authentication failure during an emergency ePDG selection attempt, or when the UE is not equipped with a UICC, the ePDG selection attempt may result in unauthenticated emergency attachment, if allowed by local policies.
NOTE 2:	The ePDG access (for both the emergency and non-emergency services) may be rejected by the network based on local policies related to availability of emergency services in specific geographic areas.
1st CHANGE END

2nd CHANGE START

[bookmark: _Toc454270057]4.5.7.2		IMS Emergency Session Support over WLAN access to EPC
[bookmark: _Toc454270058]4.5.7.2.1	Introduction
This clause provides an overview about the EPC functionality for emergency PDN connections used to support IMS Emergency Session over WLAN un trusted access to EPC defined in TS 23.167 [83]. The specific functionality is described in the affected procedures and functions of this specification. For discrepancies between this overview clause and the detailed procedure and function descriptions the latter take precedence.
UEs request a PDN Connection for emergency services (also called an emergency PDN connection) when they are aware they need to establish an IMS emergency session.
The UE should give precedence to 3GPP access, when available, for issuing an Emergency service.
In this Release of the specification, the same four behaviours of IMS emergency session support as identified in TS 23.401 [4] clause 4.3.12 are applicable.
To get EPC access for emergency services the UE shall select an ePDG that supports emergency services. Unless the UE is already attached to an ePDG that has indicated support for the emergency services and is located in the same country where the UE is currently located, the UE shall terminate the exisitng ePDG connection, if any, and shall perform the emergency ePDG selection procedure described in clause 4.5.4a.2.This is defined in clause 4.5.4a. Then the UE shall executes the procedure of Initial attach for S2b emergency services described in clause 7.2.5 if has select a new ePDG or shall perform the UE-initiated Connectivity to Additional PDN to Emergency Service PDN connectin described in clause 7.6.3. 
An ePDG that supports emergency services is configured with Emergency Configuration Data that are applied to all PDN Connections for emergency services. The Emergency Configuration Data contain the Emergency APN which is used to derive a PDN GW, may contain the statically configured PDN GW for the Emergency APN, and may also contain information on the default QoS to apply to a PDN Connection for emergency services (as defined in clause 4.5.7.2.4).
The following procedures apply for emergency PDN connections for untrusted WLAN case:
-	procedures defined in clause 7.4.3 ("UE/ePDG-initiated Detach Procedure and UE-Requested PDN Disconnection");
-	procedures defined in clause 7.6 ("UE-initiated Connectivity to Additional PDN");
-	procedures defined in clause 7.9.2 ("PDN GW initiated Resource Allocation Deactivation");
-	procedures defined in clause 7.10 ("Dedicated S2b bearer activation");
-	procedures defined in clause 7.11.1 ("PDN GW initiated bearer modification");
-	procedures defined in clause 8 ("Handovers without Optimizations Between 3GPP Accesses and Non-3GPP IP Accesses").
As part of these procedures, the UE local IP address and optionally UDP source port number (if NAT is detected) are reported from ePDG to the PDN GW. When Access Network Information reporting has been set by the PCRF, the UE local IP address is reported to the PCRF.
NOTE:	The UE local IP address is used by the UE for sending all IKEv2 [9] messages and as the source address on the outer header of the IPsec tunnel to the ePDG.
The emergency PDN connection is not a subscribed service. Thus procedures related with HSS Initiated Subscribed QoS Modification in clause 7.11.2 or procedures related with "HSS/AAA-initiated Detach Procedure" in clause 7.4.4 do not apply to emergency PDN connections.
Procedures related with S2c do not apply to emergency PDN connections. Procedures related with S2a do not apply to emergency PDN connections.
2nd CHANGE END

