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Abstract of the contribution: In order to enhance Monitoring Event configuration and Monitoring Event reporting procedure for group basis, the monitoring event needs to be indicated by group request indication and the monitoring report from the MMS/SGSN needs to include user identity.
Background

Following text describes current Monitoring Event procedure.

Monitoring Event configuration procedure

SCEF sends Monitoring Request message to the HSS in order to configure Monitoring Event. In this message, the SCEF includes External ID/MSISDN, SCEF ID, SCEF Reference ID, and etc.

HSS sends Insert Subscriber Data Request message to the MME/SGSN in order to configure Monitoring Event. In this message the HSS includes Monitoring Type, SCEF ID, SCEF Reference ID, and etc.
If the Monitoring Event configuration is successful, the MME/SGSN sends an Insert Subscriber Data Answer to the HSS, and the HSS send Monitoring Response message to the SCEF to ACK of the Monitoring Event request.

Monitoring Event reporting procedure

After this configuration procedure, if the MME/SGSN detects the Monitoring Event, the MME/SGSN sends Monitoring Indication message to the SCEF as one of optional procedures. In this message, MME/SGSN includes SCEF Reference ID and Monitoring Event Report, and there is no User Identity in this message according to TS 29.128.
6.2.5
Reporting-Information-Request (RIR) Command

The Reporting-Information-Request (RIR) command, indicated by the Command-Code field set to 8388719 and the "R" bit cleared in the Command Flags field, is sent from:

-
the MME/SGSN to the SCEF;

-
the MME/SGSN to the IWK-SCEF and

-
the IWK-SCEF to the SCEF.

This command is originally defined in 3GPP TS 29.336 [5].

For the T6a/T6b interface, the Reporting-Information-Request command format is specified as following:
Message Format:

< Reporting-Information-Request > ::=
< Diameter Header: 8388719, PXY, 16777346 >

< Session-Id >

[ DRMP ]

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

[ Destination-Host ]

{ Destination-Realm }

[ OC-Supported-Features ]

*[ Supported-Features ]

*[ Monitoring-Event-Report ]

*[ Failed-AVP ]

*[ Proxy-Info ]

*[ Route-Record ]

*[AVP]

6.4.3
Monitoring-Event-Report
The Monitoring-Event-Report AVP is of type Grouped. It shall contain the Monitoring event report data. It is originally defined in 3GPP TS 29.336 [5].
For the T6a/T6b interface, the Monitoring-Event-Report AVP format is specified as following:

AVP format:

Monitoring-Event-Report ::= <AVP header: 3123 10415>

{ SCEF-Reference-ID }

[ SCEF-ID ]

[ Monitoring-Type ]

[ Reachability-Information ]

[ EPS-Location-Information ]

[ Communication-Failure-Information ]

*[ Number-Of-UE-Per-Location-Report ]

*[AVP]

The AVPs applicable for each Monitoring-Type reported by the MME/SGSN are specified under subclause 5.2.2.

Observation 1: MME/SGSN does not include UE identity in the Monitoring Event reporting message. Instead, the MME/SGSN provides the SCEF Reference ID. The SCEF Reference ID is used by the SCEF to determine the UE that is associated with the Monitoring Event. 
By the way, the HSS always includes User Identity(External ID or MSISDN) in the Monitoring Event reporting message as specified in the TS 29.336, so that the SCEF can identify the User reported by HSS.
7.2.2
Reporting on S6t

7.2.2.1
General

This procedure is used between the HSS and the SCEF. 

When the procedure is invoked by the HSS, it is used for reporting:

-
the change of association of the UE and UICC and/or new IMSI-IMEI-SV;
-
the UE reachability for SMS-
Roaming status (Roaming or No Roaming) of the UE, and change in roaming status of the UE.
This procedure is mapped to the commands Reporting-Information-Request/Answer in the Diameter application specified in clause 8. The tables 7.2.2.1-1 and 7.2.2.1-2 detail the involved information elements.

Table 7.2.2.1-1: Reporting Information Request

	Information Element Name
	Mapping to Diameter AVP
	Cat.
	Description

	User Identity
(see 8.4.36)
	User-Identifier 
	C
	This information element shall contain the User Identity of the UE. This is a grouped AVP containing an External Identifier and/or an MSISDN. This AVP shall not carry the IMSI towards the SCEF.

	Supported Features

(See 3GPP TS 29.229 [7])
	Supported-Features
	O
	If present, this information element shall contain the list of features supported by the origin host.

	Monitoring Event Report

(see 8.4.3)
	Monitoring-Event-Report
	O
	If a report is available in the HSS this information element shall contain the requested data available in the HSS.

	Supported Services 

(see 8.4.40)
	Supported-Services
	O
	If present, this Information Element shall contain AVPs indicating details of the services supported by the HSS.


Discussion

As defined in current operation, the SCEF allocates a SCEF Reference ID for the group requested from the SCS/AS per group. Hence the SCEF Reference ID can be used only to identify the group of UEs, not the UEs in the group. If the MME/SGSN sends Monitoring Indication message to the SCEF without including UE identity, the SCEF cannot figure out which UE’s Monitoring Event has been detected. Including UE identity in the Monitoring report message is required for the group-based Monitoring Event procedure in order to cover the case where some of UEs in the group has been detected for the Event but others have not. The SCEF and the SCS/AS need to know which UEs in the group have been reported for the Monitoring Event.

Observation 2: MME/SGSN needs to provide enough information in the Monitoring Event reporting message to allow the SCEF to determine what UE the event is associated with.

In that sense, MME/SGSN can use current Monitoring Indication message for individual Monitoring Event configuration, but for group-basis Monitoring Event configuration, MME/SGSN needs to send Monitoring Indication message including UE identity.
Observation 3: MME/SGSN needs to determine whether the Monitoring Event is for group-basis. After that, the MME/SGSN can report Monitoring Event for the UEs in the group.
Proposal

Issue 1: How HSS or MME/SGSN distinguish the requested Monitoring Event is for group of UEs

Alternative 1-1) new indication in the Monitoring Type in the common Monitoring Event configuration parameters needs to be introduced. The HSS and MME/SGSN can distinguish the Monitoring Event configuration is for group of UEs by this indication. In this case, The MME/SGSN sends the Monitoring Event reporting message including User Identity (IMSI or MSISDN).
- Despite of the HSS can distinguish the requested Monitoring Event is for group of UEs if the Monitoring Event configuration message includes External Group Identifier, the new indication in the Monitoring type configuration parameter would provide explicit way to distinguish between per UE and per group. Using this indication, SCS/AS, SCEF, HSS and MMS/SGSN can check whether the Monitoring Event is requested for UE or for group of UEs. This alternative does not impact on individual Monitoring Event reporting procedure.
- With this alternative, if the MME/SGSN determines the Monitoring Event is requested for group of UEs, the MME/SGSN needs to send the Monitoring Event reporting message including User Identity (IMSI or MSISDN).

Alternative 1-2) MME/SGSN includes User identity in the Monitoring reporting message in every case.

- This alternative does not require new indication to indicate the Monitoring Event configuration is for group of UEs. However it has impact on legacy Monitoring Event report procedure. Also it may cause unnecessary exposure of the user identity to SCEF in case of individual Monitoring Event procedure.

Alternative 1-3) Put the External ID in the UE’s MM Context so that the MME knows the External ID. Then the External ID can be included in the report message to the SCEF.

- This alternative does not require new indication to indicate the Monitoring Event configuration is for group of UEs. However it has impact on legacy Monitoring Event configuration procedure and MM context.
Proposal 1) Take alternative 1-1 to distinguish the requested monitoring event is for group of UEs.
Issue 2: How does the SCEF determine the UE which the event is associated with when the Monitoring Event reporting for the group is received from the MME/SGSN?
The SCEF can identify External Group ID associated with SCEF Reference ID, hence the SCEF knows which external group this monitoring report belongs to when the monitoring report is received. With a combination of External Group ID and User Identifier the SCEF can identify individual group members for the event reporting.
If the SCEF receives the Monitoring Event reporting with IMSI/MSISDN from the MME/SGSN, the SCEF has to know the mapping of IMSI/MSISDN and External ID in order to inform reported UE in the group to the SCS/AS.
Alternative 2-1) The HSS provide the mapping list of External ID and IMSI/MSISDN associated with the External Group ID to the SCEF during the Monitoring Event configuration procedure. 
- If the requested Monitoring Event configuration is for group basis, the HSS sends the mapping list of External IDs—IMSI/MSISDN associated with the External Group ID. This alternative impacts on monitoring response message. This alternative means the SCEF is located in the trusted domain.
- This alternative can be applicable with alternative 1-1, and 1-2
If the SCEF receives the Monitoring Event reporting with External ID from the MME/SGSN, the SCEF knows which external group this monitoring report associated based on the SCEF reference ID, so that the SCEF can identify individual group members for the event reporting.

Alternative 2-2) If we decide Alternative 1-3 as way forward, the MME/SGSN sends the monitoring event including External ID. The SCEF can identify individual group of members for the monitoring event.
Proposal 2: It is proposed Alternative 2-1.
Corresponding CR has been submitted as S2-163681 and S2-163680 for each proposal. Changes are identical as following part. CRs needs to be aligned based on the agreement of this paper.
Proposed Change on S2-163681
5.6.1.2
Common Parameters of the Configuration Procedure

This clause describes the common parameters related to the monitoring event configuration procedure.

SCS/AS Reference ID is a parameter created by the SCS/AS to refer to a specific transaction initiated by the SCS/AS towards the SCEF. SCS/AS Reference ID is stored by the SCEF.

SCEF Reference ID is a parameter created by the SCEF to associate a Monitoring Event report or a deletion of a Monitoring Event to a specific Monitoring Request and the associated context information within the SCEF. SCEF Reference ID is stored by HSS, MME or SGSN.

NOTE 1:
An SCEF may aggregate Monitoring Event configuration requests for the same External identifier/MSISDN from different SCS/AS instances.

SCEF ID indicates the SCEF to which the Monitoring Indication message has to be sent to by the HSS, MME or SGSN. SCEF ID is stored by the HSS, MME or SGSN.

Monitoring Type identifies the specific Monitoring Event being requested. In the Monitoring Type, group request indication can be optionally included to indicate that the Monitoring Event being requested is for the group of UEs.
Maximum Number of Reports is an optional parameter that indicates the maximum number of event reports to be generated by the HSS, MME, or SGSN until the associated monitoring event is considered to expire. A value of one implies a single event report is to be generated which makes it equivalent to a One-time Monitoring Request.

Monitoring Duration is an optional parameter that indicates the absolute time at which the related monitoring event request is considered to expire.

Inclusion of either Maximum Number of Reports (with a value higher than one) or Monitoring Duration makes the Monitoring Request a Continuous Monitoring Request. For a Continuous Monitoring Request, a single Monitoring Request may generate more than one Monitoring Indication message. Support of continuous monitoring is optional.

Absence of both Maximum Number of Reports and Monitoring Duration makes the Monitoring Request a One-time Monitoring Request. For One-time Monitoring Requests, a single Monitoring Request generates only one Monitoring Report.

If for a given Monitoring Event both Maximum Number of Reports and Monitoring Duration are included then the monitoring request is considered to expire as soon as one of the conditions is met.

Monitoring Destination Address is an optional parameter included by the SCS/AS to indicate that the Monitoring Indication(s) are to be delivered to an address different from the address of the requesting SCS/AS. Absence of this parameter implies that Monitoring Indication(s) are to be sent to the SCS/AS that originated the Monitoring Request.

SCS/AS Reference ID for Deletion identifies the monitoring event configuration that shall be deleted before applying the requested monitoring event configuration.

SCEF Reference ID for Deletion identifies the monitoring event configuration that shall be deleted before applying the requested monitoring event configuration.

Chargeable Party Identifier is an optional parameter included by the SCEF. It identifies the entity towards which accounting/charging functionality is performed by the involved 3GPP network elements.

Proposed Change on S2-163680
5.6.1.1
Configuration Procedure

Figure 5.6.1.1-1 illustrates the procedure of configuring monitoring at the HSS or the MME/SGSN. The procedure is common for various Monitoring Event types. Common parameters for this procedure are detailed in clause 5.6.1.2. The steps and parameters specific to different Monitoring Event types are detailed in clauses 5.6.1.3 to 5.6.1.9.

The procedure is also used for replacing and deleting a monitoring event configuration and as well for one-time reporting in case the configured monitoring event is available at the configured node.
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Figure 5.6.1.1-1: Monitoring event configuration and deletion via HSS procedure

1.
The SCS/AS sends a Monitoring Request (External Identifier(s) or MSISDN(s) or External Group ID, SCS/AS Identifier, SCS/AS Reference ID, Monitoring Type, Maximum Number of Reports, Monitoring Duration, Monitoring Destination Address, SCS/AS Reference ID for Deletion, and Guard Time) message to the SCEF. If the SCS/AS wants to configure Monitoring Event for the group of UEs, the SCS/AS can send Monitoring Request message including External Group Identifier and Guard Time. If the SCS/AS includes External Group Identifier in the Monitoring Request message, External Identifier(s) or MSISDN(s) shall be ignored. A Guard Time is an optional parameter to indicate the time during which SCEF or HSS is allowed to delay the Monitoring Event Reporting to accumulate the Monitoring Event which has been detected for the UEs in a group.
NOTE 1:
A relative priority scheme for the treatment of multiple SCS/AS Monitoring Requests, e.g. for deciding which requests to serve under overload condition, can be applied. This priority scheme is used locally by the SCEF, i.e. it is not used nor translated in procedures towards other functions.

2.
The SCEF stores SCS/AS Reference ID, SCS/AS Identifier, Monitoring Destination Address, Monitoring Duration, Maximum Number of Reports, and Guard Time, if provided. The SCEF assigns an SCEF Reference ID. Based on operator policies, if either the SCS/AS is not authorized to perform this request (e.g. if the SLA does not allow for it) or the Monitoring Request is malformed or the SCS/AS has exceeded its quota or rate of submitting monitoring requests, the SCEF performs step 9 and provides a Cause value appropriately indicating the error. If the SCEF received an SCS/AS Reference ID for Deletion, the SCEF derives the related SCEF Reference ID for Deletion.

The SCEF may use the Guard Time for a Monitoring Event Reporting for the group of UEs.

3.
The SCEF sends a Monitoring Request (External Identifier or MSISDN or External Group Identifier, SCEF ID, SCEF Reference ID, Monitoring Type, Maximum Number of Reports, Monitoring Duration, SCEF Reference ID for Deletion, Chargeable Party Identifier, and Guard Time) message to the HSS to configure the given Monitoring Event on the HSS and on the MME/SGSN, if required. If the External Group Identifier is included, External Identifier(s) or MSISDN(s) shall be ignored.
4. The HSS examines the Monitoring Request message, e.g. with regard to the existence of External Identifier or MSISDN or External Group Identifier, whether any included parameters are in the range acceptable for the operator, whether the monitoring event(s) is supported by the serving MME/SGSN, or whether the monitoring event that shall be deleted is valid. The HSS optionally authorizes the chargeable party identified by Chargeable Party Identifier. If this check fails the HSS follows step 8 and provides a Cause value indicating the reason for the failure condition to the SCEF. If an External Group Identifier was provided in step 3, the HSS resolves the External Group Identifier to IMSI-Group Identifier, to External Identifier(s) and to IMSI(s).
NOTE 2:
The details of the chargeable party authorization are outside the scope of this specifications.


The HSS stores the SCEF Reference ID, the SCEF ID, Maximum Number of Reports, Monitoring Duration and the SCEF Reference ID for Deletion as provided by the SCEF.

The HSS may use the Guard Time for a Monitoring Event Reporting for the group of UEs.
5.
If required by the specific Monitoring Type and when Monitoring Event(s) is supported by the serving MME/SGSN, the HSS sends an Insert Subscriber Data Request (Monitoring Type, SCEF ID, SCEF Reference ID, Maximum Number of Reports, Monitoring Duration, SCEF Reference ID for Deletion, Chargeable Party Identifier) message to the MME/SGSN.
6.
If the MME/SGSN is configured to use an IWK-SCEF for the PLMN of the SCEF then clause 5.6.6 applies. Otherwise, the MME/SGSN verifies the request, e.g. if the Monitoring Type is covered by a roaming agreement when the request is from another PLMN or whether it serves the SCEF Reference ID for Deletion and can delete it. If this check fails the MME/SGSN follows step 7 and provides a Cause value indicating the reason for the failure condition to the SCEF. Based on operator policies, the MME/SGSN may also reject the request due to other reasons (e.g. overload or HSS has exceeded its quota or rate of submitting monitoring requests defined by an SLA).

The MME/SGSN stores the received parameters and starts to watch for the indicated Monitoring Event unless it is a One-time request and the Monitoring Event is available to the MME/SGSN at the time of sending Insert Subscriber Data Answer. The MME/SGSN deletes the monitoring configuration identified by the SCEF Reference ID for Deletion, if provided.

NOTE 3:
The MME/SGSN will transfer the parameters stored for every monitoring task as part of its context information during an MME/SGSN change. If the UE detaches from the network, the HSS will receive the remaining number of reports in the Maximum Number of Reports parameter.

7.
If the monitoring configuration is successful, the MME/SGSN sends an Insert Subscriber Data Answer (Cause) message to the HSS. If the requested Monitoring Event is available to the MME/SGSN at the time of sending Insert Subscriber Data Answer, then the MME/SGSN includes the Monitoring Event Report in the Insert Subscriber Data Answer message.

8.
The HSS sends a Monitoring Response (SCEF Reference ID, mapping list of External ID and IMSI/MSISDN, and Cause) message to the SCEF to acknowledge acceptance of the Monitoring Request and the deletion of the identified monitoring event configuration, if it was requested. The HSS deletes the monitoring event configuration identified by the SCEF Reference ID, if it was requested. If the requested Monitoring Event is available to the HSS at the time of sending Monitoring Response message or was received from the MME/SGSN in step 7, then the HSS includes a Monitoring Event Report in the Monitoring Response message.

If the monitoring event configuration was requested for the group of UEs, the HSS sends a mapping list of External IDs and IMSI/MSISDN for the requested External Group ID in the Monitoring Response.

If it is a One-time request and the Insert Subscriber Data Answer includes a Monitoring Event Report, the HSS deletes the associated Monitoring Event configuration.


In the case of UE mobility, the HSS determines whether the new MME/SGSN supports requested Monitoring Event(s).

9.
The SCEF sends a Monitoring Response (SCS/AS Reference ID, mapping list of External IDs and IMSI/MSISDN, and Cause) message to the SCS/AS to acknowledge acceptance of the Monitoring Request and the deletion of the identified monitoring event configuration, if it was requested. If the Monitoring Request is for the group of UEs, the SCEF stores the mapping list of External IDs and IMSI/MSISDN received in the Monitoring Response message. If the SCEF received a Monitoring Event Report then it includes the Monitoring Event Report in the Monitoring Response message. If it is a One-time request and the Monitoring Response includes a Monitoring Event Report, the SCEF deletes the associated Monitoring Event configuration.

If the HSS detects that the current serving MME/SGSN can not support a requested Monitoring Event (e.g. after a UE mobility event), the HSS performs the procedures in either (a) or (b) below. The criteria used to determine the choice of (a) or (b) is considered out of scope of the specifications.

(a)
Notify the SCEF that the configured Monitoring Event is cancelled, and:

-
shall delete the Monitoring Event, if the Monitoring Event is configured in the HSS, and

-
may include a "retry after" value to inform the SCEF of when (re)-configuration of the Monitoring Event(s) can be attempted again. The "retry after" value can be configured in the HSS by the operator. The SCEF can further notify the SCS/AS and provide the "retry after" value to the SCS/AS.

(b)
Notify the SCEF that the configured Monitoring Event is considered to be suspended. The SCEF interprets this to mean that the network will temporarily be unable to serve the configured Monitoring Event. In this case:

-
When the MME/SGSN for the UE changes (eg due to UE mobility), and the new MME/SGSN supports the suspended Monitoring Event, the HSS shall configure the new MME/SGSN with the Monitoring Event and notify the SCEF of resumption of the suspended Monitoring Event;

-
If the criteria for Continuous Reporting expire while the Monitoring Event is suspended, the HSS and the SCEF shall independently delete the Monitoring Event.

**************NEXT CHANGES**************
5.6.3.1
Reporting Procedure

The following figure illustrates the common procedure flow of reporting Monitoring Events that are detected by the MME/SGSN or HSS. The steps specific to different Monitoring Event types are detailed in clauses 5.6.3.2 to 5.6.3.8.
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Figure 5.6.3.1-1: Monitoring event reporting procedure

1.
A Monitoring Event is detected by the node at which the Monitoring Event is configured, i.e. either at the MME/SGSN (1a) or at the HSS (1b).
2a.
The MME/SGSN sends a Monitoring Indication (SCEF Reference ID, Monitoring Event Report, and User Identity) message to the SCEF. If the Monitoring Event configuration was triggered by a One-time Monitoring Request, then the Monitoring Event configuration is deleted by the MME/SGSN upon completion of this step. If the MME/SGSN has a Maximum Number of Reports stored for this monitoring task, the MME/SGSN shall decrease its value by one. If the Monitoring Event configuration was requested for group of UEs, the MME/SGSN sends a Monitoring Indication message including user identity as IMSI or MSISDN, if available.
2b.
The HSS sends a Monitoring Indication (SCEF Reference ID and Monitoring Event Report) message to the SCEF. If the Monitoring Event configuration was triggered by a One-time Monitoring Request, then the Monitoring Event configuration is deleted by the HSS upon completion of this step. If the HSS has a Maximum Number of Reports stored for this monitoring task, the HSS shall decrease its value by one. If Guard Time was provided during the Monitoring Event configuration procedure, the HSS accumulates a Monitoring Event for the UEs of the group within the Guard Time. After the Guard Time expiration, the HSS send a Monitoring Indication (SCEF Reference ID, Monitoring Event Report Set, External Group ID, External ID(s) or MSISDN(s)) message to the SCEF.
3.
Using the SCEF Reference ID, the SCEF retrieves the associated SCS/AS Reference ID along with the Monitoring Destination Address or, if not available, the address of the SCS/AS as destination for the Monitoring Indication message. The SCEF sends a Monitoring Indication (SCS/AS Reference ID, External ID or MSISDN, Monitoring Information) message to the identified destination. If the SCS/AS Reference ID is for the group-basis Monitoring Event configuration, the SCEF sends a Monitoring Indication (SCS/AS Reference ID, External Group Identifier, External ID(s) or MSISDN(s), Monitoring Information) message to the SCS/AS where the External ID(s) or MSISDN(s) has been received in the Monitoring Event reporting. If Guard Time was provided during the Monitoring Event configuration procedure, the SCEF sends a Monitoring Indication message for the group of UE(s) for which the monitoring event has been reported to the SCEF within the Guard Time.

When the maximum number of reports is reached for a Continuous Monitoring Request, the SCEF requests the HSS (for monitoring events configured via HSS) or MME(s)/SGSN(s) (for monitoring events configured directly with the MME/SGSN) to delete the related monitoring event configuration and deletes also its associated Monitoring Event configuration according to the procedure of clause 5.6.1 step 3-8.


In the case of a One time Monitoring Request configured via HSS for which a report is received from the MME/SGSN (step 2a), the SCEF requests the HSS to delete the related monitoring event configuration and deletes also its associated Monitoring Event configuration per the procedure of clause 5.6.1 step 3-8.

**************NEXT CHANGES**************
5.6.8.1
Reporting Procedure

The following figure illustrates the common procedure flow of reporting Monitoring Events that are detected by the MME/SGSN or HSS for roaming scenarios. The steps specific to different Monitoring Event types are detailed in clauses 5.6.8.2 to 5.6.8.8.
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Figure 5.6.8.1-1: Monitoring event reporting procedure for roaming scenarios

1.
A Monitoring Event is detected by the node at which the Monitoring Event is configured, i.e. either at the MME/SGSN (1a) or at the HSS (1b).

2a.
If the MME/SGSN is not configured to use an IWK-SCEF for the PLMN of the SCEF then the MME/SGSN executes step 2a in clause 5.6.3.1. The MME/SGSN in addition generates any required charging/accounting information.

2b.
The HSS executes step 2b in clause 5.6.3.1.

2c.
If the MME/SGSN is configured to use an IWK-SCEF for the PLMN of the SCEF, then the MME/SGSN sends a Monitoring Indication (SCEF Reference ID, Monitoring Event Report, and User Identity) message to the IWK-SCEF. If the Monitoring Event configuration was triggered by a One-time Monitoring Request, then the Monitoring Event configuration is deleted by the MME/SGSN upon completion of this step. If the MME/SGSN has a Maximum Number of Reports stored for this monitoring task, the MME/SGSN shall decrease its value by one. If the Monitoring Event configuration was requested for group of UEs, the MME/SGSN sends a Monitoring Indicataion message including user identity as IMSI or MSISDN to the IWK-SCEF.

The IWK-SCEF sends a Monitoring Indication (SCEF Reference ID, Monitoring Event Report, and User Identity) message to the SCEF. If the IWK-SCEF has a Maximum Number of Reports stored for this monitoring task, the MME/SGSN shall decrease its value by one. When the maximum number of reports is reached for a Continuous Monitoring Request or in case of a One-time Monitoring Request, the IWK-SCEF ends the reporting on the SCEF Reference ID. If the Monitoring Event configuration was requested for group of UEs, the IWK-SCEF sends a Monitoring Indication message including user identity as received from the MME/SGSN.
3.
The SCEF executes step 3 in clause 5.6.3.1.

**************END OF CHANGES**************
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