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Abstract of the contribution: New solution focusing on the Relationship between MM and SM (especially in the context of slicing)
1	Discussion
This document addresses  SM_WT_#2 within the Key Issue 4 (Session Management) and parts of key issue 1 on network slicing.
Table 5.4.2-1: Work tasks for Key Issue #4
	Work Task ID
	Work Task(s)
	Work Task Description

	SM_WT_#1
	SM model
	High-level functions definition and allocation (forwarding, address allocation, UP selection…)

	
	
	- PDU session type: support IP and non-IP connection
- Identifier: for DN and PDU session (e.g., reconsider whether to use APN or not)

	
	
	Basic procedures: on-demand SM setup, roaming/non-roaming support; Session maintenance (release, deactivation…) and related UE state change; UP function selection

	
	
	UP protocol or model, e.g.,
- Identify UP functionalities needed to provide IP and non-IP PDU session (e.g. IP anchor, tunnelling, etc.) 
- Whether to simplify/remove tunnel if no mobility/session continuity support;

	
	
	Support multi-PDU sessions to the same DN and different DN

	SM_WT_#2
	Relation between SM and MM
	SM and MM interactions, if any.
(Note: refer to the KI# 4 for detailed description)




2	Proposal 
It is proposed to modify TR 23.799 as follows… (all text is NEW)
6.4.x	Relationship between MM and SM
6.4.x.1	Overview
This solution deals with the features that belong to what 3GPP has so far (e.g. in 24.301) called Mobility Management (MM) and Session Management (SM) . It focuses on the impacts of network slicing (especially for UE that would be served by multiple slices) on the relationship between MM and SM
It also  (§6.4.x.5)  lists these features and analyses which ones are access independent.
NOTE1: 	This solution considers only per UE features e.g. features like PWS are not considered.
NOTE2: 	This solution considers that there is an unique NAS Front-End per UE. This Front End is responsible of terminating any NAS and NG2 signalling related with UE. It is separate from any entity supporting MM and /or SM functions. 

6.4.x.2	Impacts of slicing
Following architecture is assumed where the slice network functions may include CP functions (“group B” architecture)
NOTE1: 	The figure below is an abstraction and will need to be refined per the agreements reached on Key Issue 1 (slicing). 





This section discusses which of the MM and SM features belong to the Common Core and which of these features belong to the individual slices (especially for UE that would be served by multiple slices).
All MM features are assumed to be part of the Common Core in case of UE served by multiple slices 
NOTE 2: 	MM manages the UE as a whole so can hardly be sliced. For example the reachability or the location of an UE is an attribute of the UE, not of a service of the UE
NOTE: 	replicating MM functions in multiple slices would bring complexity e.g. 
-	different slices sending to the RAN contradicting policies for mobility in CONNECTED mode
-	The RAN receiving conflicting security material  and having to manage as many Master keys as there are slices serving an UE in the Core .
The set of functionalities allocated to the Common Core should be as much as possible minimized in order for the operator to be able to support different slicing related scalability / resiliency / reactivity policies for the different services provided to the UE. Different SM entities (located in different slices) may manage different services of the UE without conflicting each others. Thus it is needed to consider an architecture where SM would be split up from MM with 
· MM belonging to the Common Core
· SM belonging to individual slices: in case of an UE served by multiple slices there are multiple instances of SM that serve the UE.
The UE and the Core exchange SM signalling via the common NAS Font-End that is located in the “Common part of the Core”. The NAS Font-End acts as a relay between the RAN and the different SM instances. NOTE: This
-	 ensures that the RAN needs only to consider one single termination in the Core for the NAS signalling that it relays and this independently of the internal structure of the Core (independently of the Core slicing)
-	simplifies the procedures related with NAS security (avoiding that each slice has to manage NAS security and the necessary re-Authentication that may be needed to refresh the NAS security keys) 


6.4.x.3	Potential interactions between MM and SM
Some Mobility related events or state transitions have an impact on the PDU sessions and may require action on the NGUP (the User Plane entities in the Core) i.e. on NG4. Likewise some Session related actions are required towards the AN (on NG2)
1. At the set-up / modification of a PDU session: the Core Network CP needs to send  to the AN  Data handling control information (e.g. indication of where to send UL traffic from the UE, rules related with the QoS associated with data flows) and needs to receive from the AN DL Data forwarding address information  (User Plane address of the AN) in order to control DL data forwarding  in the NGUP(s). This corresponds to NG2 impacts of SM events.
2. At the release of a PDU session: the Core Network CP needs to remove the corresponding  Data handling policies in the AN. This corresponds to NG2 impacts of SM events
3. At the transition from IDLE to CONNECTED: the Core Network CP needs to send  to the RAN  Data handling control information (e.g. indication of where to send UL traffic from the UE, rules related with the QoS associated with data flows) and needs to receive from the AN DL Data forwarding address information  (User Plane address of the AN) in order to control DL data forwarding  in the NGUP(s). This corresponds to the handling of a MM event requiring the exchange of session related  information on NG2
4. During a Hand-Over : the Core Network CP entities need to receive from the RAN the DL Data forwarding address information  (User Plane address of the RAN) from the RAN in order to control DL data forwarding  in the NGUP(s). This corresponds to the handling of a MM event requiring the exchange of session related  information on NG4
5. When the UE becomes IDLE it is needed to modify the settings for DL data forwarding in the NGUP(s). This corresponds to the handling of a MM event requiring the exchange of session related  information on NG4
6. When it has been made aware by the NGUP that some DL data has arrived for an UE in IDLE mode (and the UE is not known to be in a power saving state), the Core Network CP has to be able to trigger UE paging from the RAN. This corresponds to MM impacts (including NG2 impacts) of SM events
7. the Core Network CP has to be able to control the NGUP(s) based on the power saving state of the UE
NOTE: 	The actions above are generally not access independent (e.g. related with the transition from IDLE to CONNECTED, with Hand-Over , with paging, …).
Considering a potential split between MM and SM the solution assumes:
· The RAN interfaces only with the FE, i.e. there is an unique NG2 termination for a give UE regardless of the number of  PDU sessions (possibly zero) of this UE
· The  connection context related with a PDU session in a NGUP is only controlled by one Core CP entity (the SM)
Some functionalities are needed in the Common Core to deal with the multiple slices that serve the UE: These functionalities are aware of the slices that serve the UE and:
· Route NAS SM signaling to slices: the common core terminates NAS security and by looking up the Network slice selection assistance information  in the SM message and the  Network slice selection assistance information  to NSI mapping table in the Common Core, the Common Core knows which NSI a SM message is related to  (the SM message is expected to include the Network slice selection assistance information  of the slice if relates to)
· Send and receive NG2 messages on behalf of SM entities in the slices (interactions 1) and 2) listed above). 
· Enforce the co-ordination between MM events and the slices that serve the PDU sessions of the UE : 
-	Exchange information with the SM entities in the slices in order to handle MM events (interactions 3) 4) and 5) listed above). To ensure a better decoupling of MM and SM, MM and SM information shall be cleanly decoupled within NG2 signalling
-	Handle the paging request from SM  

Further considerations
1. The SM needs to receive an indication of the permanent user identity of the UE having sent a NAS SM message. This is needed for Policy, charging and LI interactions. 
2. When SM needs to send NAS SM signalling to an UE, it provides the permanent user identity of this UE, in order for the Front-End to retrieve the corresponding NAS signalling security context.
Potential MM-SM interactions related with subscription data are addressed in a dedicated sub-clause.

6.4.x.4	Subscription data
It is needed to Control of whether NAS SM requests from the UE comply with the user subscription. SM enforces such control.
In order to avoid that each SM entity has to contact the Subscriber Data Base (in HPLMN) to get subscription information, the MM puts in a local DB the subscription information it has received from the Subscriber Data Base (in HPLMN). This information is made available by MM to SM.
6.4.x.5	List of UE related Features within MM and SM – Access independence 
This section aims at discussing which of  the features that belong to what 3GPP has so far called Mobility Management (MM) and Session Management (SM) (e.g. in 24.301) are access independent


MM features
Mobility Management (MM) features target the UE as a whole.
Mobility Management (MM) may include following features that are assumed to be “access independent” ("Access Independent MM features”)and thus to apply regardless of the access used by the UE to reach the NG Core :
· Registration management (e.g. ATTACH) and the allocation of any temporary identifier for the UE. This includes the check that the UE is still “alive” (equivalent to periodic TA update)
· Controlling the location where the user may attach to the network:	
NOTE1: 	Authorization related with the PDU session that the UE may request to set-up is assumed to be part of Session Management (SM). This means that both MM and SM need to have access to subscription data retrieved from the Subscriber Database. Nevertheless there is an unique interface to the Subscriber Database in order to limit the load on the NG8 interface.
-	Authentication of the UE
-	Check against stolen device (“EIR check”)
-	sending the master key to the AN. The AN master key is used as a seed for the AN to derive the necessary keys used over the AN interfaces with the UE
-	NAS signalling security. This is handled by the Front End 
-	Reporting User Location Information change (even though the nature of the information being reported may be access dependant e.g. Cell-Id versus BSSID/SSID)
-	Lawful Interception of signalling traffic (even though the nature of the information being reported may be access dependant e.g. some signalling events reported via LI may be access dependant);

Mobility Management (MM) may include following features that are access dependent ("Access Dependent MM features”):
-	Reachability management including IDLE/CONNECTED state management and paging.
NOTE2: 	Reachability management is not expected over WLAN or Wireline access. Reachability management is only needed for access that manage an IDLE state. 
NOTE3: 	Reachability management includes also managing the specific states related with UE power saving.
Editor’s Note: whether reachability management is supported by the Core or by the RAN or by both has not yet been decided. The text above assumes some form of reachability management supported by the Core
· Reporting UE reachability change to entities having subscribed to this information
· Location area management (like associating a list of TA to an UE, handling TA update due to change of TA, etc…),  Controlling the authorization for the user changing of TA,
NOTE4: 	Location area management may apply only for some UE and on some access types (e.g. may not apply to WLAN or Wireline access).
· Sending rules controlling the UE mobility in CONNECTED mode to the 3GPP RAN
· Participation to the (Radio) Hand-Over (intra RAT, inter RAT) (3GPP RAN)
The access dependent features are optional features within the standard function(s) responsible to support MM. They also correspond to optional messages and information in signalling sent by the standard function responsible to support MM (e.g. the list of allowed TA in a NAS ATTACH accept message is optional).
SM features
Session Management (SM) includes following features that are assumed to be access independent:
NOTE: 	Following list of features is known to be non exhaustive.
-	Control of whether NAS SM requests from the UE comply with the user subscription
-	Selection of the NG Core UP functions (NGUP(s)) to support a PDU session
-	Management of the Data forwarding policies to be sent to RAN (e.g. policies related with QoS to be delivered to data flows, indication of where to send UL traffic from the UE). 
-	In case of GBR services, this also includes asking RAN for resource reservation and receiving from RAN notification that GBR data flow requirements can no more be met.
-	Control of the PDU handling in NGUP e.g.
-	IDLE mode downlink packet buffering;
-	Packet marking in the uplink and the downlink
-	Per-user based packet filtering (by e.g. deep packet inspection);
-	UL and DL service level gating
-	UL and DL service level rate enforcement
-	sending of one or more "end marker" in the data traffic after switching the data path
-	Packet forwarding
-	Lawful Interception;
-	Accounting for inter-operator charging and for end-user charging. 
-	Interfacing OFCS according to charging principles and through reference points specified in SA5 specifications
-	UE IP address allocation;
Session Management does not need to take of security related with the UE to Serving PLMN interface. 
Some of the behaviour of SM is access dependant. This is discussed in section 6.4.x.3
NOTE5: 	Session Management may be involved in Data Network security but this should have no interaction with Mobility Management and Access security
In case of Home routed deployments (with a NGUP acting a PDU session anchor located in HPLMN and an NGUP located in the VPLMN to be used at least for charging and LI purposes)  Session management SM needs to be split up between a H-SM (Session management in HPLMN) and a V-SM (Session Management in VPLMN). The interface between H-SM and V-SM needs to be standard (inter-PLMN interface).
NOTE: 	This is based on the assumption that an operator would not accept that one of its NGUP is controlled by a Control Plane entity from another operator,
[bookmark: _Toc453184215]6.4.x.2	Function description
Editor's note:	This clause will contain function descriptions and the interactions among the network functions.

[bookmark: _Toc453184222]6.4.x.3	Solution evaluation
Editor's note:	This clause will contain evaluation on the system impacts, e.g. UE, access network and non-access network.

* * * * Next Change * * * *
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