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Abstract of the contribution: The next generation system architecture should deal with congestion and access control for mitigating network congestion or overload and for prioritizing services in the congestion or overload situation.
1
Congestion and access control
Under certain circumstances (e.g. disaster events, network congestion or overload), it will be desirable that the network should mitigate congestion or overload situation for CN nodes and should also prevent NAS signalling requests from UEs. Note that EPS already supports this functionality as CN overload control and NAS level congestion control. CN overload control limits/blocks CN signalling. NAS level congestion control preventing NAS signalling requests from UEs contains APN based session management congestion control and NAS level mobility management congestion control. 

In addition, it will be desirable to control UEs from making access attempts in order to prevent overload of the access channel under critical situations. Note that EPS already supports several functionalities for the access control (e.g. ACB, SSAC, EAB or ACDC).
There is stage-1 requirement that require the NextGen system to manage a service per network slice. 

1. "The 3GPP system shall allow the operator to simultaneously operate network slices in a manner that prevents a service in one slice from negatively impacting services offered by other slices." 
From the above requirement it is clear that the NextGen system must support CN overload and NAS level congestion control per network slice. 
Moreover, there are some stage-1 requirements that require the NextGen system to support enhanced access control. For example, TR 22.864 states: 

1. "The 3GPP system shall support an enhanced service access control mechanism (e.g., based on the subscriber PLMN, the access class, the device type (UE or IoT device), the service type (e.g., Voice, SMS, specific data application) and the communication type (e.g., emergency call, signalling and/or service origination))."
2. "The enhanced service access control mechanism shall be able to provide access to a limited set of services determined by an operator’s policy."

From the above requirements it is also desirable that the NextGen system must support congestion and access control based on some basis (e.g., the device type, the service type, the communication type, a particular group, etc.). 
Therefore, we believe that it is important to avoid a negative impact to the NextGen system in congestion and overload situations and supporting congestion and access control is a fundamental functionality in the NextGen system.
Based on the above, it is proposed to investigate how the NexGen system can fulfil the following functionalities:

1. The NextGen system should support CN overload control.
2. The NextGen system should support both mobility management congestion control and session management congestion control. 
3. The NextGen system should support congestion control with granularity. 
4. The NextGen system should support enhanced access control.
5. The NextGen system should support congestion and access control based on some criteria.
2
Proposal
It is proposed to introduce the following amendments to TR 23.799. 
* * * * Start of 1st Change * * * *
5.X
Key issue X: Congestion and access control for Next Generation Network Architecture
5.X.1
Description

The congestion and access control is responsible for avoiding and handling of CN signalling overload and NAS/RRC level congestion. While the congestion and access control requirements in NextGen system are expected to be similar in nature to LTE/EPC, depending upon the NextGen system Architecture how congestion and access control is performed can be different based on network granularity, certain criteria and/or interworking between congestion control and access control. This key issue will look into the architectural aspects of congestion and access control.
The NextGen system shall support CN overload control. The NextGen system can detect the CN signalling overload and can limit/block the CN signalling. Also, both UEs and NextGen system shall support the functions to provide both mobility management congestion control and session management congestion control. The NextGen system can detect the NAS signalling congestion and can reject the NAS signalling requests from UE based on certain basis (e.g. per APN, per slice or per group) and/or based on certain criteria (e.g., the device type, the service type, the communication type, a particular group, etc.). Furthermore, The NextGen system shall supports the enhanced access control based on certain basis (e.g., the device type, the service type, the communication type, a particular group, etc.)
Solutions to this key issue will study the following aspects:

-
CN overload control, including:

-
how to control CN signalling between CN nodes.

-
studying on which criteria CN signalling are controlled.
-
Mobility management congestion control, including:

-
how to control NAS signalling connections between the UE and CN for mobility management.

-
studying with which granularity NAS signalling connections are controlled.
-
Session management congestion control, including:
-
how to control NAS signalling connections between the UE and CN for session management with certain granularity.
-
studying on which additional basis NAS signalling connections are controlled to enable the various PDU session scenarios.
-
Enhanced access control, including:

-
how to control RRC signalling connections between AN and UE.
-
studying with which basis RRC signalling connections are controlled.

Editor's note: This key issue will look into the architectural aspects of enhanced access control. The solutions for enhanced access control are under the scope of CT1 and RAN2.
-
Identify the correlation between congestion control and access control functionality, including:

-
studying whether interworking between congestion control and access control is needed to prioritize the services by the operator’s policy.
Potential policies provided to the network for congestion and access control, if any, will be defined under the key issue on Policy Framework.
Editor's note: User plane congestion control is FFS.
* * * * End of Changes * * * *
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