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Abstract of the contribution:

This contribution proposes a solution for the modification of SSC mode by the network based on the information provided by the UP-GW to CN-CP.
1. Discussion

This document addresses the following work task under Session Continuity:

SSC_WT_#2: How the UE and the system determine the type of session continuity support for a new session
More specifically, the solution outlined herein discusses the issue of how the network can modify (“downgrade”/”upgrade”) requests for specific continuity modes.

This solution proposes that the UP-GW node periodically sends report of the current application traffic types to the session management function, optionally with the rules configured by the session management function in the CN-CP. Upon receipt of the report, the session management function evaluates whether the current SSC mode is optimal for the ongoing traffic. If it is not optimal the session management function may initiate the update of the SSC mode for the PDU session.
Proposal
It is proposed to add the following solution description to the TR 23.799 “Study on Architecture for Next Generation System”.
* * * Start of changes * * * *
6.6
Solutions for Key Issue 6: Support for session and service continuity

6.6.x
Solution 6.x: Network triggered SSC mode update for an ongoing PDU session
6.6.x.1
Architecture description

It is assumed that each PDU session is assigned a SSC mode when initially established as per the solution described in Section 6.1. However there is no guarantee that this initially assigned SSC mode is always optimal for the application traffic carried by the PDU session. This solution proposes that the UP-GW periodically sends report of the current application traffic types to the session management in the CN-CP function, optionally with the rules configured by the control plane function in the core network. Upon the received report the session management function evaluates whether the current SSC mode is optimal for the ongoing traffic. If it is not optimal the session management function may initiate the update of the SSC mode for the PDU session.
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Figure 6.6.x.1-1 Update of SSC mode based on traffic detection
6.6.x.2
Function description


[image: image2.emf]CN-CP

UE AN

UP-GW

1. PDU Connection Req (SSC)

4. Traffic Detection Req (Rules)

6. UE’s traffic report 

3. PDU Connection Accept (SSC)

2. PDU establishment 

procedure

5. Detects traffic based on 

the received rules

7. Determines if the SSC 

corresponds to the traffic 

flowing on this PDU 

session

8. Modify PDU Session Req/Accept (new SSC)

9. PDU session disconnect with reconnection req. (new SSC)

10. PDU connection request procedure (new SSC)

Option A

Option B


Figure 6.6.x.2-1 Network triggered SSC mode change
1-3. UE establishes a PDU session with the CN-CP. An initial SSC mode is assigned to the PDU session based on SSC provided by the UE assistance information and/or subscription information/local policies as described in sub-clause 6.6.1.1.4.

4-6. The CP function in the CN (e.g. Session Management Function) configures Traffic Detection Rules in the UP nodes which carries the PDU session. Upon this configuration, the UP node monitors the ongoing traffic and sends the traffic detection report either periodically or when triggered by the configured rules received from the CN-CP. 
Editor’s Note: The details of the traffic detection rules and report are FFS.

7. Upon receiving the traffic detection report, the CP function evaluates whether the current SSC is optimal for the type of traffic flowing over the PDU session. E.g. The PDU session may be initially established with SSC mode 2 however traffic evaluation may detect frequent voice traffic flows on that PDU session. The CN-CP therefore in this case may decide to modify the PDU session to SSC mode 3 type session.
8. If the CP function decides that the SSC mode is not optimal, it may initiates a network triggered PDU session modification procedure to re-set the SSC mode.

9-10. Or it may tear down the current PDU session and request UE to re-establish a PDU session with desired SSC mode.
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