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Abstract of the contribution: This contribution proposes to remove NOTE 4 from TR 23.799 which equates a Network Slice to that of Network Slice Instance (NSI), and introduces the definition of Network Slice Instance along with Identifiers for Network Slice and NSI.
1. Network Slice v/s Network Slice Instance
At SA2#115, updates of existing solution(s) in Section 6.1 were done. During the discussions it was clear that different companies had a different understanding of Network Slice vs Network Slice Instance. The following NOTE exists in the definition section of TR 23.799.
Network Slice (NS): is composed of all the NFs that are required to provide the required Telecommunication Services and Network Capabilities, and the resources to run these NFs.
NOTE 4:	In this document a Network Slice is equivalent to a Network Slice Instance.

At the time the above note was introduced, there was an attempt to distinguish, in NGMN's White Paper on Network Slicing [2], Network Slice Blueprint versus Network Slice Instance.

4 THE CONCEPT OF NETWORK SLICING 
4.1 Network slicing concept
As depicted in Figure 1, the network slicing concept consists of 3 layers: 1) Service Instance Layer, 2) Network Slice Instance Layer, and 3) Resource layer.
The Service Instance Layer represents the services (end-user service or business services) which are to be supported. Each service is represented by a Service Instance. Typically, services can be provided by the network operator or by 3rd parties. In line with this, a Service Instance can either represent an operator service or a 3rd party provided service.
A network operator uses a Network Slice Blueprint to create a Network Slice Instance. A Network Slice Instance provides the network characteristics which are required by a Service Instance. A Network Slice Instance may also be shared across multiple Service Instances provided by the network operator.
4.2 Definitions
..
Network Slice Blueprint: A complete description of the structure, configuration and the plans/work flows for how to instantiate and control the Network Slice Instance during its life cycle. A Network Slice Blueprint enables the instantiation of a Network Slice, which provides certain network characteristics (e.g. ultra-low latency, ultra-
..
The above cited NOTE 4 made sense at the time of introducing of the concept of Network Slice in TR 23.799. Since then, there are solution which have been added in the TR which do not rely necessarily rely on identification of an NSI, but rather refer to an identifier of the Network Slice.  
Conceptually, the distinction between Network Slice and Network Slice Instance (NSI) is the same to what exists in computer programming world. Eg. in C or C++ programming language, this is equivalent to the distinction between a class and an object. A class defines a blueprint for a data type. This doesn't actually define any data, but it does define what the class name (ala an identifier) means, that is, what an object of the class will consist of and what operations can be performed on such an object. Where, an object is a variable, a data structure, or a function i.e. an instance of a class, and as such, is a location in memory having a value and possibly referenced by an identifier.
Therefore, the authors believe it to be important to make the distinction between the un-instantiated structure i.e. "definition" of a structure (Network Slice in this context) to that of its instance at runtime (NSI in this context).
However, in the context of virtualization, referring to such a blueprint via an identifier can be rather confusing. This is because of the concept of "descriptors" as defined by ETSI NFV. One of the main descriptors in NFV is the Network Service Descriptor (which, based on the views expressed in past SA2 mtgs, can be loosely equated to a way a Network Slice can be composed in the virtual world). It is the identifier used to refer to Network Service when its being instantiated at runtime c.f. ETSI NFV IFA [3]:
Table 6.2.2-1: Attributes of the NSD information element
	Attribute
	Qualifier
	Cardinality
	Content
	Description

	nsdIdentifier
	M
	1
	Identifier
	Uniquely identifies an NSD.


	designer
	M
	1
	String
	Identifies the designer of the NSD.


	version
	M
	1
	Version
	Identifies the version of the NSD

	nestedNsd
	M
	0..N
	Identifier (Reference to NSD)
	References the NSD of a nested NS. 

	vnfdId
	M
	1..N
	Identifier 
(Reference to Vnfd)
	References the VNFD of a constituent VNF.


	pnfdId
	M
	0..N
	Identifier 
(Reference to Pnfd)
	References the PNFD of a constituent PNF.


	sapd
	M
	1..N
	Sapd
	Provides the descriptor of a service access point of the network service.

	vld
	M
	0..N
	NsVld
	Provides the constituent VLDs.

NOTE: 	Cardinality of 0 means that the NS is a NF set with unspecified connectivity.

	vnffgd
	M
	0..N
	Vnffgd
	Provides the descriptors of the applicable forwarding graphs.

NOTE: 	Cardinality of 0 means that the NS is a NF set with unspecified connectivity.

	dependencies
	M
	0..N
	VnfDependencies
	Specifies the order in which instances of the VNFs have to be created.

	monitoredInfo
	M
	0..N
	String
	Identifies either a virtualised resources performance parameter or a VNF Indicator.

	autoScalingRule
	M
	0..N
	Rule
	Specifies a rule to trigger a scaling action on a NS instantiated according to the NSD.

NOTE 1: 	The rule is based on a combination of assertions on the values of the virtualised resources performance parameters and VNF Indicators identified by the monitoredInfo attribute.

NOTE 2: 	There may be multiple data sources (each identified as monitoredInfo) per Rule.


Editor’s note: A more precise syntax of the rule description is FFS.

	lifeCycleManagementScript
	M
	0..1
	String
	Provides a life cycle management script written in a Domain Specific Language.

	nsDeploymentFlavour
	M
	1..N
	NsDeploymentFlavor
	Identifies a deployment flavour within the scope of an NSD.

	security
	M
	1
	SecurityParameters
	Provides a signature to prevent tampering. 




Therefore, care is taken to ensure that the identifier used to refer to Network Slice is different to that of the descriptor references such as above.
This contribution aims to update the definition section to allow distinction between Network Slice and Network Slice Instance (NSI).
The changes introduced in the definitions do not restrict existing and/or future Network Slicing solutions. Here is an example of how identifiers in existing solutions use either Network Slice Identifier or Network Slice Instance Identifier.
	TR Solution
	NeS-ID (Network Slice Identifier)
	NSI-ID (Network Slice Instance Identifier)

	6.1.1
	[bookmark: _GoBack]Network Slice identified via UE usage type and service type
(In updated pCR to this mtg, NeS-ID (based on UE subscription, requested service, UE capabilities etc) is used to select the Network Slice, and Temporary ID is used as NSI-ID to select Network Slice Instances)
	NSI-ID identifies the Network Slice Instance to be used


	6.1.2
	MDD (Requested, Subscribed) 
	Temporary ID

	6.1.3
	Network Slice identified via UE Usage Type 
	Not explicitly mentioned but Core Network Instances are referred to
(In updated pCR to this mtg, DNN is used to perform CNI)

	6.1.4
	Not explicitly mentioned but step 7 in 6.1.4.1.1 indicates " ACA refers to the required network slice instance selection information (e.g. UE's capability, UE's location, UE's HPLMN policy and the NG Service Type information etc.) to select the appropriate network slice instance to trigger the NS Service Initiation Request for the UE."
	Not explicitly mentioned but step 7 in 6.1.4.1.1 indicates " ACA refers to the required network slice instance selection information (e.g. UE's capability, UE's location, UE's HPLMN policy and the NG Service Type information etc.) to select the appropriate network slice instance to trigger the NS Service Initiation Request for the UE."



2. Recommended Changes to TR 23.799
*** CHANGE***

[bookmark: _Toc449517653]3	Definitions and abbreviations
[bookmark: _Toc449517654]3.1	Definitions
For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].
Evolved LTE: In the context of this document Evolved LTE is E-UTRAN upgraded to interface with the Next Generation Core.
Physical resource: A physical asset for computation, storage or transport including radio access. 
Logical Resource: A partition of one or a group of resources. 
Telecommunication Service: is defined in TR 21.905 [1] as a bearer service or a teleservice.
NOTE 1:	In the context of this document it refers to the telecommunication services that are specified by 3GPP and which therefore may be provided by a network or a Network Slice that bases on 3GPP specifications.
Network Capability: is a network provided and 3GPP specified feature that typically is not used as a separate or standalone "end user service", but rather as a component that may be combined into a service that is offered to an "end user".
NOTE 2:	For example, the Location Service is typically not used by an "end user" to simply query the location of another UE. As a feature or network capability it might be used e.g. by a tracking application, which is then offering as the "end user service". Network Capabilities may be used network internally and/or can be exposed to external users, which are also denoted a 3rd parties.
Network Function (NF): is a processing function in a network, which has defined functional behaviour and defined interfaces.
NOTE 3:	An NF can be implemented either as a network element on a dedicated hardware, or as a software instance running on a dedicated hardware, or as a virtualised function instantiated on an appropriate platform, e.g. on a cloud infrastructure.
Network Slice: is a way of composinged of all the NFs that are required to provide the required Telecommunication Services and Network Capabilities, and the resources (either physical or virtual) to run these NFs. A Network Slice is identified via NeS-ID.
NOTE 4:	In this document a Network Slice is equivalent to a Network Slice Instance.
Editor's note:	It is for the RAN WG to determine how the Network slicing applies to RAN. It is FFS whether some aspects of level of isolation/separation should be part of the NS definition.
NOTE 54:	The PLMN may consist of one or more network slices. The special case of just one Network Slice is equivalent to an operator's single, common, general-purpose network, which serves all UEs and provides all Telecommunication Services and Network Capabilities that the operator wants to offer.
Network Slice Identifier (NeS-ID): is an identifier or a set of identifier(s) referring to a Network Slice, and is unique within the PLMN employing that Network Slice.
NOTE 5:	For cases where NextGen UE is either roaming or is in a shared network, the NeS-ID is unique within the involved PLMNs.
NOTE 6:	NeS-ID is defined in a way that it is agnostic to whether the Network Slice is expected to be implemented in the network using physical resources or virtual resources or mix of physical and virtual resources.
Network Slice Instance (NSI): is an instance of a particular Network Slice. Each NSI is identified via NSI-ID.
Network Slice Instance Identifier (NSI-ID): an identifier or a set of identifier(s) referring to a NSI, and is unique within the PLMN employing that NSI.
NOTE 7:	For cases where NextGen UE is either roaming or is in a shared network, the NSI-ID is unique within the involved PLMNs.
NOTE 8:	NSI-ID is defined in a way that it is agnostic to whether the Network Slice Instance uses physical resources or virtual resources or mix of physical and virtual resources.
NOTE 9:	The solutions to Key-Issue in Section 5.1 are expected to distinguish whether the solution uses NeS-ID and/or NSI-ID. Each solution is also expected to define the exact format of the used identifier (NeS-ID, NSI-ID or both) within the confines of the above definitions. When a solution uses identifier(s) in addition to NeS-ID or NSI-ID to refer to Network Slice(s) or Network Slice Instance(s), the solution is expected to provide its own definition, and usage for such identifier(s).

NextGen RAN (NG RAN): In the context of this document, it refers to a radio access network that supports Evolved LTE and/or New RAT and interfaces with the Next Generation Core.
NextGen System (NG System): It refers to NextGen System including NG RAN and NextGen Core.
NextGen UE (NG UE): It refers to an UE connecting to the NG System.
PDU Connectivity Service: A service that provides exchange of PDUs between a UE and a Data Network (DN).
PDU Session: Association between the UE and a data network that provides a PDU Connectivity Service.
PDU Session of IP Type: Association between the UE and an IP data network.
Session Continuity: The continuity of a PDU session. For PDU session of IP type "session continuity" implies that the IP address is preserved for the lifetime of the PDU session.
Service Continuity: The uninterrupted user experience of a service, including the cases where the IP address and/or anchoring point changes.
[bookmark: _Toc449517655]3.2	Abbreviations
For the purposes of the present document, the following symbols apply:
NF	Network Function
VNF	Virtual Network Function
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