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Abstract of the contribution: This contribution proposes to add normative text for Functional Description of PCC/ADC related functions as concluded in TR 23.714 in clauses 6.1.1.3/6.1.1.4 item F. PCC related functions of the table.
Proposal

It is proposed to update TS 23.214 as follows:
5 Functional description
5.X PCC/ADC related functions
5.X.1 General
PCC/ADC related functions include PCEF functionalities, which provide service data flow detection, user plane traffic handling, triggering control plane session management (where the IP‑CAN permits), QoS handling, and service data flow measurement as well as online and offline charging interactions.

Any interaction with the external PCC control plane entities, i.e., PCRF, OCS and OFCS, shall be performed by PGW-C and TDF-C. For the PCEF functionalities that are performed in the user plane, PGW-C or TDF-C shall forward to the PGW-U (resp. TDF-U) policies needed for the enforcement in the user plane. For the event reporting to PCRF, OCS and OFCS, if events have to be collected in the user plane, PGW-U (resp. TDF-U) shall notify the detected events to PGW-C (resp. TDF-C), and PGW-C (resp. TDF-C) shall further inform the external entity which needs the report.

The policies of the policy enforcement and event reporting are defined in PCC rules, which can be either dynamically provided by PCRF or predefined in PGW (resp. TDF).
5.X.2 Service data flow detection

For PCC rules that contain a set of service data flow filters, PGW-C (resp. TDF-C) shall be able to receive PCC rules from PCRF and provide service data flow filter information to PGW-U (resp. TDF-U) during Sx session establishment / modification. PGW-U (resp. TDF-U) shall be able to detect service data flows with the service data flow filters.
For PCC rules that contain an application identifier (i.e. that refer to an application detection filter), PGW-C (resp. TDF-C) shall be able to receive PCC rules from PCRF.

· If service data flow filters referred to by the application identifier can be acquired by PGW-C (resp. TDF-C) locally or from external entities (e.g. PFDF), PGW-C (resp. TDF-C) shall provide the acquired service data flow filters to PGW-U (resp. TDF-U) during Sx session establishment / modification, and PGW-U (resp. TDF-U) shall be able to detect service data flows with the service data flow filters;
· If PGW-C (resp. TDF-C) identifies application identifier points to PGW-U (resp. TDF-U) for the service data flow filters, PGW-C (resp. TDF-C) shall provide the application identifier to PGW-U (resp. TDF-C) during Sx session establishment / modification, and PGW-U (resp. TDF-U) shall be able to acquire service data flow filters locally with the application identifier and detect service data flows with the service data flow filters.

If service data flow filters are predefined, based on the activation of a predefined rule from the PCRF, the PGW-C (resp. TDF-C) shall be able to
· provide service data flow filters to PGW-U (resp. TDF-U), if they are stored in PGW-C (resp. TDF-C);

· or activate / deactivate predefined service data flow filters in the PGW-U (resp. TDF-U) for the service data flow detection.
5.X.3 Downlink service data flow detection and mapping to IP-CAN bearers
For downlink traffic, the downlink parts of all the service data flow templates associated with the IP‑CAN session for the destination address are candidates for matching in the detection process, and the detection of the downlink part of a service data flow and the mapping to IP‑CAN bearers shall be performed in PGW-U (resp. TDF-U).

5.X.4 Uplink bearer binding verification

For the uplink direction, discarding packets due to no matching service data flow template, which is also referred to as uplink bearer binding verification, shall be performed in PGW-U.

5.X.5 Gating control

Gating control, i.e. blocking or allowing of packets identified by service data flow filters or an application identifier to pass through to the desired endpoint, shall be performed in PGW-U (resp. TDF-U).
5.X.6 Bearer binding

The set of authorised QoS parameters to the service data flow is the main input for bearer binding. Whenever the QoS authorization of a PCC/QoS rule changes, the existing bindings shall be re-evaluated. PGW-C shall be able to support Bearer Binding Functions that are defined in Clause 6.1.1.4 of TS 23.203. 

5.X.7 Charging and Usage monitoring
PGW-U (resp. TDF-U) shall support reporting of measurement for charging and usage monitoring to the PGW-C (resp. TDF-C) and reporting based on different triggers defined by PGW-C (resp. TDF-C) as are specified in Clause 5.Y.
5.X.8 Service level QoS Control 

The authorized QoS is enforced for an IP‑CAN bearer according to the information received via the Gx interface and depending on the bearer establishment mode.

The GBR per bearer, used for resource reservation (e.g. admission control in the RAN), shall be supported in PGW-C, and the MBR (per PCC rule / per bearer), used for rate policing, shall be supported in PGW-U.

The authorised APN-AMBR is enforced in the PGW-U as defined in 3GPP TS 23.401. The APN-AMBR applies to all IP‑CAN sessions of a UE to the same APN and has separate values for the uplink and downlink direction.

The QCI, used as a reference to node specific parameters that control packet forwarding treatment, is enforced in the PGW-U. 
The ARP, used to decide whether a bearer establishment or modification request can be accepted or needs to be rejected in case of resource limitations (typically used for admission control of GBR traffic) and which existing bearers to pre-empt during resource limitations, is enforced in the PGW-C.
5.X.9 Application detection and reporting

The attributes for the detection of Start and Stop of the application traffic are specified in PCC rules (i.e. application identifier, service data flow descriptions and application instance identifier) provided by PCRF.

The PGW-C (resp. TDF-C) shall be able to receive from PCRF the attributes for the detection of Start and Stop of the application traffic in the PCC rules, and

· If the service data flow filters referred to by the application identifier can be acquired by PGW-C (resp. TDF-C) locally or from external entities (e.g. PFDF), the PGW-C (resp. TDF-C) shall provide the acquired service data flow filters to the PGW-U (resp. TDF-U) during Sx session establishment / modification, and PGW-U (resp. TDF-U) shall be able to detect the Start or Stop of service data flows with the service data flow filters;
· If the PGW-C (resp. TDF-C) application identifier points to PGW-U (resp. TDF-U) for the service data flow filters, the PGW-C (resp. TDF-C) shall provide the application identifier to PGW-U (resp. TDF-U) during Sx session establishment / modification, and the PGW-U (resp. TDF-U) shall be able to acquire service data flow filters locally with the application identifier and detect the Start or Stop of the service data flows with the service data flow filters.
PGW-C (resp. TDF-C) shall be able to report to PCRF the Start and Stop of the application traffic, if the PCRF has subscribed to the event, unless the notification is muted for the specific PCC Rule, to the PCRF. The PGW-C (resp. TDF-C) shall provide the event trigger to the PGW-U (resp. TDF-U) during Sx session establishment / modification for the Start and Stop of the application traffic as well as the attributes for the detection of Start and Stop of the application traffic, and PGW-U (resp. TDF-U) shall report to PGW-C (resp. TDF-C) when the event happens.
5.X.10 Traffic Steering

The PGW-C (resp. TDF-C) shall be able to receive provisioning and modifying traffic steering control information from PCRF and provision the traffic steering control information to the PGW-U (resp. TDF-U). Traffic steering control information consists of a traffic description and a reference to a traffic steering policy: 

· If traffic steering policy can be acquired by the PGW-C (resp. TDF-C) locally, the PGW-C (resp. TDF-C) shall provide the acquired traffic steering policy to the PGW-U (resp. TDF-U) during Sx session establishment / modification, and the PGW-U (resp. TDF-U) shall be able to enforce the traffic steering policy;
· Otherwise, the PGW-C (resp. TDF-C) shall provide the reference to the PGW-U (resp. TDF-U) during Sx session establishment / modification, and the PGW-U (resp. TDF-U) shall be able to acquire actual traffic steering policy locally and enforce the policy.

When a combination of PCEF/TDF with traffic steering control feature and TSSF is deployed, PGW-U (resp. TDF-U) shall be able to perform application detection and packet marking based on the PCC/ADC Rules while traffic steering is done using TSSF.

5.X.11 Redirection

When being activated by PCRF, the uplink application's traffic redirection may be enforced:

· directly in PGW-U/TDF-U by applying redirect destination received from PGW-C/TDF-C during Sx session establishment / modification or preconfigured locally;

· or under the PGW-C/TDF-C control as specified in 5.X Control of user plane forwarding.

5.X.12 Event Reporting
The Event Reporting Function may be located in PGW-C/TDF-C or PGW-U/TDF-U, depending on the nature of the event:

· If PCRF subscribes a control plane event, PGW-C/TDF-C shall interpret from PCC/ADC rule the event triggers and the associated parameter values, and report when the event condition meets.
· If PCRF subscribes a user plane event, PGW-C/TDF-C shall interpret from PCC/ADC rule the event triggers and the associated parameter values and provide them to PGW-U/TDF-U with event subscription during Sx session establishment / modification. PGW-U/TDF-U shall detect the event and report to PGW-C/TDF-C when the event condition meets. PGW-C/TDF-C shall report the event to PCRF.
5.X.13 PCC support of NBIFOM
When PCC control for NBIFOM applies for an IP-CAN session:
· During the IP-CAN session establishment, the PGW-C informs the PCRF about the UE and network support of NBIFOM, the requested NBIFOM mode (defined in TS 23.161), the IP-CAN type and the RAT type; The PCRF takes a policy decision on whether NBIFOM may apply to the IP-CAN session and informs the PGW-C about its decision.
· The PGW-C notifies the PCRF when an access is added or removed using the event trigger defined in TS 23.203 clause 6.1.4.
· The PGW-C notifies the PCRF when an access becomes no more Usable or Usable again or when the move-to-WLAN or move-from-WLAN events occur, both events are notified to the PCRF using the event trigger "Change of the availability of an access" as defined in TS 23.203 clause 6.1.4.
In a multi access IP-CAN session, a PCC Rule is associated to the allowed access within the IP-CAN session. The bearer binding mechanism in the PGW-C shall associate PCC Rules to an IP-CAN bearer within the allowed access. 
The PGW-C may provide the following information for each Allowed Access Type:

· Location of the subscriber as defined in TS 23.203 clauses A.4, H.3 and H.4.

· A serving PLMN identifier as defined in TS 23.203 clauses A.4, H.3 and H.4.

· RAT type as defined in TS 23.203 clauses A.4, H.3 and H.4.
For usage monitoring when NBIFOM applies for an IP-CAN session, the PCRF may receive an individual Monitoring key per access type from SPR. PGW-C shall provide the individual Monitoring key per access type to PGW-U during Sx session establishment / modification, and PGW-U shall report the usage information based on the monitoring key to the PGW-C. The PGW-C may provide triggers and thresholds to the PGW-U on when to report the usage information.
5.X.14 Request for forwarding of event reporting
Editor's note: This clause is to describe Request for forwarding of event reporting in TDF, which is FFS.
 

5.X.15 DL DSCP marking for application indication
Editor's note: This clause is to describe DL DSCP marking for application indication in TDF, which is FFS.
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