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Discussion:

The TR 23.719 contains 11 solutions on the different key issues, the following solutions can be compared since they are targeting the same key issues:
Key issue #1 Single Service Profile: Solution #9, Solution #11
Key issue #2 Emergency Call: Solution #4
Key issue #3 Inbound Roamer: Solution #1, Solution #6, Solution #10, Solution #11
Key issue #4 Outbound Roamer: Solution #2, Solution #3, Solution #7 
Key issue #5 Registration/Authentication: Solution #5, Solution #8
The following table tries to summarize the key features, issues and impacts of the individual solutions: 

	Key Issue
	Solution #1
	Solution #2
	Solution #3
	Solution #4
	Solution #5
	Solution #6
	Solution #7
	Solution #8
	Solution #9
	Solution #10
	Solution #11

	KI#1
	
	
	
	
	
	
	
	
	Combines solution #1, #2, #4 and #8 to a fully consistent solution for SeDoC
	
	SeDoC MSC still keeps legacy CS interfaces like G,E and ISUP protocols. Refers to solution 5 for authentication but it is not consistent with solution 10. Figure 6.11.3.2-1 doesn’t match to the previous one and doesn’t provide the mapping as in the heading. Solution #11 does not provide any outbound roaming flow or solution. Terminology CS GW and SeDoC MSC are mixed. 

	KI#2
	
	
	
	Emergency call interworking as in ICS from SeDoC MSC
	
	
	
	
	
	
	

	KI#3
	ICS IWF acts as VLR towards HLR and SeDoC MSC 
	
	
	
	
	Maintains CS network, no service domain centralization at all
	
	
	
	Changes the normal sequence, request of Insert Subscriber Data comes before Authentication, ICS IWF acts as HSS but mixes CS authentication procedure with SIP Registration procedure. Step 6 creates an IMS identity, but which one is used for the SIP REIGSTER in step 3?
	Refers to solution #10

	KI#4
	
	ICS IWF acts as HLR towards VLR, interworks SIP to CS signalling
	Assumes HLR in the SeDoC network and maintains MAP interfaces, no service domain centralization
	
	
	
	Similar to solution #2, but SIP/CS interworking done in MGCF and not in ICS IWF
	
	
	
	

	KI#5
	CS Authentication/Authorization signalling replaced by Diameter
	CS Authentication/Authorization signalling replaced by Diameter
	
	
	Mixes CS authentication with SIP authentication and requires S-CSCF to perform CS authentication vector check within the normal IMS procedures, i.e. changes the procedures
	
	
	CS Authentication/Authorization signalling replaced by Diameter
	
	
	


A combination of Solution #1, #2, #4, #8 and #9 lead to a consistent full solution covering the key issues, this is not possible with the combination of the other solutions. MAP authentication is replaced by Diameter as desired in the SID, while keeping the normal call flow. The ICS IWF is interworking with the legacy networks for inbound and outbound roamers, taking the role as VLR or HLR respectively.  

Solution #11 tries to combine solution #5 and #10, but it is not consistent with the CS authentication in solution #5 and #10 where they are mixed in different ways with the regular SIP registration flow which requires changes to the normal ICS MSC behaviour as well as to the IMS network. The S-CSCF needs to differentiate between CS and IMS authentication vectors, needs to detect the roaming status and needs to compare the response from the MSC for CS authentication. 

Solution #3 and #6 maintain the CS network and thus do not fulfil the scope of the work item of a service centralization in the IMS domain. 

Solution #7 seems similar to the solution #2 but requires in addition the MGCF for the protocol translation. On the other hand the ICS IWF in solution #7 also “provides any required protocol translation between the networks of the HPLMN and VPLMN.” which seems to be like solution #1 and makes the MGCF obsolete but the description is too confusing.
Start of 1st Change

7
Overall Evaluation
Editor's note:
This clause will provide evaluation of different solutions.
A combination of Solution #1, #2, #4, #8 and #9 lead to a consistent full solution covering the key issues, this is not possible with the combination of the other solutions. MAP authentication is replaced by Diameter as desired in the SID, while keeping the normal call flow. The ICS IWF is interworking with the legacy networks for inbound and outbound roamers, taking the role as VLR or HLR respectively.  

Solution #11 tries to combine solution #5 and #10, but it is not consistent with the CS authentication in solution #5 and #10 where they are mixed in different ways with the regular SIP registration flow which requires changes to the normal ICS MSC behaviour as well as to the IMS network. The S-CSCF needs to differentiate between CS and IMS authentication vectors, needs to detect the roaming status and needs to compare the response from the MSC for CS authentication. 

Solution #3 and #6 maintain the CS network and thus do not fulfil the scope of the work item of a service centralization in the IMS domain. 

Solution #7 seems similar to the solution #2 but requires in addition the MGCF for the protocol translation. On the other hand the ICS IWF in solution #7 also “provides any required protocol translation between the networks of the HPLMN and VPLMN.” which seems to be like solution #1 and makes the MGCF obsolete.
8
Conclusions

Editor's note:
This clause is intended to list conclusions that have been agreed during the course of the study item activities. This should also capture the guiding principles and documentation approach for creating CRs to normative specifications within the responsibility of SA WG2.
It is recommended to specify a solution for TS 23.292 as a combination of the individual solutions #1, #2, #4, #8 and #9.
End of 1st Change
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