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Abstract of the contribution: this contribution proposes a new section on traffic detection for the TS.
Introduction

The UP function needs to detect the packets belonging to a bearer, service data flow or IP-CAN/TDF session before the corresponding enforcement actions, measurement task as well as forwarding actions can be executed. Hence it would be helpful to describe the traffic detection in a single section to which other sections can refer to.
Discussion

Similar to the PCC functionality, it would be beneficial to have a one-step filtering for the detection of packets and the association with the responsible Traffic Handling Rule (THR). Furthermore, many functions are similar or identical for the different UP functions and thus a parameter structure similar to the one we used for the PCC rules seems to be appropriate, i.e. there is a mandatory parameter describing the detection information and a lot of (mostly optional) parameters for the control of all possible enforcement/measurement/forwarding options. 
To address the differences in the granularity and the applied information for the SGW-U, PGW-U or TDF-U, the detection information parameter of a THR should be able to contain different combinations of information:
SGW:   UL: Local F-TEIDu (access side) 

for detecting traffic belonging to a bearer
        DL: Local F-TEIDu (core side)

for detecting traffic belonging to a bearer
PGW:   UL: Local F-TEIDu (access side) + SDF/application ID 
for detecting traffic belonging to an SDF on a bearer
        DL: UE IP address + SDF/application ID 
for detecting traffic belonging to an SDF
TDF:    UL: UE IP address + SDF/application ID 
for detecting traffic belonging to an SDF
        DL: UE IP address + SDF/application ID 
for detecting traffic belonging to an SDF
        UL/DL: UE IP address

for detecting remaining traffic of TDF session

Packet screening as well as UL bearer binding verification can be easily accomplished by adding the corresponding information (i.e. UE IP address or F-TEIDu) to the detection parameter for the PGW-U. 

In addition, THRs can be provided for the detection of any remaining traffic, e.g. UL traffic with wrong UE IP address, UL traffic on the wrong bearer or UL/DL traffic not matching any other detection information, so that such traffic can be measured/forwarded and discarded.
Proposal

It is proposed to add a new section on traffic detection into the TS 23.214 v0.1.0.
* * * Start of Change * * * *

5.x
Traffic detection

5.x.1 
General

This clause describes the detection process at the UP function that identifies the packets belonging to a bearer, service data flow or IP-CAN/TDF session. 
The CP function is responsible for instructing the UP function about how to detect user data traffic belonging to a Traffic Handling Rule (THR). The other parameters provided within a THR describe how the UP function shall treat a packet that matches the detection information. 

5.x.2 
Traffic detection information
The CP function controls the traffic detection at the UP function by providing detection information for every THR. Detection information is a combination of:

-
UE IP address;

-
F-TEIDu;

-
SDF filters as defined in TS 23.203[3];

-
application ID (referring to an application detection filter) as defined in TS 23.203[3].
The following Table 5.x.2-1 lists the possible combinations of the traffic detection information for the different UP functions and usage scenarios.
Table 5.x.2-1: Detection information for the different UP functions and usage scenarios
	Usage scenario
	UP function
	Detection information for UL
	Detection information for DL
	Description

	1
	SGW-U
	Local F-TEIDu (access side)
	Local F-TEIDu (core side)
	Detection of traffic belonging to a bearer

	2
	PGW-U
	Local F-TEIDu (access side) + uplink part of SDF template/application ID
(NOTE 2)
	UE IP address as destination + downlink part of SDF template/application ID
(NOTE 2)
	Detection of traffic belonging to a service data flow + UL bearer binding verification (based on F-TEIDu in UL filter)

	3
	PGW-U
	Local F-TEID (access side) + UE IP address as source + uplink part of SDF template/application ID
(NOTE 2)

	UE IP address as destination + downlink part of SDF template/application ID
(NOTE 2)
	Usage scenario 2 + Packet screening (based on UE IP as source in UL filter)

	
	PGW-U
	Local F-TEID (access side)
(NOTE 1)
	
	Detection of remaining traffic, e.g. with wrong UE IP address or on wrong bearer, for measurement and discarding.

	5
	PGW-U
	-
	UE IP address as destination
(NOTE 1)
	Detection of remaining traffic, e.g. not matching any other detection information, for discarding.

	6
	TDF-U
	UE IP address as source + uplink part of SDF template/application ID
	UE IP address as destination + downlink part of SDF template/application ID 
	Detection of traffic belonging to a service data flow

	7
	TDF-U
	UE IP address as source
(NOTE 1)
	UE IP address as destination
(NOTE 1)
	Detecting of remaining traffic (i.e. not matching any other THR) belonging to a TDF session

	NOTE 1:
A THR with such detection information should have the lowest precedence amongst all the THR installed for this bearer or Sx session.
NOTE 2: 
The detection of traffic related to UE IP address allocation as well as RADIUS, Diameter and DHCP signalling traffic on SGi can be accomplished using an SDF template or an application ID.



* * * End of Changes * * * *
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