SA WG2 Temporary Document

Page 3

SA WG2 Meeting #116-Bis
S2-164819
29 August - 02 September 2016, Sanya, China
(revision of S2-164589)
Source:
NTT DOCOMO, one2many, KDDI, Vodafone, Qualcomm, Nokia
Title:
Clarification of necessity of ETWS/PWS support
Document for:
Approval

Agenda Item:
6.10.0
Work Item / Release:
FS_NextGen / Release 14
Abstract of the contribution: Clarify the support of ETWS/PWS in the key issue 13. 
Introduction
ETWS/PWS is one of the critical mandated services used today in many countries through broadcast /multicast capabilities. This also needs to be supported by the NextGen System.

Proposal

It is proposed to add the following texts to TR 23.799.
************* START OF CHANGE #1*************
4
Architectural Requirements, Assumptions and Principles
4.1
High level Architectural Requirements
Editor's note:
This clause will document high-level architectural requirements that guide the architecture study.
The architecture of the NextGen System shall:

1
Support the new RAT(s), the Evolved E-UTRA, and non-3GPP access types. GERAN and UTRAN are not supported:

a)
As part of non- 3GPP access types, WLAN access (including "untrusted WLAN" according to the meaning defined in pre Rel. 14 for the term "untrusted") and Fixed access shall be supported. Support for satellite access is FFS.

2
Support unified authentication framework for different access systems.

3
Support multiple simultaneous connections of an UE via multiple access technologies.

4
Allow independent evolutions of core network and RAN, and minimize access dependencies.

5
Support a separation of Control plane and User plane functions.

6
Support transmission of IP packets, non-IP PDUs and Ethernet frames.

NOTE 1:
This requirement assumes a point-to-point link between the UE and the data network.

7
Leverage techniques (e.g. Network Function Virtualization and Software Defined Networking) to reduce total cost of ownership, improve operational efficiency, energy efficiency, and simplicity and flexibility for offering new services.

8
Efficiently support different levels of UE mobility (including stationary UE(s)) / service continuity.

9
Support different levels of resilience for the services provided by the network.

10
Support different means for reducing UE power consumption while UE is in periods with data traffic as well as in periods without data traffic.

11
Support services that have different latency requirements between the UE and the Data Network.

12
Minimize the signalling (and delay) required to start the traffic exchange between the UE and theData Network, i.e. signalling overhead and latency at transition from a period where UE has no data traffic to a period with data traffic.

13
Support access to applications (including 3rd party applications) with low latency requirements hosted close to the access network within the operator trust domain.

NOTE 2:
The details of applications are beyond the scope of 3GPP.

NOTE 3:
Details of hosting of applications is considered beyond scope in this release.

14
Support optimized mechanisms to control (includes avoiding) signalling congestion.

15
Efficient network support for a large number of UEs in periods without data traffic.

16
Support network sharing.

17
Support roaming:

a)
As part of roaming, the architecture shall support both routing of user traffic entirely via the VPLMN and routing of the user traffic back to the HPLMN. 

18
Support broadcast services.

19
Support network slicing.

20
Support Architecture enhancements for vertical applications.

21
Support dynamic scale-in /scale-out.

22
Minimize energy consumption in the overall network operation.

NOTE 4:
Specific architecture work resulting from the previous requirement may have to be addressed by SA WG2, SA WG5, or both.

23
Support critical communications, including mission-critical communications.

24
Support network capability exposure

25
Support efficient transmission of user data with characteristics required by Stage 1 requirements (e.g. low throughput short data bursts) including support of SMS.

26
Support regulatory requirements for Lawful Intercept.

27
Support a flexible information model with relationships between user related managed data, and with a level of abstraction sufficient to be independent of any specific protocols.

NOTE 5:
The previous requirement may have to be addressed by SA WG2, SA WG5, orstage 3 working groups.

28
Support optimized distribution of the data and the location of the data repositories in the network (access and core network) for efficient management of user related data by network entities.
29 Support for location services as per the related service requirements and in alignment with NR RAN TR 38.913 [10].
30. Support regularity requirements for Public Warning System (PWS), e.g. ETWS, CMAS, KPAS, etc.
************* END OF CHANGE #1*************
************* START OF CHANGE #2*************
5.13
Key issue 13: Broadcast/Multicast Capabilities

5.13.1
Description

This key issue will address the need and possible solution aspects to support broadcast/multicast capabilities similar as provided currently like ETWS/PWS, eMBMS and GCSE that are available for LTE/EPC networks, including support for features such as mission-critical applications.

Specific solutions proposed under this key issue include those needed to architecturally support:

-
1:many and 1:all communication involving 5G capabilities specified by RAN;

-
Group handling (e.g. geographic scope of groups);

-
Group communication (e.g. setup performance, services to the group member, group member requests of the system, priority and pre-emption of group communication, services provided during an ongoing group communication, and user perception of group communication);

-
Functionality and performance needed to satisfy current and emerging 3GPP broadcast/multicast service requirements and application architecture requirements (e.g. MCPTT, MCVideo, MCData, CriC, and massive MTC);
-
Functionality and performance needed to satisfy current mandated PWS requirements (e.g. ETWS, CPAS, KPAS, etc.);
-
Consideration of related NextGen architecture key issues (e.g. session management, QoS framework).

************* END OF CHANGE #2*************
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