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Abstract of the contribution: This contribution proposes a solution for a UE connected to Multiple Network Slices based group C (annex D) in NEXTGEN Study Item.
Discussion

Annex D of TR 23.799 contains three different potential alternatives (or “groups”) to solve the requirement of a UE connected to multiple Network slices; A, B and C.
-
Group A includes the interpretation that the UE obtains services from different network slices and different CN instances, aiming at logical separation/isolation between the CN instances

-
Group B assumes that some Network Functions are common between the network slices, while other functions reside in its individual network slices.

-
Group C assumes that the control plane handling is common between the slices, while the user plane(s) are handled as different network slices.

The solutions to Key Issue #1: Support of network slicing in chapter 6.1 of TR 23.799 primarily focus on group B to this date (v 0.7.0). This contribution is addressing and proposing to add a solution for group C, i.e assuming that the control plane (CP) handling is the same between slices while user plane (UP) function handling is different.
There is not yet any other solution based on group C and the use cases for multiple slices per UE are still relatively vague. NextGen should therefore consider different types of solutions for a UE connected to multiple Network Slices as part of the evaluation to match different use cases as they mature. 
Further, separation between the CP and the UP functionality is already agreed in the Architectural assumptions, 23.799 chapter 4.1 which makes it a possibility to base a solution for UEs connected to multiple Network slices on this separation between CP and UP. Below a solution proposal based on CP-UP separation is outlined.
Before going into any solution of Network slice selection, one should be aware of the already existing and currently discussed possibilities of logical separation in the network in addition to separation by slicing. In a probably non-complete list of selection options one can just mention PLMN ID (incl use of E-SIM profiles), APN, DECOR (UE Usage Type), eDECOR (DCN ID) and for 5G Network slice selection Network Slice Selection Assistance Information (NSSAI) is being discussed. In addition to these there is also a UP selection mechanism required for CUPS and a corresponding UP selection in 5G CN as discussed in key issue #5. Thus, there are multiple selections to find the correct serving functions for a UE requiring a specific service at a certain location at a specific time.
This means that even within a Network Slice there can be further logical separations. A Network Slice can be seen as an administrative domain somewhat similar to a complete network. It also means that the interface for separating the Common CN function from the specific CN Instances representing different Networks slices needs to be carefully selected in order to not make the combination of different selections overly complex. Using the CP-UP separation as this interface will combine the CN Instance selection, the APN selection and the specific UP selection based on location, service requirements etc. (acc to key issue #5) and thus reduce the number of interfaces with selectable options.
Solution 1.x: Support of connections to multiple Network Slices through separate UPs

This solution is to solve UE connectivity to multiple Network slices as part of key issue#1: Support of network slicing.

6.1.X.1
Architecture description

To enable a UE to simultaneously obtain services from multiple Network Slices within one network operators PLMN, the Core Network Instances can be set up as depicted in Figure 6.1.X.1-1. That is:

-
A single set of CP Functions in a Common CN Instance that are shared across multiple Network Slices; The CP Functions in the Common CN Instance connected to multiple Network slices can be:
-
Authentication function (AU): AU is responsible for authenticating and authorizing the UE to attach to the operator's network. It also provides security and integrity protection of NAS signaling.
-
Mobility Management function (MM): MM is responsible for UE registration in the operator's network (e.g., storing of UE context) and UE mobility support (e.g., providing mobility function when UE is moving across base stations within the operator's network).
-
Session Management function (SM): SM is responsible for PDU session establishment, PDU session modification and PDU session termination.
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Figure 6.1.X.1-1 Sharing a set of C-plane functions in a Common CN instance, and multiple dedicated Core Network Instances to separate differnet Network slices
The principles of the solution depicted in Figure 6.1.X.1-1 are described as following:

-
A set of C-Plane functions is responsible, for example, for supporting UE mobility if demanded or for admitting the UE into the network by performing authentication and subscription verification.

-
All C-Plane Functions in the Common CN Instance are common to multiple Network Slices, and may or may not be created multiple times.

-
A Core Network Instance is dedicated for the UEs that are requiring a specific group/type of service(s). Identifying the UE type is done by using a specific parameter, e.g. through information sent from the UE such as Network Slice Selection Assistance Information (NSSAI).

-
A Core Network Instance consists of a set of U-Plane Functions with characteristics meeting the requirements for that specific Network Slice
-
A set of U-Plane Functions in a Core Network Instance is responsible for providing a specific service to the UE and for transports the U-Plane data of the specific service(s). For example, one set of U-Plane functions in Core Network Instance#1 provides an enhanced mobile broadband service to the UE, whereas another set of U-Plane functions in Core Network Instance#2 provides a critical communication service to the UE.

-
Each UE can have multiple U-Plane connections to different sets of U-Plane Function that are available either in the same Core Network Instance, or at different Core Network Instances, simultaneously.

-
A CN Instance Selection Procedure (CNIP) is responsible for selecting which Core Network Instance to accommodate the UE and connecting it to the requested service
-
The CNIP shall use the “NSSAI” as input to selection of the CN Instance, thus the “NSSAI” needs to be forwarded to the Common CN Instance during the registration/attach procedure
-
As the CNIP in this solution is a UP function selection, it also need to be combined with or correlated to the UP function selection being part of solutions to Key Issue #5. 
-


In this solution, the “NSSAI” and "UE Usage Type” are used for the purposes as described below:

-
“NSSAI” is used by the UE for identifying the requested specific type of dedicated Network slice or slices if the UE is a “multi-slice” type of UE. These parameters are used by the RAN to point at group of Common CP functions that can handle connectivity to the CN Instances that a UE is allowed to be using. “NSSAI” is also used as input to the selection of a CN Instance.
Note: Additional parameters from the terminal to identify a specific “Service type” is FFS 

-
"UE Usage Type" is the provisioned subscription parameter which can be translated into which dedicated Network slice or slices to be used a specific UE. It can be used to verify that the input from the UE matches the subscription profile.
Taking the above explanation into account, selecting a proper CN Instance for the service type that is requested by the UE can be done by using the NSSAI and the UE Usage Type parameters into account in the CNIP (CN Instance Selection Procedure). This means that the NSSAI needs to be transferred to the Common CN Instance from the RAN when the UE connects to the network.
Proposal
It is proposed to add the following text to the TR 23.799 “Study on Architecture for Next Generation System”.
* * * Start of changes * * * *

6.1.x Solution 1.x: Support of multiple connections to multiple Network Slices through separate UPs

This solution is to solve the key issue#1 on support of network slicing.

6.1.X.1
Architecture description

To enable a UE to simultaneously obtain services from multiple Network Slices within one network operators PLMN, the Core Network Instances can be set up as depicted in Figure 6.1.X.1-1. That is:

-
A single set of CP Functions in a Common CN Instance that are shared across multiple Network Slices; The CP Functions in the Common CN Instance connected to multiple Network slices can be:

-
Authentication function (AU): AU is responsible for authenticating and authorizing the UE to attach to the operator's network. It also provides security and integrity protection of NAS signaling.
-
Mobility Management function (MM): MM is responsible for UE registration in the operator's network (e.g., storing of UE context) and UE mobility support (e.g., providing mobility function when UE is moving across base stations within the operator's network).

-
Session Management function (SM): SM is responsible for PDU session establishment, PDU session modification and PDU session termination.

[image: image2.emf] 

C - plane signalling   U - plane data  

CNI#1  Service  

CNI#2  Service  

UEI#1  

RAN  

AU  

MM   CNI SF  

...  

UP - Functions  

...  

CNI - 1  UPF#1  

CNI - 1  UPF#2  

CNI - 1  UPF#3  

Core Network Instance #1  

UP - Functions  

...  

CNI - 2   UPF#2  

CNI - 2   UPF#3  

Core Network Instance #2  

CNI - 2   UPF#1  

S M  

Common  CN Instance  


Figure 6.1.X.1-1 Sharing a set of C-plane functions in a Common CN instance, and multiple dedicated Core Network Instances to separate differnet Network slices

The principles of the solution depicted in Figure 6.1.X.1-1 are described as following:

-
A set of C-Plane functions is responsible, for example, for supporting UE mobility if demanded or for admitting the UE into the network by performing authentication and subscription verification.

-
All C-Plane Functions in the Common CN Instance are common to multiple Network Slices, and may or may not be created multiple times.

-
A Core Network Instance is dedicated for the UEs that are requiring a specific group/type of service(s). Identifying the UE type is done by using a specific parameter, e.g. through information sent from the UE's such as Network Slice Selection Assistance Information (NSSAI).

-
A Core Network Instance consists of a set of U-Plane Functions with characteristics meeting the requirements for that specific Network Slice

-
A set of U-Plane Functions in a Core Network Instance is responsible for providing a specific service to the UE and for transports the U-Plane data of the specific service(s). For example, one set of U-Plane functions in Core Network Instance#1 provides an enhanced mobile broadband service to the UE, whereas another set of U-Plane functions in Core Network Instance#2 provides a critical communication service to the UE.

-
Each UE can have multiple U-Plane connections to different sets of U-Plane Function that are available either in the same Core Network Instance, or at different Core Network Instances, simultaneously.

-
A CN Instance Selection Procedure (CNIP) is responsible for selecting which Core Network Instance to accommodate the UE and connecting it to the requested service

-
The CNIP shall use the “NSSAI” as input to selection of the CN Instance, thus the “NSSAI” needs to be forwarded to the Common CN Instance during the registration/attach procedure

-
As the CNIP in this solution is a UP function selection, it also need to be combined with or correlated to the UP function selection being part of solutions to Key Issue #5. 
-


In this solution, the “NSSAI” and "UE Usage Type” are used for the purposes as described below:

-
“NSSAI” is used by the UE for identifying the requested specific type of dedicated Network slice or slices if the UE is a “multi-slice” type of UE. These parameters are used by the RAN to point at group of Common CP functions that can handle connectivity to the CN Instances that a UE is allowed to be using. “NSSAI” is also used as input to the selection of a CN Instance.
Note: Additional parameters from the terminal to identify a specific “Service type” is FFS 

-
"UE Usage Type" is the provisioned subscription parameter which can be translated into which dedicated Network slice or slices to be used a specific UE. It can be used to verify that the input from the UE matches the subscription profile.

Taking the above explanation into account, selecting a proper CN Instance for the service type that is requested by the UE can be done by using the NSSAI and the UE Usage Type parameters into account in the CNIP (CN Instance Selection Procedure). This means that the NSSAI needs to be transferred to the Common CN Instance from the RAN when the UE connects to the network. 
6.1.X.n
Evaluation/Observations/Notes

TBD

* * * End of Changes * * * *

3GPP

SA WG2 TD


_1533378512.doc


Common CN Instance







...







CNISF







SM







CNI-2 UPF#3







CNI-2 UPF#2







...







UP-Functions







Core Network Instance #2







CNI-2 UPF#1







Core Network Instance #1







CNI-1 UPF#3







CNI-1 UPF#2







CNI-1 UPF#1







...







UP-Functions







MM







AU







RAN







UEI#1







CNI#2 Service







CNI#1 Service







C-plane signalling



U-plane data












