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1
Discussion
The text with change marks below proposes a new solution for KI#1 (Support of Network Slicing). It specifically addresses
· Network Slice Instance Selection and Association (NS_WT_#1);
· Network Slicing Isolation (NS_WT_#2); and
· Identifying the approach to enable UE to associate with multiple slices simultaneously (NS_WT_#3). 
The proposed solution is similar to scenario Group A (shown in TS 23.799, Annex D) but utilizes also an interface between the different CN slice instances as detailed below.

The motivation behind this solution is that it would be beneficial to have isolated network slice instances that do not share CP functionality because it would be easier to fulfil design requirements that call for independent operation of the various use-cases. For example, as stated in TR 22.891, when "a huge amount of electricity meters are misbehaving in the network, they should not negatively impact the MBB users or the health and safety applications". This requirement is much easier met when the electricity meters, the MBB users and the health/safety users utilize isolated network slices that operate independently and do not share common CP functions. Isolated network slices can also handle more efficiently security issues. For example, (quote from TR 22.891) "in the event of a potential cyber-attack, the attack will be confined to a single slice". 
6.1.x
Solution 1.x: Multiple Independent Slices per UE
This solution addresses Key Issue 1 (Support of Network Slicing) and specifically considers (a) how a network slice instance is selected, (b) how the network slices can be independent (without sharing common network functions) and (c) how a UE can be simultaneously connected to multiple network slice instances. 
6.1.x.1
Architecture description
The key aspects of the solution are illustrated in Fig. 6.1.x.1-1 and are further described below. 

[image: image1.emf]UE

Primary

Network

Slice

Secondary

Network

Slice

NGs

Supports 

Usage Class x and

Usage Class y

Supports 

Usage Class z

Initial Attach

(Usage Class x)

Additional Attach

(Usage Class z)


Fig. 6.1.x.1-1
1.
The network slice instances can be independent and they do not need to share any CP or UP functions. They may share however common databases such as the subscription database and/or policy databases. 

2.
Network slices instances can communicate via the NGs interface. Each network slice instance has a unique slice identity that can be resolved to an IP address for communication via NGs.

3.
Each network slice instance supports one or more Usage Classes. For example, a network slice instance optimized for massive IoT can support Usage Class z, while a network slice optimized for enhanced mobile broadband can support Usage Class x. The Usage Class of a network slice indicates the use case that the network slice is configured/optimized to support and is discussed in more detail in clause 6.1.7.

4.
A UE can be simultaneously attached to multiple network slice instances. One of these slices is the primary network slice for the UE and all the others are secondary network slices for the UE. The difference between primary and secondary network slices is further elaborated below.

5.
The first attach performed by the UE is called Initial Attach and attaches the UE to the primary network slice.

6.
A subsequent attach (i.e. after the initial attach) is called Additional Attach and attaches the UE to a secondary network slice. How the UE decides to initiate an additional attach is discussed in clause 6.1.x.2.1.

7.
The UE sends all slice-independent signalling (i.e. signalling not associated with a specific network slice) only to the primary network slice. For instance, as shown in Fig. 6.1.x.1-2, all routing area update (RAU) requests are sent only to the primary network slice. The primary network slice forwards a RAU request to all secondary network slices via NGs and provides a consolidated RAU response back to the UE. Clause 6.1.x.2 below provides more details.
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Fig. 6.1.x.1-2
8.
Every attach request (either initial attach or additional attach) includes a Usage Class¸ which is used as "assistance information" for network slice selection. For example, when the UE wants to attach for Usage Class x, the UE sends an Initial Attach request including the required Usage Class x. Later the UE may want to attach also for Usage Class z, in which case the UE sends an Additional Attach request including the Usage Class z as "assistance information".
NOTE 1:
Although this solution is described by using the Usage Class as "assistance information", it can be applied with any other type of "assistance information" (e.g. with a DCN-id).
9.
Every time the UE attaches (e.g.) for Usage Class x, a PDU session for Usage Class x is also created. The PDU session is created either during the attach procedure or after the attach procedure.
10.
The Usage Class associated with an attach procedure is provided to the RAN as "assistance information" and it is used for network slice selection.
As shown in the figure below, the UE maintains separate MM and SM context for each attached network slice and executes MM and SM procedures toward every attached network slice independently. The only exception is that the UE executes TAU/RAU procedures only towards the primary network slice. The UE maintains a separate NG1 signalling connection with the primary and the secondary network slices. However, TAU/RAU procedures are only executed via the NG1 connection towards the primary network slice.
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Fig. 6.1.x.1-3
6.1.x.2
Signalling Procedures
6.1.x.2.1
Attach Procedures
This clause specifies the details of the initial attach and the additional attach procedures.
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Fig. 6.1.x.2.1-1
0.
The UE determines it needs to attach (e.g.) for Usage Class x. For example, a web-browser application in the UE requests a new data session and the UE associates this data session with Usage Class x. How the UE associates an application (or data flow) with a Usage Class is specified in clause 6.1.7, "Solution 1.7: Network Slice Selection based on Usage Class".
1.
Since the UE has not already performed an initial attach, the UE sends an Initial Attach request for Usage Class x. The Usage Class x is included as "assistance information".
2.
The RAN uses Usage Class x as "assistance information" and selects a network slice instance that supports Usage Class x. This network slice instance becomes the primary network slice for the UE. The RAN is assumed to know the Usage Classes of all network slice instances.
3.
The RAN forwards the Initial Attach request message to the selected network slice instance. The Usage Class x may also be included as part of the NAS message.

4. 
A mutual authentication takes place and security keys are generated in the UE and its primary network slice instance.

5.
The primary network slice instance responds with an Initial Attach response message that includes the supported Usage Classes (x, y in this example) and the temporary identity assigned to UE. This temporary identity may be formatted as a NAI (e.g. temp_id@slice_id) and includes the slice identity of the primary network slice. The UE may also receive (not shown in the above figure) an identity for the Control Plane function in the primary network slice which was assigned to serve this UE.
6.
The UE is now attached for Usage Class x and Usage Class y.

7.
A PDU session for Usage Class x is also created with the primary network slice (either during or after the initial attach procedure). The UE forwards all user-plane traffic associated with Usage Class x within this PDU session.

8.
The UE determines it needs to attach for Usage Class z. For example, an IoT application in the UE requests a new data session and the UE associates this data session with Usage Class z.

9.
Since the UE has already performed the initial attach procedure, it sends an Additional Attach request that includes the Usage Class z and the temporary identity assigned to UE during the initial attach (in step 5).

10.
The RAN uses Usage Class z as "assistance information" and selects a network slice instance that supports Usage Class z. This network slice instance becomes a secondary network slice for the UE.

11.
The RAN forwards the Additional Attach request message to the selected network slice instance. 

12.
The secondary network slice uses the temporary identity of the UE to determine the primary network slice of the UE.

13.
A mutual re-authentication takes place between the UE and the primary network slice instance via the secondary network slice instance. Security keys are created in the UE and the primary network slice instance. The primary network slice instance forwards these keys to the secondary network slice instance. Note that the secondary network slice instance behaves as a kind of AAA proxy in this case.

NOTE 1:
The UE may provide its temporary identity to the secondary network slice instance during the re-authentication procedure (instead of providing this identity in message 9).
14.
During the re-authentication the primary network slice instance is informed that the UE has attached to a secondary network slice instance and stores the slice identity of this secondary network slice instance. This identity can be passed from the secondary network slice instance to the primary network slice instance within the re-authentication signaling.
15.
The secondary network slice instance responds with an Additional Attach response message that includes its supported Usage Classes and may also include a temporary identity assigned to UE by the secondary network slice instance. This message may also include an identity for a serving Control Plane function in the secondary network slice instance.

16.
The UE is now attached also for Usage Class z. A PDU session for Usage Class z is created between the UE and its secondary network slice instance and all UE traffic associated with Usage Class z is transferred via this PDU session.
6.1.x.2.2
Routing Area Update Procedure
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Fig. 6.1.x.2.2-1

1-2. See clause 6.1.x.2.1.

3. 
The UE detects it has moved to a new routing area, or the UE needs to initiate a periodic routing area update.
4.
The UE sends a Routing Area Update request message only to its primary network slice.

5. 
The primary network slice forwards the Routing Area Update request message to all secondary network slices of this UE. Note that the primary network slice is notified when the UE attaches to a secondary network slice (as specified in the previous clause) and stores the slice identities of all secondary network slices of the UE.
6. 
The secondary network slice determines if the UE is allowed to receive services from the secondary network slice in the new routing area.
7.
The secondary network slice sends a Routing Area Update response which indicates if the routing area update is accepted or rejected for Usage Class z.
8. 
The primary network slice determines if the UE is allowed to receive services from the primary network slice in the new routing area.

9.
The primary network slice sends a Routing Area Update response which indicates if the routing area update is accepted or rejected for each one of the Usage Classes supported by the primary and secondary network slices. After the step, the UE knows which Usage Classes are accepted in the new routing area.
The above procedure can be applied for all slice-independent signaling, not only for routing area updates. So, all signaling messages not related to a specific Usage Class are sent by the UE only to its primary network slice.
6.1.x.2.3
Detach Procedure

When the UE wants to detach from (e.g.) Usage Class x, the UE sends a Detach Request message including the Usage Class x. This message is transferred to the network slice instance that the UE is attached to and supports Usage Class x. This may be either a secondary network slice or the primary network slice of the UE.
-
When the UE detaches from a secondary network slice:

-
The secondary network slice notifies the primary network slice about the Detach and the primary network slice removes the slice identity of the secondary network slice from its list of secondary network slices. 
-
When the UE detaches from the primary network slice:

-
The primary network slice selects one of the secondary network slices (if any) to become the new primary network slice for the UE. The primary network slice transfers the stored slice context for this UE (including the list of secondary network slices) to the new primary network slice. The new primary network slice assigns a new temporary identity to UE which is included in the Detach response message. 
The Detach from primary network slice is schematically shown in the figure below. After receiving the Detach response (step 7), the UE knows that Usage Class z has become its new primary Usage Class and all slice-independent signalling should be sent to the new primary network slice (i.e. to the network slice associated with Usage Class z).
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Fig. 6.1.x.2.3-1: Detaching from the primary network slice.

Editor’s Note: Additional procedures that may be required in this solution are FFS. In particular, if there is need to coordinate paging and handovers across the different network slice instances is FFS.
6.1.x.3
Solution evaluation

Editor’s Note: The solution evaluation is FFS.
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