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* * * Start of first change * * * 
5.3.3
MSC Server enhancements for ICS

The MSC Server (e.g. as described in TS 23.002 [3]) may be enhanced for the support of ICS.

In addition to the standard MSC Server behaviour, an MSC Server that has been enhanced for ICS shall provide the following for an identified ICS user:

-
Processes the user-network signalling received over the CS access (e.g. A/Iu and E interface) for interworking with IMS SIP and vice versa.
-
Controls the MGW functions described in TS 23.002 [3] to enable the interworking between CS access and RTP bearers.

-
Performs the interworking to support multimedia call in ICS.

-
May implement a communication service setting conversion function between CS signalling (e.g. as described in TS 24.010 [30] for systems based on TS 24.008 [6]) and communication service setting procedures (as defined in TS 24.173 [8]).

-
Disregard any supplementary services or IN (e.g. CAMEL) triggers that may be present in the user profile.

NOTE 1:
These can be present in the user profile for the case where the user is served by an MSC Server not enhanced for ICS.

-
Adds the User Location Information (e.g. CGI or SAI) and/or UE Time Zone Information to IMS signalling.

For subscribers not identified as ICS users and for subscribers identified as ICS users but using a media type not listed in clause 22.4 of TS 22.101 [9] and TS 22.173 [4], the MSC Server functionality is unchanged.
In addition to the standard MSC Server behaviour, an MSC Server that has been enhanced for ICS may support the Combined CS Access Authentication prodecure as specified in Annex X of this specification. 
NOTE 2: If the Combined CS Access Authentication prodecure is used all users of this MSC Server shall be authenticated by this procedure only.
If usersare authenticated utilizing the Combined CS Access Authentication prodecure, the MSC Server enhanced for ICS shall verify that 3G CS authentication parameters that are retrieved from the S-CSCF.
NOTE 3:
3G authentication can be performed also over 2G radio (GERAN).
MSC Server enhancements for ICS are not required for the support of an ICS UE.
* * * End of first change * * * 
* * * Start of second change * * * 
7.2
Registration

7.2.1
IMS registration via CS access

7.2.1.1
Overview

If the MSC Server enhanced for ICS implements the Combined CS Access Authentication prodecure as specified in Annex X of this specification the UE accessing the network via CS domain shall be authenticated and registered by this procedure, otherwise the following applies:
The UE may register (attach) in the CS domain whenever in CS coverage. The existing mobility management mechanisms are used in the UE and the CS network.

When performing a successful Location Update for the UE, the MSC Server has received the subscriber data from the HSS/HLR. This subscriber data may include an optional flag per VPLMN.

An MSC Server that is enhanced for ICS shall then perform the following:

-
If the flag is received and is supported by the MSC Server, then the MSC Server shall analyse the value of the flag as follows:

-
If the flag is set to true and optionally if the MSC Server is configured to know that the VPLMN has a suitable roaming agreement with the HPLMN of the UE, the MSC Server shall attempt the IMS registration using the I2 reference point.

-
If the flag is set to false, the MSC Server shall not attempt the IMS registration.

-
If the flag is not received or is not supported, the MSC Server may perform some pre-screening (e.g. IMSI range analysis) based on operator-policy in order to determine whether or not to attempt IMS registration for this subscriber.

NOTE 1:
Exact pre‑screening procedures are operator specific.

NOTE 2:
An MSC Server that is not enhanced for ICS will ignore the flag and thus will continue normal CS operation.

If the MSC Server decides not to perform registration in the IMS, the MSC Server falls back to the behaviour of an MSC Server that is not enhanced for ICS.

If the network is in NMO I configuration, the mobility management procedures using Gs interface triggers the MSC Server enhanced for ICS to perform IMS registration.

When attempting initial IMS registration on behalf of the ICS User, the MSC Server shall derive a home IMS domain name using the identity of the subscriber (e.g. IMSI). This domain name identifies the node (e.g. I‑CSCF or IBCF) to which the MSC Server shall send the IMS registration. The MSC Server shall also derive IMS user identities required for the registration from this identity. The MSC Server shall derive these identities in a manner that prevents collisions with other identities automatically derived from the same subscriber identity. See clause 4.6.2 of the present document for more information on the identities used.

The MSC Server then initiates a registration on behalf of the ICS User towards the home IMS indicating support for GRUU and including an InstanceID. If a GRUU is received, the MSC Server shall store it. The MSC Server shall not apply the mechanism for multiple simultaneous registrations.

NOTE 3:
IMS authorization of registrations from an MSC Server enhanced for ICS is defined in clause 9.

The MSC Server shall indicate in the registration the media capabilities that it supports (as listed in TS 22.101 [9]).

The routing of the registration messaging is performed by standard IMS routing procedures. The S‑CSCF shall perform 3rd party registration towards the SCC AS. The SCC AS shall obtain from the S‑CSCF the necessary information related to the contact address for performing T‑ADS.

If IMS registration is successful, then subsequent IMS sessions described in clause 4.4.2 shall be supported in IMS using the MSC Server procedures described in this specification.

The success or failure of the IMS registration shall not impact the CS attach status of the UE.

The MSC Server enhanced for ICS shall initiate IMS re-registration as necessary to maintain an active IMS registration during the period of time in which the UE is attached to the CS domain.

NOTE 4:
Due to the MSC Server not applying the mechanism for multiple simultaneous registrations, this results in the behaviour of when a UE attaches to a new MSC Server enhanced for ICS and the old MSC Server enhanced for ICS has not deregistered the user, the new registration over-writes the existing one in the S‑CSCF.

After successful initial IMS registration, the MSC Server enhanced for ICS shall subscribe to the registration event package described in TS 23.228 [2] on behalf of the ICS User. The MSC Server shall use the default Public User Identity received during initial IMS registration for subscription to this package. The MSC Server enhanced for ICS shall refresh this subscription as necessary during the period of time in which its IMS registration on behalf of the ICS User is active.

The MSC Server enhanced for ICS shall initiate IMS deregistration on behalf of the ICS User upon receipt of any indication that the UE is no longer considered active at this MSC Server (e.g. Location Cancellation procedure, Purge MS procedure, etc.). In order to ensure that the registration request from the target MSC Server arrives at the S‑CSCF prior to the deregistration request from the source MSC Server, the MSC Server should delay the deregistration procedure, such as by starting a timer. If the S‑CSCF finds an existing binding upon receiving the deregistration request as specified in TS 24.229 [31] and identifies that is a request initiated by the MSC Server enhanced for ICS on behalf of the ICS User, the S‑CSCF shall compare the contact address in the deregistration request with the contact address in the existing binding using the URI comparison rules. If it agrees, the S‑CSCF will remove the existing binding. Otherwise, the de-registration request fails. Per operator policy, the MSC Server enhanced for ICS shall also initiate IMS re-registrations to obtain additional temporary-GRUUs as need.

Upon receipt of a network-initiated deregistration from the IMS, the MSC Server enhanced for ICS shall remove all registration details relating to the Public User Identities contained in the deregistration. Network-initiated deregistration from IMS shall not impact the UE’s CS registration status.
* * * End of second change * * * 
* * * Start of third change * * * 
Annex X (normative):
Combined CS Access Authentication and IMS Registration Procedure for non-roaming UEs
X.1
General

An MSC enhanced for ICS may support the Combined CS Access Authentication prodecure. This procedure enables to authenticate and register all users accessing a network via CS access within the IMS domain as the only service domain. When this is done this annex is used instead of 7.2.1.1.
If the MSC enhanced for ICS supports the Combined CS Access Authentication all users within this MSC domain shall be authenticated utilizing this procedure.

The main additional function of MSC Server enhanced for ICS is:

- 
Receiving 3G CS authentication parameters from the S-CSCF
Other functions are similar with the existing MSC Server enhanced for ICS, e.g. Controls the MGW functions described in TS 23.002 [3] to enable the interworking between CS access and RTP bearers.

In this solution, the IMS will perform authentication procedure as normal IMS registration.

X.2
Procedure for registration utilizing IMS Authorization
Figure X.2.1 describes how IMS registration is performed by the MSC Server upon receiving of a Location Update Request.
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Figure X.2.1: Procedure for registration utilizing IMS Authorization
1.
The UE sends a Location Update Request towards CS network.
2-3.
Upon receipt of location update request, MSC Server enhanced for ICS performs standard identity request if needed.

4.
The MSC Server enhanced for ICS decides to initiate IMS registration for this subscriber and derives a domain name from the subscriber's identity (e.g. IMSI) and discovers the address of the appropriate I-CSCF/IBCF.

5-7.
The I-CSCF verifies that the incoming REGISTER origins from a trusted MSC Server (in the same way it would check that a normal REGISTER origins from a trusted P-CSCF). The I‑CSCF initiates standard procedures for S‑CSCF location/allocation and forwards the REGISTER to S-CSCF.

8-9.
The S-CSCF identifies the REGISTER as being from the MSC Server enhanced for ICS.


During these procedures, authentication parameters for a given subscriber will be carried. The parameters contain an Authentication Quintuplet (Rand, Xres, Ck, Ik, Autn).

10-11.
The S‑CSCF sends a SIP 401 i.e. an authentication challenge towards the UE including the challenge RAND, the authentication token AUTN, and also the integrity key IK and the cipher key CK to MSC Server enhanced for ICS.

12.
Upon receipt of 401 from IMS, MSC Server enhanced for ICS initiates the authentication procedure by transferring an AUTHENTICATION REQUEST message across the radio interface. The AUTHENTICATION REQUEST message contains the parameters necessary to calculate the response parameters. 
13.
The UE processes the challenge information and sends back an AUTHENTICATION RESPONSE message to the network.

14.
The MSC Server enhanced for ICS should send REGISTER with authentication result (XRES) to I-CSCF.

15-21.
I‑CSCF forwards the authentication response to the S‑CSCF. Upon receiving the message, the S‑CSCF check the authentication response sent by the UE. If the user has been successfully authenticated, the S‑CSCF sends 200 OK to MSC Server enhanced for ICS via I-CSCF.
22.
On receiving a 200 (OK) response to the REGISTER request, the MSC Server enhanced for ICS generates a TMSI for the UE and sends Location Update Accept towards the UE.
* * * End of third change * * * 
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