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///*** First change ***///
1
Scope

This document specifies the architectural requirements for delivery of consistent services to the user regardless of the attached access type (e.g. CS domain access, or IP-CAN). This is achieved by implementing the services in the IP Multimedia Subsystem (IMS).

Consideration is given to how to access specified IMS-based services (see clause 22.4 of TS 22.101 [9]) whilst still allowing other, bespoke services to be offered by the home operator.

IMS control of services related to those defined in clause 22.4 of TS 22.101 [9] are part of the present scope of this specification. Except for emergency calls that utilise TS12, IMS control of all other types of calls are outside the scope of the present release of this specification. 
The scope of the specification includes:

-
Session establishment when using CS access for media transmission for an IMS service.

-
Support of Service Continuity as specified in TS 23.237 [12].
-
Support of Single Radio Voice Call Continuity as specified in TS 23.216 [36].

-
Access Domain Selection (ADS).

-
IMS control of services where the media is transported via the CS network (e.g. managing of mid-call services).

-
Service data management.

The solution is applicable for UEs with or without ICS functionality, and is applicable for the following deployment scenarios:

-
An operator who supports for their subscribers only UEs that have ICS functionality.

-
An operator who supports for their subscribers only UEs that do not have ICS functionality.

-
An operator who supports for their subscribers UEs which do and do not have ICS functionality (to different subscribers and the same subscribers) ensuring the coexistence of UEs that have and do not have ICS functionality.

-
Inbound roaming subscribers on an operator's network that supports either the same or different ICS functionality that the inbound roaming subscriber is using, ensuring the coexistence of UEs that have and do not have ICS functionality.

///*** Second change ***///
5
Architecture model and reference points

5.1
Overview

ICS enables IMS services when using CS access for media transport. Users are provided with a consistent experience of services.

When using PS access networks which support the full duplex speech media component of an IMS service, procedures defined in TS 23.228 [2] are used to provide IMS services.

For other access networks, media established via the CS domain is used in conjunction with IMS service control. When using a UE that has been enhanced for ICS, IMS service control is enabled by a transparent control channel (the Service Control Signalling Path) between the UE and IMS. When using a UE which has not been enhanced for ICS, IMS service control can be enabled by an MSC Server enhanced for ICS.

For systems with a CS domain access based on TS 24.008 [6], CAMEL shall be used for implementing the IN triggers.

5.2
Reference architecture

Figure 5.2-1 provides the reference architecture for IMS sessions established using CS bearers.
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Figure 5.2-1: IMS Service Centralization and Continuity Reference Architecture

The architecture introduces the following:

-
The SCC AS, which provides functions specific to IMS Service Centralization and Continuity.

-
Enhancements to the MSC Server for ICS.

-
Enhancements to the UE for ICS
-
Enhancements to the MSC Server for ICS to interwork with IMS emergency architecture as defined in TS 23.167 [25]
Not all of the above are required in a network implementing ICS.

///*** Third change ***///
5.3
Functional Entities

…

5.3.3
MSC Server enhancements for ICS

The MSC Server (e.g. as described in TS 23.002 [3]) may be enhanced for the support of ICS.

In addition to the standard MSC Server behaviour, an MSC Server that has been enhanced for ICS shall provide the following for an identified ICS user:

-
Processes the user-network signalling received over the CS access (e.g. A/Iu and E interface) for interworking with IMS SIP and vice versa.

-
Controls the MGW functions described in TS 23.002 [3] to enable the interworking between CS access and RTP bearers.

-
Performs the interworking to support multimedia call and emergency call in ICS.

-
May implement a communication service setting conversion function between CS signalling (e.g. as described in TS 24.010 [30] for systems based on TS 24.008 [6]) and communication service setting procedures (as defined in TS 24.173 [8]).

-
Disregard any supplementary services or IN (e.g. CAMEL) triggers that may be present in the user profile.

NOTE:
These can be present in the user profile for the case where the user is served by an MSC Server not enhanced for ICS.

-
Adds the User Location Information (e.g. CGI or SAI) and/or UE Time Zone Information to IMS signalling.

For subscribers not identified as ICS users and for subscribers identified as ICS users but using a media type not listed in clause 22.4 of TS 22.101 [9] and TS 22.173 [4], the MSC Server functionality is unchanged.

MSC Server enhancements for ICS are not required for the support of an ICS UE.

5.3.4
Emergency‑CSCF (E-CSCF)

E-CSCF is defined in TS 23.167 [25]. 
///*** Forth change ***///
5.4
Reference points

…
5.4.5
Reference Point MSC Server – E-CSCF (I6)

The I6 reference point shall be used to route emergency service control signalling between the MSC Server enhanced for ICS and the E-CSCF. The Mw reference point specified in TS 23.228 [2] together with ICS specific extensions shall be used over the I6 reference point.

///*** Fifth change ***///
7.3
Originations

7.3.1
Originating sessions that use PS media

When the ICS UE has access to a PS network that supports the full duplex speech component of an IMS service, the originating IMS procedures (as described in clause 5.6 of TS 23.228 [2]) shall be used to set up the session. The S‑CSCF shall insert the SCC AS in the IMS session path using originating initial filter criteria. The SCC AS shall be the first AS inserted into the session path.
7.3.2
Originating sessions that use CS media

7.3.2.1
Non ICS UE originating sessions that use CS media

7.3.2.1.1
Overview

Originating sessions that use CS media made by non ICS UEs that have been successfully registered in IMS by the MSC Server can utilize IMS service control. The non ICS UE initiates a standard CS originating session toward the MSC Server enhanced for ICS, which in turn can initiate an IMS originating session using the I2 reference point.

For these sessions, the MSC Server shall perform interworking between the I2 reference point and CS signalling (e.g. as described in TS 24.008 [6]). The MSC Server shall also control a CS-MGW using the Mc reference point to perform interworking between CS access bearers and RTP bearers on the Mb reference point. For emergency sessions, the MSC Server may perform existing MSC Server emergency call handling procedures or interworking with IMS as specified in clause 7.3.2.3.
For video call originating sessions that use CS media, the MSC Server enhanced for ICS shall also, after the multimedia connection is established, perform the video codec negotiation for the non ICS UE and set up the video media bearer based upon the procedures defined in TS 29.163 [11] for 3GPP systems and based on procedures defined in 3GPP2 C.S0042 [38] for 3GPP2 systems.

The SCC AS shall be inserted in the IMS session path using the iFC.

///*** Sixth change ***///
7.3.2.3
CS Emergency call interworking with IMS
If the MSC Server enhanced with ICS supports I6, it may perform the following procedure to interwork with IMS for handling CS emergency call to PSAP.

If the MSC Server detects a CS emergency call (i.e, due to CS setup with emergency indication or detection of locally defined emergency number) from an UE that has already been registered in this MSC Server using I2 registration procedure, then MSC Server shall perform a registration for the support of emergency services (emergency registration) to IMS via I2. The MSC Server then proceeds with emergency session establishment request to E-CSCF via I6.
If MSC Server is required to handle anonymous emergency call (i.e., based on local regulation), MSC Server shall not perform any registration procedure to IMS and shall directly proceed with anonymous emergency requests toward E-CSCF via I6. 
If the MSC Server detects that the CS emergency call is tagged with eCall indication from the UE, MSC Server shall include the IMS eCall indication in the emergency session establishment request to E-CSCF via I6. The UE transfers the MSD using inband modem as defined for CS eCall.  The MSC Server and IMS shall transfer the MSD data in an end to end fashion, UE to PSAP, in the form generated by the UE.

For UE that has been registered to this MSC Server but IMS registration using I2 has not been performed then MSC Server shall fall back to the behaviour of an MSC Server that is not enhanced for ICS in handling CS emergency call.
///*** End of change ***///
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